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Getting Started with Topology

The Topology application enables you to manage the physical devices in the network and view the
topology of the network. All physical devices in the network are listed in the Topology application's list of
All Discovered Devices and in the Topology Tree. Popup menus in the list of All Discovered Devices and
the Tree provide the functionality needed to manage and configure devices. Clicking on an individual
device in the Topology Tree connects you to the device.

The Topology application enables you to view the devices and links in the network in various ways. You
can display the overall physical network to view its subnets and the links between them. You can display
individual subnets and the individual devices therein. You can create maps of "logical" regions that enable
you to group and display devices in a way that is meaningful for your individual network configuration.

Nodes in the Topology Tree enable you to view tables listing all network links, manage the logical and
physical regions in the network, create user-defined subnets in the Physical Network, view the list of All
Discovered Devices, and view graphical maps of the subnets in the Physical Network and the regions in the
Logical Network. Each node in the Topology Tree is described below.

Nodes in the Topology Tree
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Manual Subnets

OmniVista now provides the ability to create manual (i.e., user-defined) subnets. In previous releases of
OmniVista, subnets were automatically created by default. The new Subnets node in the Topology Tree
enables you to override OmniVista's default subnet creation and manually define the subnets that
OmniVista displays in the Tree. If manual subnets exist when a discovery is performed, OmniVista will
place the discovered switches into the manual subnets upon their discovery. If manual subnets are created
after discovery, OmniVista will place known switches into the manual subnets when they are created. Click
here for more information on both user-defined subnets and OmniVista's default subnet creation.



Getting Started with Topology

Subnet Labels

In the Tree, subnets are labeled in the form ipaddress/n. The /n indicates the number of bits in ipaddress,
starting from the left, that identify the network (i.e., the subnet). These bits will have the same value in all
addresses that belong to the subnet. The literal value of these bits displays in ipaddress. Any bits in
ipaddress that do not identify the subnet are represented by zeros.

For example, the screen above shows a subnet named 10.255.11.0/24. The /24 means that the first 24 bits of
the address, starting from the left, identify the subnet and will be common to all address in the subnet. The
literal value of these 24 bits, 10.255.11, displays in the subnet name. The last bits are represented by a 0, as
these bits do not identify the subnet. (They identify devices.) This subnet could also be represented as
10.255.11.*%, where the * character represents any value. This subnet will include all devices with an IP
address in the range 10.255.11.0 - 10.255.11.255.

As a second example, consider a subnet named 10.0.0.0/8. The /8 means that the first eight bits of the
address identify the subnet and will be common to all address in the subnet. The literal value of these eight
bits, 10, displays in the subnet name. All other bits are represented by zeros. This subnet could also be
represented as 10.*.*.* where the * character represents any value. This subnet will include all devices
with an IP address in the range 10.0.0.0 - 10.255.255.255.

The List of All Discovered Devices and the Tree

All devices discovered display in the list of All Discovered Devices. Select Switches in the Tree to view
the list of All Discovered Devices, as shown below. Click here for information on the fields in the list of
All Discovered Devices. Each discovered device also displays in the Tree. Click Switches and Physical
Network open in the Tree, as shown below, to display the individual subnets in the Physical Network.
Click a subnet open to view the individual devices on the subnet. Color coding in the Tree and in the list of
All Discovered Devices provides information on the state of each device.

Select Switches in the Tree to display the list of All Discovered Devices
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Adding Devices Manually

It is possible to add devices manually to the list of All Discovered Devices using the New Discovery
Manager Entry window. It is also possible to import a list of devices from a .csv file to the list of All

Discovered Devices. You can also export the list of All Discovered Devices to a .csv file (where it can be
edited).

Connecting to a Switch

You can connect to a switch merely by selecting it in the Tree. When the connection is established, tabs of
information on the switch display, as shown below. Note that the information displayed is somewhat
different for AOS devices (the OmniSwitch 6000/7000/8000/9000 Product Series), various XOS devices
(early generation OmniSwitch, OmniStack, OmniAccess 512, and OmniSwitch/Router devices), and third-
party devices. Click the Help button at the bottom of any tab for specific information on the fields in each
tab.

To connect to a switeh, select it in the Tree

When the connection is established,
switch information displays
Omini¥ista 2500 - Application: Topaol = |mf =]
f#a Applications Wiew Switches Help
moEs M & | 335 (@ W2E51197 |-
= Davices = 4[| Device: Kitez_97 (10.255.11.97)
u i : : : :
gﬂa':z"l‘_'l:'l:’ # General | Modules | Physical Port | Inferfaces | Stalistics | Link Agg | Link Agy Ports | System State
. Waps | System
3 Sudnets Mame: el_o7 Descripdion: £.1.2 144 R0 Developmend, January 0, 2006
¢ Eﬁ] 5\.-'.!1"'1?5
& 'F Physical Metsyrk Location: Unkngwn Contact: |Alcalel Irnernebworking, weaes alcabel corfenter
S(1,0.0,00E) i = = N -
:: (5.0.0.008) Up Timne: 1 howrs 20 minules 20 seconds AMAP: rﬂ.cﬂve T_
% [B.0.0.008)
£ (7.0.0.008) Coafigur ation
& (8.0.0.08) Rusining From: Working - s in Slod 1 Current State: Unzaved
Fh (500,008
¢ & (100008 Cetify State: Mesd Cary Synchronization State: NotApplicatis
10235103 L | o o Working: | Load Fronk |
10,2581 59 — - [
10.255[11.61 o :
e Synchronize CEIMs:
1025501 62
10.255.11.97|
by Chassis Infoomation Takde ]
1E 5:': y 1_1J Primary CMM | Free Slots | Number of Resets | Board Temp ('C) | Temp Range | Ternp Threshold ("C) | Danger!
BBA1AZ CHIM in St 1 7 m 37 undermhreshold 57
10.256.11.137
10.255.11.123 | | [+]
10.255.11.12% i - i
10.258.11 139 Aol || Update Wedn
1025511130 |= - —
L —

Popup Menu Functionality

You can click right on one or more devices in the list of All Discovered Devices to display a popup menu.
Somewhat different versions of the popup menu display for AOS devices, XOS devices, and third-party
devices. The popup menu for AOS devices is shown below. Note that several menu items on the popup
menu are active when multiple switches are selected. This enables you to perform the respective function
on multiple switches simultaneously. Click here for specific information on the menu items on the popup
menu.
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Popup Menu for AOS Devices
(OmniSwitch 6000/7000/8000 Series)
Right-click on ay device in the list to display the menu.
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You can also click right on any device listed in the Tree to display a popup menu. Somewhat different
versions of the Tree popup menu display for AOS devices, XOS devices, and third-party devices. The Tree
popup menu for AOS devices is shown below. All menu items on the Tree popup menu also appear on the
popup menu in the list of All Discovered Devices (described above).
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Tree Popup Menu for AOS Devices
Right-click on any device in the tree to display the menu.
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The Topology Toolbar

The toolbar that displays when the Topology application opens contains tools that enable you to perform
specific tasks quickly, as shown and explained below.

These icons are common

to all applications.
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Viewing the Network

The Topology application enables you to display and view the topology of any network region, including
the overall Physical Network, the overall Logical Network, or any individual subnet or region therein.
Color coding in the display provides status information on each region, device, and link displayed. Specific
information about the links in each region can be viewed. Popup menus provide further functionality. To
view any network region, select it in the Tree or in the combo box shown below. Network regions display
with the background color and background image specified when the region was created or edited. Click
here for detailed information on the functionality available when viewing the network.

Viewing a Region
To view a region, select it in the tree OR from the drop-down menu,
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The Physical Network and the Logical Network

The Physical Network, as its name implies, is an image of the physical subnets and devices in the network.
When OmniVista discovers the network, it arranges the discovered devices into default subnets. You can
override OmniVista's default subnet creation by creating manual, that is, user-defined. subnets. (Click here
for more information on default and manual subnet creation.) However, all subnets in the Physical
Network, both default subnets and manual subnets, are created according to the device IP address. You
cannot "pick and choose" the individual devices to be included in a subnet.

In contrast, within the Logical Network you can create "logical regions" and select the individual devices to
be included in the region, regardless of the device IP address. You can create logical regions where devices
are grouped and displayed in any way that is meaningful for your individual network, in any configuration
desired.

When you create a regional map in the Logical Network, you must define a "parent" map. The parent map
can be the Logical Network itself, as it is for Calabasas, New York, and Paris in the screen shown above.
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You can also "nest" regional maps in the Logical Network by specifying an existing regional map as the
parent map. For example, Calabasas is the parent map of Building A in the screen shown above.

Network Maps

The Maps window, shown below, enables you to create regional maps in the Logical Network from scratch,
create regional maps in the Logical Network from existing subnets in the Physical Network, edit existing
regional maps in both the Logical Network and the Physical network, and delete regional maps from the
Logical Network or the Physical Network. When you create or edit a regional map, you can define the

background color you want used when the map is displayed and the width and height of the viewing
window. You can also specify a background image for the map, if desired. Click here for detailed
information on creating and managing regional maps.

Click on Maps in the tree to create

a new map or edit an existing map.

The Maps Window
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Both the ATM and Ethernet links in the network can be automatically discovered during the discovery
process. When a regional map is displayed, the links in the region also display and are color-coded as to
their status. Whenever you are viewing a regional map, you can display information about the links in the

region. To do this, merely place the cursor on the connection you wish to view. A table listing the

individual links in the connection displays, as shown below. Click here for more information on viewing

network links.
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Place the cursor on a connection you
want to view. A table listing all links in
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In addition to discovering links via the discovery process, you can create links "manually” in OmniVista
via the Manual Links window, shown below. You can also import a list of links from a .csv file.
Alternatively, you can export a list of manual links to a .csv file (where it can be edited). Click here for
detailed information on creating and managing manual links.

The Manual Links window displays only links that were created manually or imported into OmniVista. All
network links, including discovered links, are displayed in the list of Active Links. Note that discovered
links cannot be listed, edited, or deleted.
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The Manual Links Window
Click Manual Links in the Tree
The Manual Links window displays
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The List of Discovered Devices and Devices in the Tree

The List of Discovered Devices and Devices in
the Tree

The list of All Discovered Devices is a list of all devices that were discovered, and all devices that were
added to the list manually. To display the list of All Discovered Devices, select Switches in the Topology
tree, as shown below. Information on each device in the list is provided in tabular form. In addition, the list
of All Discovered Devices enables you to perform functions on a single switch or on multiple switches
simultaneously. To do so, simply select a single device in the list, or select multiple devices in the list, and
then click right to display a popup menu of the functions available.

The Physical Network in the tree lists each known subnet. You can click open a subnet in the tree to view
the individual devices. You can connect to any device merely by selecting it in the tree. Popup menus
available in the tree provide additional functionality. You can only select one switch at a time in the tree.

Select Switches to view the List of All Discovered Devices
List of All Discovered Devices
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Color Coding

Entries in the list of All Discovered Devices and device icons in the tree can display green, red, or orange.
Devices displayed in green are up (responding to OmniVista's polls). Devices displayed in red are down
(not responding to OmniVista's polls). Devices displayed in orange are in the warning state (the switch has
sent at least one warning or critical trap).

In addition, icons for AOS devices display a blue exclamation mark ( Q ) when the switch configuration is
in the Unsaved state (changes have been made to the running configuration of the switch that have not been
saved to the working directory) or the Uncertified state (the working directory has changes that are not in
the certified directory). Click here for more information.
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Adding a New Device Manually

You can add a new device to the list of All Discovered Devices and the tree manually. To do this, click the
"New Switch" icon, shown below, or select New on the Switches menu. In either case the New Discovery
Manager Entry window displays, which enables you to add a new device. Click here for more information.
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Importing and Exporting Devices

You can import devices into the list of All Discovered Devices from a Microsoft Excel file or any other
application that produces comma-separated value files (.csv file extension). A comma-separated value file,
as the name implies, lists a series of values separated by commas. To import a list of devices, select Import
Devices on the File menu, shown below. The Import Devices window displays, which enables you to locate
the .csv file you want to import. Locate the file and then click the Import button on the window. All
imported devices display in the list of All Discovered Devices.

You can export devices to a .csv file (which can be edited) in much the same manner: select Export
Devices on the File menu to display the Export Devices window, navigate to the location where you want
to save the .csv file, and then click the Export button on the window. All devices on the list of All
Discovered Devices are saved in the .csv file.

File | Applications View Switches Help

Logout...
Preferences...
Close Topology
Close Window
[Z Polling

Import Devices = Import Devices menu item
Export Devices = Export Devices menu item
Import Manual Links
Export Manual Links
Import Backgrounds
Remove Backgrounds
Import Mihs

Exit
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Using the List of All Discovered Devices

The following section describes the information fields in the All Discovered Devices table.

Information Fields in the List

Name
The name of the device.

Address
The address of the device.

DNS Name
The DNS name of the device.

Type
The type of the device chassis.

Version
The version number of the device software. OmniVista may not be able to determine the software version
on some third-party devices. In these cases, the field will be blank.

Last Upgrade Status
The status of the last firmware upgrade on the switch.

"Successful" - Successful BMF and Image upgrade performed.
"Successful (BMF)" - Successful BMF upgrade performed.
"Successful (Image)" - Successful Image upgrade is performed.
"Failed (BMF, Image)" - BMF and Image upgrade failed.
"Failed (BMF)" - BMF upgrade failed.

"Failed (Image)" - Image upgrade failed.

In all "Failed" cases, "Reload From Working" will be disabled on the switch until a successful upgrade is
performed.

Backup Date
The date that the device's configuration and/or image files were last backed-up to the OmniVista server.

Backup Version
The firmware version of the configuration and/or image files that were last backed-up to the OmniVista
server

Last Known Up At
The date and time when the last poll was initiated on the device.
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Description
A description of the device, usually the vendor name and model.

Status

This field displays the operational status of the device. It displays Up if the device is up and responding to
polls. (When a device is up, it displays green in both the List of All Discovered Devices and the tree.) It
displays Down if the device is down and not responding to polls. (When a device is down, it displays red in
both the List of All Discovered Devices and the tree.) This field displays Warning if the switch has sent at
least one warning or critical trap and is thus in the warning state. (When a device is in the warning state, it
displays orange in both the List of All Discovered Devices and the tree.)

Traps

This field indicates the status of trap configuration for the device. On means that traps are enabled. Off
means that traps are disabled. Not Configurable means that traps for this device are not configurable from
OmniVista. (Note that traps may have been configured for such devices outside of OmniVista.) Unknown
means that OmniVista does not know the status of trap configuration on this switch. OmniVista will read
the switch's trap configuration when traps are configured for the switch via the Configure Traps Wizard.

Seen By

This field lists the Security Groups that are allowed to view the device. (The Security Groups that are
allowed to view a device can be defined when devices are autodiscovered, added manually, or edited.) The
default Security Groups shipped with OmniVista are as follows:

Default group. This group has read-only access to switches in the list of All Discovered Devices that are
configured to grant access to this group.

Writers group. This group has both read and write access to switches in the list of All Discovered Devices
that are configured to grant access to this group. However, members of this group cannot run autodiscovery
nor can they manually add, delete, or modify entries in the list of All Discovered Devices.

Network Administrators group. This group has full administrative access rights to all switches on the
network. Members of this group can run autodiscovery and can manually add, delete, and modify entries in
the list of All Discovered Devices. Members of this group also have full read and right access to entries in
the Audit application and the Control Panel application. Members of this group can do everything EXCEPT
make changes to Security Groups.

Administrators group. This group has all administrative access rights granted to the Network
Administrators group AND full administrative rights to make changes to Security Groups.

Note that other Security Group names may display in this field if custom Security Groups were created.
Refer to help for the Security application Users and Groups for further information on Security Groups.

Running From

For AOS devices, this field indicates whether the switch is running from the certified directory or from the
working directory. This field is blank for all other devices. For AOS devices, the directory structure that
stores the switch's image and configuration files in flash memory is divided into two parts:

The certified directory contains files that have been certified by an authorized user as the default
configuration files for the switch. When the switch reboots, it will automatically load its configuration files
from the certified directory if the switch detects a difference between the certified directory and the
working directory. (Note that you can specifically command a switch to reboot from either directory --
click here for information.)
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The working directory contains files that may or may not have been altered from those in the certified
directory. The working directory is a holding place for new files to be tested before committing the files to
the certified directory. You can save configuration changes to the working directory. You cannot save
configuration changes directly to the certified directory.

Note that the files in the certified directory and in the working directory may be different from the running
configuration of the switch, which is contained in RAM. The running configuration is the current operating
parameters of the switch, which are originally loaded from the certified or working directory but may have
been modified through CLI commands, WebView commands, or OmniVista. Modifications made to the
running configuration must be saved to the working directory (or lost). The working directory can then be
copied to the certified directory if and when desired. Click here for more information.

Changes
For AOS devices, this field indicates the state of changes made to the switch's configuration. This field is
blank for all other devices. This field can display the following values:

Unsaved. Changes have been made to the running configuration of the switch that have not been saved to
the working directory.

Uncertified. Changes have been saved to the working directory, but the working directory hasn't been
copied to the certified directory. The working directory and the certified directory are thus different.

Blank. When this field is blank for an AOS device, the implication is that OmniVista knows of no unsaved
configuration changes and assumes that the working and certified directories in flash memory are identical.

OmniVista is now capable of tracking AOS configuration changes made through CLI commands or
WebView, and so will reflect configuration changes made outside of OmniVista through these two
interfaces in the Changes field. Information in the Changes field will be accurate as long as OmniVista has
polled the switch since the last change was made (through any interface).

Note that it is possible a switch could be in a state where it is both Unsaved and Uncertified. In this
situation Unsaved displays in the Changes field. Whenever an AOS device is in the Unsaved or Uncertified

state, a blue exclamation mark displays on its icon ( @ ).

Discovered

This field displays the date and time when OmniVista successfully pings or polls the switch for the first
time. This value remains unchanged until the switch entry is deleted. This field will remain blank if
OmniVista does not ping or poll the switch at all.

Popup Menu in the List

Click right on one or more devices in the list of All Discovered Devices to display a popup menu.
Somewhat different versions of the popup menu display for various AOS devices, XOS devices, and third-
party devices. The popup menu for AOS devices is shown below. Note that several menu items on the
popup menu are active when multiple switches are selected. This enables you to perform the respective
function on multiple switches simultaneously.

The first two items on the popup menu, Current Window and New Window, each expand to multiple
menu items. Current Window and New Window enable you to open their respective menu items in the
current OmniVista window or in a new, additional OmniVista window. Each individual menu item that can
display on the popup menu is explained below.
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Popup Menu for AOS Devices
{OmniSwitch 6000/7000/8000 Serieg)
Right-click on ay device in the list to display the menu,
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Current Window or New Window > Device Status

Selects the switch in the Tree and establishes a connection to the switch, exactly as if you had manually
selected the switch in the Tree. If the switch's icon is not visible in the Tree, OmniVista will expand the
Tree and scroll until the switch icon is visible. When a connection is established, device-specific
configuration and statistics information displays. This function can be performed in the current OmniVista
window or in a new OmniVista window.

Current Window or New Window > Locate on Map

Loads and displays a regional map in the Physical Network that contains the selected device. The device is
automatically selected and centered in the map display. This function can be performed in the current
OmniVista window or in a new OmniVista window.

Current Window or New Window > Notifications

Loads the Notifications application for the selected switch. The Notifications application enables you to
view traps for the switch. This function can be performed in the current OmniVista window or in a new
OmniVista window.

Current Window or New Window > Health

Loads the Health application for the selected switch. The Health application displays information on the
health of the selected switch. This function can be performed in the current OmniVista window or in a new
OmniVista window.

Current Window or New Window > Telnet or SSH

Either Telnet or SSH (Secure Shell) displays by default on the popup menu, as user-configured for the
individual switch. You can configure the default selection for a switch through any of the methods
described below. You can also define the switch's Telnet user name and password to OmniVista by means
of these methods. When the Telnet user name and password are known, OmniVista will auto login for your
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convenience when Telnet or SSH sessions are established. Configure the defaults for a switch using any
one of the following methods:

Discover the switch with an SNMP setup that has its Shell Preference field set to Telnet or SSH, as
desired. Enter the Telnet user name and password in the respective fields on the SNMP Setups window.
(For more information, refer to the help for the Discovery application.)

Edit the switch after discovery and activate the Prefer SSH checkbox on the General Tab of the Edit
Discovery Manager Entry window. This will specify that SSH is the default for the switch. Enter the Telnet
user name and password in the respective fields.

Activate the Prefer SSH checkbox on the New Discovery Manager Entry window when you add a switch
manually. This will specify that SSH is the default for the switch. Enter the Telnet user name and password
in the respective fields.

The Telnet or SSH menu item opens the Telnet application and establishes a Telnet or SSH connection,
respectively, with the selected switch. If the switch's Telnet user name and password are known to
OmniVista, auto login will occur. Otherwise you will need to manually enter the switch's Telnet user name
and password. Each time the Telnet or SSH menu item is selected, a new Telnet or SSH session is
established. Individual Telnet and SSH sessions are identified by tabs that display the switch IP address.
Telnet or SSH sessions can be established in the current OmniVista window or in a new OmniVista
window.

Current Window or New Window > Statistics

Loads the Statistics application with the Add Item window open and the relevant switch selected
automatically. This function can be performed in the current OmniVista window or in a new OmniVista
window.

Current Window or New Window > Locate End-Stations

Loads the Locator application and searches for all end stations that are attached to the selected switch. All
end stations found are displayed in the Locator application's Browse tab. This function can be performed in
the current OmniVista window or in a new OmniVista window.

Current Window or New Window > Backup Configuration

Loads the Backup Configuration utility in the Health application for the selected switch. The Backup
Configuration utility in the Resource Manager application loads and saves firmware files for the selected
switch. This function can be performed in the current OmniVista window or in a new OmniVista window.

Ping Node
Causes an immediate ping to the selected switches. The result of the ping -- an "equipment is alive"
message or an "equipment does not respond" message -- is reported in the Status Panel.

Poll Node
Causes an immediate poll of the selected switches. The success or failure of the poll is reported in the
Status Panel.

Configure Traps
Opens the Configure Traps Wizard for the selected switches. The Configure Traps Wizard enables you to
configure traps for the switches.
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Poll for Traps

Causes an immediate poll of the selected switches for traps. The success or failure of the poll is reported in
the Status Panel. Traps are reported in the Notifications application. You can also manually poll for traps
from a single switch by right-clicking on the switch in the Device Tree in Topology, or any OmniVista
application displaying a Device Tree (e.g., VLANS, Notifications).

Save to Working (AOS Devices)

Saves the primary CMM's current running configuration to the working directory of the switch. Executing
this command is the same as executing the Save To Working command for an individual device. However,
when the List of All Discovered Devices is displayed, the Save to Working menu item enables you to save
the configurations of multiple switches in one operation. Click here for an overview of the directory
structure of AOS devices.

Note: When you apply the Save to Working option on a device(s), you must allow 120
seconds of time to elapse, before you perform the same again.

Reboot > From Working (AOS Devices)

Reboots the primary CMM from the working directory. Executing this command is the same as executing
the Load From Working command for an individual device. However, when the List of All Discovered
Devices is displayed, the Reboot menu item enables you to reboot the primary CMMSs in multiple switches
in one operation. Note that any unsaved configuration changes will be lost: you can save configuration
changes with the Save to Working command before executing Reboot. Click here for an overview of the
directory structure of AOS devices.

When you select Reboot > From Working, the Load from Working window displays. The Load from
Working window is shown below. This window enables you to specify whether you wish to reboot
immediately (Reboot now), or reboot within 1 - 1000 minutes (Reboot in x Minutes), or reboot at a
specified date and time (Reboot at date time). Specify the desired reboot time and then click the OK
button.

The Load from Working window enables
you to schedule the reboot.

x
& Rt now
Refisol in 1 Blinubes

Refusal at

Reboot > From Certified (AOS Devices)

Reboots the primary CMM from the certified directory. Executing this command is the same as executing
the Load From Certified command for an individual device. However, when the List of All Discovered
Devices is displayed, the Reboot menu item enables you to reboot the primary CMMs in multiple switches
in one operation. Note that any unsaved configuration changes will be lost: you can save configuration
changes with the Save to Working command before executing Reboot. Click here for an overview of the
directory structure of AOS devices.

When you select Reboot > From Working or From Certified, the Load from Certified or Load from
Working window displays, respectively. The Load from Certified window is shown below. This window
enables you to specify whether you wish to reload an entire switch (Reload Entire Switch), reboot
immediately (Reboot now), or reboot within 1 - 1000 minutes (Reboot in x Minutes), or reboot at a
specified date and time (Reboot at date time). Specify the desired reboot time and then click the OK
button.
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The Load from Certified window
enables you to schedule the reboot.

x
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Note: When you reboot the primary CMM from the certified directory, the switch will
automatically failover to the secondary CMM (in other words, the two CMMs will trade
primary and secondary roles). When you reboot the primary CMM from the working
directory, no failover occurs.

Copy Certified to Working (AOS Devices)

Copies the contents of the certified directory in the primary CMM to the working directory in the primary
CMM. Executing this command is the same as executing the Copy Certified to Working command for an

individual device. However, when the List of All Discovered Devices is displayed, the Copy Certified to
Working menu item enables you to copy the contents of the certified directory to the working directory in
multiple CMMs in one operation.

Copy Working to Certified (AOS Devices)
Copies the contents of the working directory in the primary CMM to the certified directory in the primary
CMM, in a manner similar to the Copy Certified to Working command described above.

Note: The Copy Working to Certified command also automatically synchronizes the
switch's CMMs after the copy operation is completed.

Inventory

Loads the Inventory application for the selected switches. The Inventory application enables you to create
reports. The reports can include system information, detailed module information, chassis information, and
health information.

MIB Browser
Loads the OmniVista MIB Browser for the selected switch.

Note: If a read-only user launches MIB browser of a switch which is configured to use
SNMPv3, the username/password specified by the OV administrator for SNMPv3 is
ignored, and is substituted by "public" for the user name, authentication password, and
privacy password which means that such an account must pre-exist on the switch.

WebPage or SwitchManager or TrackView

This menu item opens the device manager that is appropriate for the selected switch. WebView, the Alcatel
device manager, opens for AOS devices. WebView enables you to perform direct device-level AOS
configuration from a browser. TrackView opens for OmniCore devices. WebPage opens for the
OmniStack 1024, 6024, 6300-24, and 8008, as well as the OmniMSS. SwitchManager opens for all other
XOS devices. Each device manager enables you to perform device-level configuration of the selected
device.
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Note: SwitchManager and TrackView will open only if the respective program is
installed on the client.

Mobility Manager
Launches the OmniVista default browser with a URL pointing to the Mobility Manager application for the
selected wireless switch.

Popup Menu for AOS Devices
(OmniSwitch 6000/7000/8000 Series)
Right-click on any wireless device in the list to display menu.
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The Mobility Manager URL can be set using the Mobility Manager URL option in the Preferences
application. However, if the Mobility Manager URL is not defined in Preferences, then you will be
prompted to define the URL in the Mobility Manager URL dialog box (shown below) when you select the
Mobility Manager menu item for the selected wireless switch.

rohilty Manager URL = E ,.:El
Mobility Manager URL: | 1

[Lox |

Edit

Opens the Edit Discovery Manager Entry window, which enables you to edit devices in the List of All
Discovered Devices. When you edit a device, it is important to understand that you are editing OmniVista's
knowledge of the device, not the device itself. Click here for the reasons you might want to edit a device.
Note that you can edit multiple devices simultaneously.
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Remove
Deletes the selected devices from the list of All Discovered Devices and from the Physical Network. When
a device is removed, OmniVista no longer has knowledge of the device.

Using the Tree

Connecting to a Switch

You can connect to a switch merely by selecting it in the Tree. When the connection is established,
information about the switch displays, as shown below. Note that the information displayed is somewhat
different for AOS devices, XOS devices or third-party devices.

To connect to a switch, select it in the Tree

When the connection is established,
switch information displays
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Popup Menu in the Tree

You can click right on any device in the Tree to display a popup menu. Somewhat different versions of the
Tree popup menu display for AOS devices, XOS devices, or third-party devices. The Tree popup menu for
AOS devices is shown below. Note that all menu items on the Tree popup menu also appear on the popup
menu in the list of All Discovered Devices (described above).
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Tree Popup Menu for AOS Devices
Right-click on any device in the tree to display the menu.
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Editing an Entry in the List of All Discovered Devices

Editing an Entry in the List of All Discovered
Devices

The Edit Discovery Manager Entry window, shown below, enables you to edit entries in the list of All
Discovered Devices. You can redefine any field except the device name. Display the Edit Discovery
Manager Entry window by

double clicking any single entry in the list of All Discovered Devices,

selecting one or more entries and clicking the edit icon e , or

selecting one or more entries, clicking right, and selecting Edit from the popup menu that displays.
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Editing Multiple Entries Simultaneously

It is possible to edit multiple entries in the list of All Discovered Devices simultaneously. To do this, select
the devices in the list of All Discovered Devices and click the edit icon @ | or click right and select Edit
from the popup menu that displays. The Edit Discovery Manager Entry window displays "multiple values"
in the Name field when more than one switch is selected. The "multiple values" message also displays in
fields where the selected switches have different values, such as in the SNMP Version fiecld shown below.

To edit all switches selected, merely enter values in the desired fields of the Edit Discovery Manager Entry
window and click OK. The changes will apply to all switches selected. For example, if you were to enter
michael in the Telnet/FTP User Name field and click OK, you would be specifying to OmniVista that the
Telnet/FTP user name for all selected switches is michael. Note that any field you leave blank will retain
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its former value. If you attempt to set a value that is not valid for all switches selected, an explanatory
message will display and the change will not be made.
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Why Edit an Entry?

You may want to edit entries in the list of All Discovered Devices for any or all of the following reasons:

To Redefine the Primary IP Address

When switches are autodiscovered via a Ping Sweep or ARP discovery, each IP address in a range or
subnet is pinged. OmniVista uses the first [P address that responds to a ping as that device's primary IP
address. However, if multiple VLANS exist in the device, additional IP addresses in the device will also
respond to pings. The IP Address field combo box lists these additional IP addresses and enables you to
select any address listed as the device's primary IP address. The device's primary IP address will display as
the device's address in the list of All Discovered Devices.

To Specify the Telnet and FTP User Name and Password

The Telnet/FTP User Name and Telnet/FTP Password fields enable you to specify the user name and
password that OmniVista will use to establish FTP and Telnet sessions with the device. The user name and
password specified will be used to auto-login to devices when Telnet sessions are established. They will
also be used to perform FTP with the device when configuration files are saved and restored.

Firmware configuration files for XOS and AOS devices can be saved to the OmniVista server and restored
when desired. When files are saved, they are FTPed from the switch to the OmniVista server. When files
are restored, they are FTPed from the server to the switch. New configuration files can also be installed via
FTP. In order to FTP files, OmniVista must know the FTP login name and password that is defined on the
switch. The Telnet/FTP User Name and Password fields enable you to specify this information to
OmniVista.
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Please Note:

If you do not define the Telnet/FTP login name and password, and you attempt to save, restore, or upgrade
configuration files for XOS or AOS devices, you will be individually queried for the FTP login name and
password of each individual switch for which configuration files are being saved, restored, or upgraded.

If you do not define the Telnet/FTP login name and password, OmniVista will be unable to auto-login to
the device when establishing Telnet sessions.

For OmniCore devices, the login name and password specified in these fields will be used to establish
Telnet sessions and will be passed to the TrackView Element Manager automatically whenever TrackView
is invoked.

To Define the Trap Station User Name (AOS Devices only)

This field enables you to specify the switch user name that will be used when an AOS device is configured
to send traps to OmniVista. AOS devices require that a valid switch user name be specified with the trap
station configuration entry. If this field is left blank, the following switch user names will be used by
default for trap station configuration entries:

If OmniVista is configured to use SNMP version 3 with this device, the SNMP version 3 user name entered
for the device will be used as the switch user name in the trap station configuration entry.

If OmniVista is configured to use SNMP version 1 or SNMP version 2 with this device, the read
community string for the device will be used as the switch user name in the trap station configuration entry.

When using SNMP version 1 or 2, switch user names are interchangeable with community strings AS
LONG AS community string mapping is not in use on the switch. If community string mapping is not in
use, and an AOS switch is discovered using SNMP version 1 or 2 with a default read community string of
"public", or even with a nondefault read community string such as "thomas", these community strings are
valid switch user names for trap station configuration entries. In this case, no further configuration is
required and this field can be left blank.

However, if community string mapping is enabled on the switch, the community string with which the
switch is discovered is not guaranteed to be a valid switch user name, and thus is not guaranteed to be a
valid switch user name for a trap station configuration entry. In this case, you should enter a valid switch
user name in the Trap Station User Name field.

To Redefine Switch Access

The Can Be Seen By parameter specifies the OmniVista security group that has access to the device. The
Edit Discovery Manager Entry window enables you to redefine the security group or to specify that all
security groups have access.

To Redefine the SNMP Version

The Edit Discovery Manager Entry window enables you to redefine the SNMP version that OmniVista uses
to communicate with AOS devices. XOS devices support SNMP version 1 only. AOS devices support
SNMP version 1, SNMP version 2 or SNMP version 3.
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To Specify How a Device's Links will be Discovered

The Handle as an OEM Device checkbox enables you to specify that you want a device's links to other
data switches discovered automatically, using functionality from OmniVista's Locator application. This
option is useful if you want to discover links on devices that do not support adjacency protocols. Such
devices include the OmniPCX, OmniCore 5xxx switches, and third party devices.

Links to other switches are discovered automatically and displayed on Topology maps for all Alcatel
devices that support adjacency protocols. AOS devices, XOS devices, and 61xx and 6300-24 devices all
support adjacency protocols. In previous releases of OmniVista, devices that did not support adjacency
protocols -- such as the OmniPCX, OmniCore 5xxx switches, and third party devices -- were discovered
and displayed on Topology maps, but links from these devices to other switches had to be added manually.

As stated, the Handle as an OEM Device checkbox now enables you to use the new "endstation search"
functionality from the Locator application to automatically discover links for such devices. When the
Handle as an OEM Device checkbox is enabled, and the device does not support an adjacency protocol
that enables OmniVista to discover physical links, the endstation search algorithms used by the Locator
application are invoked at each polling cycle to discover the device's links. All links discovered are
displayed on Topology maps automatically.

Note: This approach works well for switches located at the edge of the network that do
not support adjacency protocols. However, when a series of such switches are
interconnected at the core of a network, this approach may "discover" more links than are
meaningful. As an example, consider a series of such switches connected in a chain. Use
of the Locator endstation search algorithms, without benefit of any actual knowledge of
how the switches are connected, will result in showing links between all the switches as a
"cloud" instead of a chain. Such situations can be corrected by adding explicit manual
links. For example, in the situation described, adding manual links for the actual
connections will solve the problem by giving OmniVista the knowledge it needs to show
the connections accurately.

To Specify SSH as the Default Command Line Interface

OmniVista's Telnet application supports both the Telnet and SSH command line interfaces. SSH (Secure
Shell) is a Telnet-like utility that provides encryption and is far more secure than Telnet. When the Prefer
SSH checkbox is enabled, SSH will be used as the default command line interface for the device. In
addition, Secure Shell FTP will be used as the default FTP method in Resource Manager. If the Prefer
SSH checkbox is not enabled, Telnet will be used as the default command line interface for the device and
regular FTP will be used as the default FTP method in Resource Manager. OmniVista popup menus, such
as the one shown below, will automatically display the default command line interface for the device:
Telnet or SSH. When selected, the Telnet application will open and a connection of the configured type
will be established automatically.

Note: Ensure that devices are capable of SSH before you enable the Prefer SSH
checkbox. OmniVista does not verify devices' SSH capabilities. All AOS devices are
SSH-capable. XOS devices, OmniCore devices, and OmniStack 6124/6148 and 6300-24
devices are not SSH-capable.
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To Specify Port Disabling on a Device

By default, all switches allow port disabling. However, if you want to enable port disabling for a specific
device using OmniVista, click the Allow Port Disabling checkbox.

To Specify the Correct Write Community Name (SNMP Settings Tab)

All devices that are autodiscovered are initially specified to have the default write community name,
public. If any autodiscovered devices in your network have a non-default write community name, use the
Edit Discovery Manager Entry window's SNMP Setting tab to specify the correct community name. If the
correct write community name is not specified to OmniVista, you will not be able to write configuration
changes to the switch.

In like manner, if someone changes a switch's read community name or write community name after the
switch has been autodiscovered, use the Edit Discovery Manager Entry window to redefine the community
name to OmniVista. Note that OmniVista will lose connection with a switch if its read community name is
changed; when the correct read community name is specified to OmniVista the connection will be
automatically reestablished.

To Redefine SNMP Parameters (SNMP Settings Tab)

The SNMP Settings tab of the Edit Discovery Manager Entry window enables you to redefine SNMP
parameters in addition to the write community name. You can redefine parameters for SNMP version 1,
SNMP version 2, and SNMP version 3. Click here for further information.
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Editable Fields

To edit entries, redefine the desired fields and click the OK button. Note that you cannot change the device
name.

The General Tab

IP Address field

Set this combo box to the IP address that you want OmniVista to use as the device's primary IP address.
The IP address combo box displays all IP addresses associated with the device that responded to
OmniVista's ping during autodiscovery. The device's primary IP address will display as the device's address
in the list of All Discovered Devices.

Telnet/FTP User Name and Telnet/FTP Password Fields

Enter the switch's Telnet/FTP login name in the Telnet/FTP User Name field and enter the switch's
Telnet/FTP password in the Telnet/FTP Password field. Note that a more complete discussion of these
fields is found above.

Please Note: These fields enable you to inform OmniVista of the switch's Telnet/FTP
user name and password. A switch's Telnet/FTP user name and password cannot be
configured from OmniVista. The Telnet/FTP user name and password must be
configured directly on the switch.

Trap Station User Name field (AOS devices only)

The Trap Station User Name ficld enables you to specify the switch user name that will be used when an
AOS device is configured to send traps to OmniVista. AOS devices require that a valid switch user name
be specified with the trap station configuration entry. Note that a more complete discussion of this field is
found above.

Can Be Seen By field

The Can Be Seen By field specifies the security permissions that are required for viewing the switch in the
list of all discovered devices. OmniVista is shipped with predefined user groups that have various levels of
security permissions. The network administrator may have modified these groups or created new ones.
(The Security application Users and Groups enables you to view and configure security permissions for
users.) Checkboxes for all existing user groups are displayed. Click the checkbox by each user group that
you want to have access to the switch. Alternatively, if you do not click any checkbox, the switches will be
viewable by everyone. The predefined user groups are as follows:

Everyone. Everyone that logs into OmniVista will be able to view the switch in the list
of discovered devices.

Network Administrators. Only users that have administrative permissions will be able
to view the switch in the list of discovered devices.

Writers. Users that have read/write permissions will be able to view the switch in the list
of discovered devices. Note that users with administrative permissions also have
read/write permissions and thus will also be able to view the switch in the list of
discovered devices.

Default. Users that have default permission (the default permission is read) will be able
to view the switch in the list of discovered devices. Note that users with administrative
permissions also have read permission and thus will also be able to view the switch in the
list of discovered devices.
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SNMP Version

The SNMP Version combo box displays the SNMP version that OmniVista is using to communicate with
the switch. For XOS devices, which support SNMP version 1 only, the combo box is always set to
SNMPv1 (SNMP version 1) and cannot be changed. For AOS devices, the combo box defaults to SNMP
version 2, but can be changed to SNMP version 1 or SNMP version 3. (AOS devices support SNMP
version 1, SNMP version 2, or SNMP version 3.) To change the SNMP version that OmniVista uses to
communicate with an AOS device, merely set the combo box to the desired SNMP version and click OK.

Handle as an OEM Device checkbox

The Handle as an OEM Device checkbox, when enabled, specifies that you want a device's links to other
data switches discovered automatically, using functionality from OmniVista's Locator application. This
option is useful if you want to discover links on devices that do not support adjacency protocols. Such
devices include the OmniPCX, OmniCore Sxxx switches, and third party devices. Note that a more
complete discussion of this field is found above.

Prefer SSH checkbox

The Prefer SSH checkbox, when enabled, specifies that SSH (Secure Shell) will be used as the default
command line interface for the device, and that SSH will display on OmniVista popup menus instead of
Telnet. In addition, Secure Shell FTP will be used as the default FTP method in Resource Manager. If the
Prefer SSH checkbox is not enabled, Telnet will be used as the default command line interface for the
device, and Telnet will display on OmniVista popup menus. Regular FTP will be used as the default FTP
method in Resource Manager. OmniVista's Telnet application supports both the Telnet and SSH command
line interfaces. SSH (Secure Shell) is a Telnet-like utility that provides encryption and is far more secure
than Telnet. Note that a more complete discussion of this field is found above.

Allow Port Disabling checkbox

The Allow Port Disabling checkbox, when enabled, specifies that port disabling is allowed for the device
using OmniVista. If the Allow Port Disabling checkbox is not enabled, you cannot disable ports for the
device using OmniVista.

The SNMP Settings Tab

The SNMP Settings tab displays parameters for SNMP versions 1, 2, and 3. These parameters are
cumulative in that SNMP version 1 supports only version 1 parameters, SNMP version 2 supports version 1
and version 2 parameters, and SNMP version 3 supports version 1, version 2, and version 3 parameters.
Only those parameters that are supported by the current version of SNMP will be active in the SNMP
Settings tab. Each parameter is explained below.
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The SNMP Settings Tab
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SNMP Versions 1, 2, and 3 Parameters

Read Community and Write Community

In the Read Community field, enter the switch's get community name. The get community name enables
you to read information from the switch. In the Write Community field, enter the switch's set community
name. The set community name enables you to write information to the switch. If the switch's get and set
community names are public, the default, you can leave these fields blank (OmniVista uses the default
name, public, when the field is blank.)

Please Note:

Get and set community names are not configurable from OmniVista. Get and set
community names can only be configured by logging onto the switch.

When you use SNMP Version 3, get and set community names are ignored.

Timeout
The Timeout field specifies the time period, in milliseconds, that OmniVista will wait for a switch to
respond to a connection request before assuming that the request has timed-out.

Retry Count
The Retry Count field specifies the number of times that OmniVista will attempt to connect to a switch.

SNMP Versions 2 and 3 Parameters

GetBulk checkbox

The GetBulk checkbox is enabled by default. You can disable Get Bulk operations by clicking the
checkbox to uncheck it. The SNMP version 2 Get Bulk operation is used for retrieving large amounts of
data, particularly from large tables. The Get Bulk operation performs continuous Get Next operations, each
time requesting the number of table rows specified by the value in the Max Repetitions field. For example,
if the value in the Max Repetitions ficld is ten, each Get Next operation will request 10 rows of table data.
Note that the number of rows of data actually returned by the switch will be determined by the amount of
memory the switch has available at that time.
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Max Repetitions
The value in the Max Repetitions field determines the number of rows of table data that the Get Bulk
operation will request in each Get Next operation.

SNMP Version 3 Parameters

User Name
Enter the SNMP version 3 user name in this field.

AuthProtocol

Set this field to None, MDS5, or SHA to specify the authentication protocol OmniVista will use for SNMP
communication with the switch. MD5 (or HMAC-MD5-96) and SHA (or HMAC-SHA-96) are the two
authentication protocols that have been defined for SNMP version 3.

Authentication uses a secret key to produce a "fingerprint" of the message. The fingerprint is included
within the message. The device that receives the message uses the same secret key to validate that the
fingerprint is correct. If it is, and if the message was received in a timely manner, then the message is
considered authenticated. Otherwise, the message is discarded. The fingerprint is called a Message
Authentication Code, or MAC. The MDS5 and SHA authentication protocols produce the MAC in a similar,
but not an identical, manner.

Note that the Auth Password and Priv Password fields activate when the authentication protocol is set to
something other than None. The Privacy Password field activates because privacy can only be used when
authentication is also used. The Authentication password field activates because the authentication
password is used as the "secret key" mentioned above. For MDS5 the secret key should be 16 octets; for
SHA the secret key should be 20 octets. Note that this implies that stronger authentication is provided by
the SHA protocol, and SHA should be used instead of MDS5 when possible.

Auth Password

Enter the password (in hex) that OmniVista will use for the MDS5 or SHA authentication protocol. This
must be the same password that is defined on the switch for MD5 or SHA. If no authentication password is
entered, neither authentication nor privacy encryption will be used.

Priv Password

SNMP version 3 uses the CBC-DES Symmetric Encryption Protocol for privacy. Enter the password in the
Priv Password field (in hex) that will be used as the secret key. This must be the same password that is
defined on the switch for the CBC-DES Symmetric Encryption Protocol. If an authentication password is
entered, but no privacy password is entered, authentication will be used without privacy encryption.

Important Note: The switch uses a single password as both the Auth Password and the
Priv Password. This means that the same password should be entered in these two fields.
You can identify the password to enter by using the switch CLI command configuration
snapshot aaa. This command will show the "authkey" for each switch user. The authkey
is a hex value computed from the user's password. (The user's password is established
with the CLI command user.) If you want both authentication and privacy encryption,
enter the authkey in both the Auth Password and the Priv Password fields.

Context Name

Enter a unique context name for this context. An SNMP context is a collection of management information
accessible by an SNMP entity, in this case OmniVista. A context identifies a subset of management
information, in this case the management information OmniVista has about the individual device.
OmniVista, as an SNMP entity, has access to many SNMP contexts: one for each device it manages. Each
context must be identified by a unique context name and a unique context ID. Note that an item of
management information may exist in more than one context.
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Technically, the context name and context ID provide a means of distinguishing specific instances of
information in the MIB modules from the set of all instances of that information within the management
domain.

Context ID
Enter a unique context ID for this context. As explained above, each context must be identified by a unique
context name and a unique context ID.

Important Note: Neither the Context Name nor the Context ID are required for AOS,
XOS, or default third-party devices supported by OmniVista. Leave these fields blank
unless you are using a non-default third-party device that requires definition of a Context
Name and Context ID.
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Adding a New Entry

The New Discovery Manager Entry window, shown below, enables you to manually add a new switch to
the list of All Discovered Devices. Display the New Discovery Manager Entry window by clicking the
"Create a New Switch Entry" icon o by selecting New on the Switches menu. Follow the steps below
to add a new switch to the list of All Discovered Devices.

Note: The following fields on the New Discovery Manager Entry window cannot be
configured until OmniVista has connected to the switch: the Trap Station User Name
field and the SNMP Version field on the General tab, and any SNMP parameters used
exclusively by SNMPv2 or SNMPv3 on the SNMP Setting tab. To configure these fields,
edit the switch entry after OmniVista has connected to the switch.
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1. In the IP Address field, enter the IP address of the new switch.

2. Enter the switch's Telnet/FTP login name in the Telnet/FTP User Name field and the switch's
Telnet/FTP password in the Telnet/FTP Password field. These fields specify the user name and password
that OmniVista will use to establish FTP and Telnet sessions with the device. The user name and password
specified will be used to auto-login to devices when Telnet sessions are established. They will also be used
to perform FTP with the device when configuration files are saved and restored. Click here for a more
complete discussion of these fields.

Please Note: These fields enable you to inform OmniVista of the switch's Telnet/FTP
user name and password. A switch's Telnet/FTP user name and password cannot be
configured from OmniVista. The Telnet/FTP user name and password must be
configured directly on the switch.
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3. Set the Can Be Seen By ficld to specify the security permissions that will be required for viewing the
switch in the list of All Discovered Devices AFTER it is added. OmniVista is shipped with predefined user
groups that have various levels of security permissions. The network administrator may have modified
these groups or created new ones. (The Security application Users and Groups enables you to view and
configure security permissions for users.) Checkboxes for all existing user groups are displayed. Click the
checkbox by each user group that you want to have access to the switch. Alternatively, if you do not click
any checkbox, the switches will be viewable by everyone. The predefined user groups are as follows:

Everyone. Everyone that logs into OmniVista will be able to view the switch in the list
of discovered devices.

Network Administrators. Only users that have administrative permissions will be able
to view the switch in the list of discovered devices.

Writers. Users that have read/write permissions will be able to view the switch in the list
of discovered devices. Note that users with administrative permissions also have
read/write permissions and thus will also be able to view the switch in the list of
discovered devices.

Default. Users that have default permission (the default permission is read) will be able
to view the switch in the list of discovered devices. Note that users with administrative
permissions also have read permission and thus will also be able to view the switch in the
list of discovered devices.

4. You can select the SNMP version that OmniVista uses to communicate with the switch from the the
SNMP Version combo box. For XOS devices, which support SNMP version 1 only, the combo box is
always set to SNMPv1 (SNMP version 1) and cannot be changed. For AOS devices, the combo box
defaults to SNMP version 2, but can be changed to SNMP version 1 or SNMP version 3. (AOS devices
support SNMP version 1, SNMP version 2, or SNMP version 3.) To change the SNMP version that
OmniVista uses to communicate with an AOS device, merely set the combo box to the desired SNMP
version and click OK.

5. You can enable the Handle as an OEM Device checkbox, if you want a device's links to other data
switches discovered automatically, using functionality from OmniVista's Locator application. This option is
useful if you want to discover links on devices that do not support adjacency protocols. Such devices
include the OmniPCX, OmniCore 5xxx switches, and third party devices.

6. You can enable the Prefer SSH checkbox, if you want SSH (Secure Shell) to be used as the default
command line interface for the device, which will be displayed as a popup menu item instead of Telnet.
Secure Shell FTP will be used as the default FTP method in Resource Manager. If the Prefer SSH
checkbox is not enabled, Telnet will be used as the default command line interface for the device, and
Telnet will display on OmniVista popup menus. Regular FTP will be used as the default FTP method in
Resource Manager. OmniVista's Telnet application supports both the Telnet and SSH command line
interfaces. SSH (Secure Shell) is a Telnet-like utility that provides encryption and is far more secure than
Telnet. Note that a more complete discussion of this field is found above.

7. You can enable the Allow Port Disabling checkbox to allow port disabling for the device using
OmniVista. If the Allow Port Disabling checkbox is not enabled, you cannot disable ports for the device
using OmniVista.

8. Click the SNMP Settings tab to display the SNMP Settings page of the New Discovery Manager Entry
window, shown below.
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New Discovery Manager Entry Window
SMNMP Settings Tab

New Discovery Manager Entry _ ﬁl

| General | SNMP Seftings |

SHMPI2E SHMP2T

Fead Community: |

Wirite Cosrarmnity: [ | GetEulk
Timeen [se00 Max Repetitions: |
Flitry Coumt E

SHMPYE

Lisier Harm: I

fusth Pratocol:

Auilh Password: |

Priv Password: |

Conlesxt Marme: ]

Cantext ik |

OH Cancel Help

9. In the Read Community field, enter the new switch's get community name. The get community name
enables you to read information from the switch. In the Write Community field, enter the new switch's set
community name. The set community name enables you to write information to the switch. If the switch's
get and set community names are public, the default, you can leave these fields blank (OmniVista uses the
default name, public, when the field is blank.)

Please Note: These fields enable you to inform OmniVista of the switch's SNMP get and
set community names. A switch's get and set community names cannot be configured
from OmniVista. They must be configured directly on the switch.

10. In the Timeout field, specify the time period, in milliseconds, that OmniVista will wait for the switch
to respond to a connection request before assuming that the request has timed-out.

11. In the Retry Count field, specify the number of times that OmniVista will attempt to connect to the
switch.

12. Click the OK button. The new switch is added to the list of All Discovered Devices and to the Tree.
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Viewing the Network

The Topology application enables you to display a map of any network region, including the overall
Physical Network, the overall Logical Network, or any individual subnet or region therein. Color coding in
regional maps provides status information on each region, device, and link displayed. Specific information
about the links in each region can be viewed. Popup menus provide further functionality. To view a map of
any network region, select the region in the Tree or in the combo box shown below. When selected, the
regional map displays with the background color and background image specified when the region was
created or edited.

Viewing a Region
To view a region, select it in the tree OR from the drop-down menu,

OmniVista 2500 - Application: Topology  Window:0 B ] ;lglﬂ
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View Controls

As shown below, controls at the top of the viewing window enable you to zoom in and out of regional
maps. You can toggle display of any external links that exist within a region. ("External" links are links to
devices that are not part of the region displayed.) You can poll links on selected switches to gather current
information about the links. And the Save icon enables you to save any changes you make to the display.
(If you make changes to a regional map and do not save them, you will be asked if you want to validate
your modifications when you exit the display.)
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Viewing the Network

Note: Clicking the "Poll Links on Selected Switches" icon causes an immediate poll of
all links associated with each selected device in the regional map, and all devices
connected to them. If no devices are selected, you will be asked if you wish to poll the
links for all devices in the map. This feature is useful when you want to quickly refresh
the link data for the selected devices or for the entire map. The success or failure of the
poll is reported in the Status Panel for each individual device.

Viewing Link Information

While viewing a regional map, you can display information about the links in the region. To do this, merely
place the cursor on the connection you wish to view. A table listing the individual links in the connection
displays, as shown below. The fields in this table are explained below.

Note that connections composed of more than one link are represented by thicker lines in the display. These
are termed aggregate connections. For example, in the screen below the connection between device
10.255.11.156 and device 10.255.11.155 displays with a thicker line because this connection consists of
more than one link. Compare this with the thinner line used to display other connections, which consist of a

single link.
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The fields in the Link Information table are explained below.

The Link Ori

Switch IP address,

Switch IP address, slot/port, and link
slot/port, and link aggregation 10D (if
aggregation ID (if any) any) for the

for the first link i mmrz mmnd link in the

The type of connection,

its status, and
VLAM Id.

Viewing the Network

Note: Links to OEM devices will always display "1/1" on the OEM side in the Slot/Port

column regardless of what slot and port on the OEM device is actually used.

Viewing STP Information

While viewing a regional map, you can display STP information for a switch. To view this information,
move the mouse over a switch in the OmniVista’s Topology Map graphical display. This information is
only displayed if STP information has already been collected from the switch. Detailed STP Port

information is available by right-clicking on a switch.

Place the cursor over the swi'rch whose
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Note: The tooltip with the STP information will be displayed for AOS and XOS devices
only.

Color Coding in Regional Maps

Whenever a regional map is displayed, color coding provides status information about the devices, links, or
subregions displayed. Generally, color coding indicates the following:

Green indicates a device, link, or region is up and therefore in the "normal" state.
Red indicates a device, link, or region is down and therefore in the "critical" state.

Blue indicates a link is in an "unknown" state. When OmniVista receives a trap indicating that a the switch
is rebooting, the link state changes to "unknown", and the link is displayed in blue until the next poll, or
until a trap is received that shows the link state.

Orange indicates a device, an aggregate link, or a region is in the "warning" state.

Note: For proper display of links in AOS switches, linkUp and linkDown traps must be
enabled for each individual port.

Color coding is explained in greater detail below.

Example of Color Coding
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Individual Link Display Colors === ==
Individual links can display green (to indicate they are up), red (to indicate they are down), or blue (to
indicate their status is unknown).
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Aggregate Connection Display Colors —

Aggregate connections, which are connections composed of more than one link, can display green (if every
individual link in the connection is up), red (if every individual link in the connection is down), blue (to
indicate the status of every individual link in the connection is unknown), or orange (to indicate all other
cases -- for example, if one end of a link is up and the other end is down).

Note: Discovered links to OEM devices will always be displayed in blue.

Device Display Colors =i

A device can display green (to indicate it is up and in the normal state), orange (to indicate the device has
sent at least one warning or critical trap and is thus in the warning state), or red (to indicate the device is
down and in the critical state). Note that device status is also reported in the list of All Discovered Devices
(in the Status column).

Region Display Colors R

Regions can display green (if every device and link in the region is up and in the normal state), orange (if at
least one device or link in the region is in a warning or unknown state), or red (if at least one device or link
in the region is down and in the critical state). Note that region status is also reported in the Maps List
(which you can view by selecting Maps in the Tree).

Customizing Regional Maps

When a regional map is displayed, you can customize its appearance by right-clicking anywhere in the
background of the map. A pop-up menu is displayed (as shown below). Each menu item is described
below.
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The Customize Map Menu Item

This menu item enables you to customize the appearance of a regional map. When you click Customize
Map, the Customize Map dialog box is displayed. This dialog box enables you to customize the size of the
viewing window, the background color of the regional map, and the background image against which the
map is displayed.
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Make the required changes in the following fields, and then click the OK button. The customized map will
be displayed.

Width and Height ficlds. Redefine the size of the viewing window that displays the
regional map by entering the desired width (in pixels) in the Width field and the desired
height (in pixels) in the Height field.

Background Color field. Redefine the background color of the regional map. To do this,
click left anywhere in the color displayed by the Background Color field. The Color
Chooser displays. The Color Chooser enables you to define a background color by
selecting a color swatch from a group of pre-defined swatches, or by using the HSB (hue
saturation brightness) color model, or by using the RGB (red green blue) color model.

Background Image field. Add or redefine the background image for the regional map.
To do this, set the Background Image combo box to the desired image. Note that all
background images must be imported into OmniVista before they can be used. You can
import background images by clicking the Import button on the Customize Map
window. Refer to Importing Background Images for Regions for more information.
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The Arrange Icons Menu Item

This menu item enables you to automatically arrange the device icons displayed in a regional map.

Dmni¥ista 2500 - Apg stion: Topolegy  Windows0

L
[ Devices
|- &8 Manual Links
Acihve Links
Maps
Subinels
¢ B Swiithes
§ % Physical Network
o)

Arrange Icons > Aligned arranges icons in rows with no overlap (as shown below). Arrange Icons >
Networked centers the icon that has the most connections and arranges other icons according to their
connections (as shown above). Arrange Icons > Circular arranges icons in as much of a circle as possible.
The Arrange Icons > Expand menu item expands the space between icons.
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The Export Map Image Menu Item

This menu item enables you to export the map to the desired location.
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When you click Export Map Image, the Export Map Image dialog box is displayed (as shown below).
Save the map in the required location.
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The Select by VLAN Menu Item

Viewing the Network

This menu item enables you to create a map from an existing map that contains only switches that belong to

a given VLAN.
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When you click Select by VLAN, the Select VLAN ID dialog box is displayed.
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Select the required VLAN ID from the VL AN ID drop-down list, and click OK. The switches that
belong to the selected VLAN will be highlighted (as shown below).
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Locating a Specific Device

You can locate a specific device in the Physical Network by clicking right on the device in the Tree and
then selecting Locate on Map, either in the Current Window or in a New Window. The device will be
located in the Physical Network display, selected, and centered in the viewing window, as shown below.
Note that the Locate on Map menu item is available on pop-up menus throughout OmniVista.

Locating a Specific Device
In the Tree, click right on the device you
~ want to locate and select Locate on Map

The device is located in
the Physical Network
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Viewing External Regions

Whenever links to external devices are displayed (by toggling the View External Links Icon ® ), you can
click right on any external device and select Go To Parent Map. When selected, a list of regional maps
that contain the selected device display, as shown below. Select the desired regional map to view it. (Note
that an "external device" is not part of the regional map displayed. However, it is connected to a device that
is part of the regional map displayed.)

46



Viewing the Network

Viewing External Devices

Click right on any external device and select 6o To Parent Map.
All regional maps that contain the selected device display for
your selection. Select the desired region to view it.
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Pop-Up Menus in Maps

Whenever a regional map is displayed, you can right-click right any device to display a pop-up menu.
Different versions of the pop-up menu are displayed for AOS devices, XOS devices, and third-party
devices. The first two items on the pop-up menu, Current Window and New Window, each expand to
multiple menu items. Current Window and New Window enable you to open their respective menu items
in the current OmniVista window or in a new, additional OmniVista window. Each menu item displayed on
the pop-up menu in a regional map is explained below.
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Current Window or New Window > Device Status

Causes OmniVista to select the switch in the Tree and establish a connection to the switch, exactly as if you
had manually selected the switch in the Tree. If the switch's icon is not visible in the Tree, OmniVista will
expand the Tree and scroll until the switch icon is visible. When a connection is established, device-
specific configuration and statistics information displays. This function can be performed in the current
OmniVista window or in a new OmniVista window.

Current Window or New Window > Locate on Map

Loads and displays a regional map in the Physical Network that contains the selected device. The device is
automatically selected and centered in the map display. This function can be performed in the current
OmniVista window or in a new OmniVista window.

Current Window or New Window > Notifications

Loads the Notifications application for the selected switch. The Notifications application enables you to
view traps for the switch. This function can be performed in the current OmniVista window or in a new
OmniVista window.

Current Window or New Window > Health

Loads the Health application for the selected switch. The Health application displays information on the
health of the selected switch. This function can be performed in the current OmniVista window or in a new
OmniVista window.

Current Window or New Window > Telnet or SSH

Either Telnet or SSH (Secure Shell) displays by default on the pop-up menu, as user-configured for the
individual switch. You can configure the default selection for a switch through any of the methods
described below. You can also define the switch's Telnet user name and password to OmniVista by means
of these methods. When the Telnet user name and password are known, OmniVista will auto login for your
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convenience when Telnet or SSH sessions are established. Configure the defaults for a switch using any
one of the following methods:

Discover the switch with an SNMP setup that has its Shell Preference field set to Telnet or SSH, as
desired. Enter the Telnet user name and password in the respective fields on the SNMP Setups window.
(For more information, refer to the help for the Discovery application.)

Edit the switch after discovery and activate the Prefer SSH checkbox on the General Tab of the Edit
Discovery Manager Entry window. This will specify that SSH is the default for the switch. Enter the Telnet
user name and password in the respective fields.

Activate the Prefer SSH checkbox on the New Discovery Manager Entry window when you add a switch
manually. This will specify that SSH is the default for the switch. Enter the Telnet user name and password
in the respective fields.

The Telnet or SSH menu item opens the Telnet application and establishes a Telnet or SSH connection,
respectively, with the selected switch. If the switch's Telnet user name and password are known to
OmniVista, auto login will occur. Otherwise you will need to manually enter the switch's Telnet user name
and password. Each time the Telnet or SSH menu item is selected, a new Telnet or SSH session is
established. Individual Telnet and SSH sessions are identified by tabs that display the switch IP address.
Telnet or SSH sessions can be established in the current OmniVista window or in a new OmniVista
window.

Current Window or New Window > Statistics

Loads the Statistics application with the Add Item window open and the relevant switch selected
automatically. This function can be performed in the current OmniVista window or in a new OmniVista
window.

Current Window or New Window > Locate End-Stations

Loads the Locator application and searches for all end stations that are attached to the selected switch. All
end stations found are displayed in the Locator application's Browse tab. This function can be performed in
the current OmniVista window or in a new OmniVista window.

Current Window or New Window > Backup Configuration

Loads the Backup Configuration utility in the Health application for the selected switch. The Backup
Configuration utility in the Resource Manager application loads and saves firmware files for the selected
switch. This function can be performed in the current OmniVista window or in a new OmniVista window.

Ping Node
Causes an immediate ping to the selected switch. The result of the ping -- an "equipment is alive" message
or an "equipment does not respond" message -- is reported in the Status Panel.

Poll Node
Causes an immediate poll of the selected switch. The success or failure of the poll is reported in the Status
Panel.

Configure Traps
Opens the Configure Traps Wizard for the selected switch. The Configure Traps Wizard enables you to
configure traps for the switches.

Poll for Traps
Causes an immediate poll for traps of the selected switch.
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Save to Working (AOS Devices)

Saves the primary CMM's current running configuration to the working directory of the switch. Executing
this command is the same as executing the Save To Working command for an individual device. Click here
for an overview of the directory structure of AOS devices.

Note: When you apply the Save to Working option on a device, you must allow 120
seconds of time to elapse, before you perform the same again.

Reboot > From Working (AOS Devices)

Reboots the primary CMM from the working directory. Executing this command is the same as executing
the Load From Working command for an individual device. Note that any unsaved configuration changes
will be lost: you can save configuration changes with the Save to Working command before executing
Reboot. Click here for an overview of the directory structure of AOS devices.

When you select Reboot > From Working, the Load from Working window displays. The Load from
Working window is shown below. This window enables you to specify whether you wish to reboot
immediately (Reboot now), or reboot within 1 - 1000 minutes (Reboot in x Minutes), or reboot at a
specified date and time (Reboot at date time). Specify the desired reboot time and then click the OK
button.

The Load from Working window enables
vou to schedule the reboot.

x|

& Reboat now
Rehst in 1 Blinurtes

Rt at

—

Reboot > From Certified (AOS Devices)

Reboots the primary CMM from the certified directory. Executing this command is the same as executing
the Load From Certified command for an individual device. Note that any unsaved configuration changes
will be lost: you can save configuration changes with the Save to Working command before executing
Reboot. Click here for an overview of the directory structure of AOS devices.

When you select Reboot > From Certified, the Load from Certified window displays. The Load from
Certified window is shown below. This window enables you to specify whether you wish to reload an
entire switch (Reload Entire Switch), reboot immediately (Reboot now), or reboot within 1 - 1000
minutes (Reboot in x Minutes), or reboot at a specified date and time (Reboot at date time). Specify the
desired reboot time and then click the OK button.

The Load from Certified window
enables you to schedule the reboot.

x

Rehioot Entire Switch?
& Rehodt now
Rl in 1 Blinabes

Redusol at

coe
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Note: When you reboot the primary CMM from the certified directory, the switch will
automatically failover to the secondary CMM (in other words, the two CMMs will trade
primary and secondary roles). When you reboot the primary CMM from the working
directory, no failover occurs.

Copy Certified to Working (AOS Devices)

Copies the contents of the certified directory in the primary CMM to the working directory in the primary
CMM. Executing this command is the same as executing the Copy Certified to Working command for an
individual device.

Copy Working to Certified (AOS Devices)
Copies the contents of the working directory in the primary CMM to the certified directory in the primary
CMM, in a manner similar to the Copy Certified to Working command described above.

Note: The Copy Working to Certified command also automatically synchronizes the
switch's CMMs after the copy operation is completed.

Inventory

Loads the Inventory application for the selected switches. The Inventory application enables you to create
reports. The reports can include system information, detailed module information, chassis information, and
health information.

MIB Browser
Loads the OmniVista MIB Browser for the selected switch.

WebPage or SwitchManager or TrackView

This menu item opens the device manager that is appropriate for the selected switch. WebView, the Alcatel
device manager, opens for AOS devices. WebView enables you to perform direct device-level AOS
configuration from a browser. TrackView opens for OmniCore devices. WebPage opens for the
OmniStack 1024, 6024, 6300-24, and 8008, as well as the OmniMSS. SwitchManager opens for all other
XOS devices. Each device manager enables you to perform device-level configuration of the selected
device.

Note: SwitchManager and TrackView will open only if the respective program is
installed on the client.

Edit

Opens the Edit Discovery Manager Entry window, which enables you to edit devices. When you edit a
device, it is important to understand that you are editing OmniVista's knowledge of the device, not the
device itself. Click here for the reasons you might want to edit a device.

Show STP Ports (AOS and XOS Devices Only)

When you right-click on a switch, a window opens showing STP port information collected for the selected
switch. In addition, on AOS devices, STP information for LAG ports is displayed. If the switch is
configured for MSTI, only non-MSTI information is displayed. You must have "Write" permission to
perform this function.

Note: To display STP information for XOS switches, you must first initiate an STP poll
by clicking on the Discover STP for XOS button in the VLANs Application. A red line
appears on the button when you start polling. When polling is complete, the line
disappears. Clicking again on the button before polling is complete, will stop the polling.
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“Discover STP for X05" button

DinniVista 2500 - Applicabion: VLANS  Window:0
File Applications View Halp

DOES B oo @ soatEwe [
STP Port Information Window

Shiow STP Ports: 10.25511.111 jl
| Type: 059700 STP Mode: 1X1({Cne STP Per VLAN)
| Name: no-name  Base MAC Address: 0040956a796¢
| Root for Active STP Ins#{(VLAN ID): 1
| [P Address:
[in2ssaiam 21.21.21.21 222122111 |33.33.33.111 444044111
| [55.55.55 111 |66.66.66 111 777777111
Forward STP Ports:
fwwm] Port |Priority |Path Cost |Designated Bridge 1D | Designated Root Eridge 1D
(|1 n |7 4 10.,255.11.194 64-004095:81132
e s |7 4 10,255 11,111 $4-004095:812133
: 1 11 4 I0.255:00.111 64-004095:81 138
|fu 121 |7 10255 11,111 64-004095:812132
ir 2 |7 19 10.255.11.111 64-004095.81e138 '
il 2710 |7 19 10.255.11.111 64004095 812138
([t M 7 19 10.255.11.111 64-004095:81e138
[l s |7 4 10.255.11.111 64- 004095812138
|2 m |7 4 10.255.11.111 10:255.11.111
i3 123 (7 4 10255.11.218 64-00d095:81 2132
Blocked STP Ports:
| Ins#(VLAN IDj) |Fort |Priority |Path Cost |Designated Eridge ID |Designated Root Eridge 1D
2 112 4 10.255.11.111 64004095 816138

Type - The switch model number (e.g., 0S6624).

Name - The user-configured name for the switch.

STP Mode - The STP operating mode for the switch (e.g., Flat, 1x1).

Base MAC Address - The System MAC address of the switch.

Root for Active STP Instance -The VLAN(s) for which this switch is the Root Bridge.
IP Address - The IP address(es) available on the switch.

Port Information -
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Instance # (VLAN ID) - The VLAN ID(s) associated with the VLAN Spanning Tree instance.

Port - The slot number for the module and the physical port number or a logical port. If the slot number is
0, the port number refers to a link aggregate logical port number.

Priority - The Spanning Tree priority for the port (0—15). The lower the number, the higher the priority.

Path Cost - The contribution of this port to the path cost towards the Spanning Tree root bridge that
includes this port. Path cost is a measure of the distance of the listed port from the root bridge in the
number of hops.

Designated Bridge ID - The I[P or MAC address of the designated bridge for this port’s segment.

Designated Root Bridge ID - The IP or MAC address of the Designated Root Bridge for the port. If the
port is an Edge Port, the field will display ffff-ffffff.ffffff.

Poll Links

Causes an immediate poll of all links associated with the selected device to gather current information on
link status. The success or failure of the link poll is reported in the Status Panel. Note that the Poll Links
icon enables you to poll links on multiple selected devices, or on all devices present in the map. Click here
for further information on the Poll Links icon.

Remove from the Map (active in the Logical Network only)

Deletes the selected device from the region in the Logical Network that is currently displayed. However, it
does not remove the device from the Physical Network nor from the list of All Discovered Devices. (To
remove a device from the Physical Network, and from the list of All Discovered Devices, select the device
in the List of All Discovered Devices, click right, and select Remove from the pop-up menu that displays.)

Device Label Options

You can select the information used for device labels in the Tree and in regional maps. You can select [P
address only, device name only, or both. To specify the device labels you want, go the View menu and
select Devices By, as shown below. Then select the desired option from the submenu displayed. Your
selection is effective immediately.

¥ Task Bar
¥ Tree Control
¥ Status Panel
¥ Tool Bar

Tasks...

Devices By F @ 1P Only
J Name
= Hame(lP}
2 NS
1 DNS{IPY

Note: The device labels you specify are used throughout the Topology application AND
other applications such as Notifications.

53



Managing Regional Maps

Managing Regional Maps

The Topology application enables you to graphically view a map of the overall Physical Network or the
overall Logical Network. You can also view a map of any individual region (i.e., subnet) in the Physical
Network or any individual region in the Logical Network. To view a regional map, select the region that
you want to view in the Tree. You can select the Physical Network, the Logical Network, any subnet in the
Physical Network, or any region in the Logical Network.

The Physical Network, as its name implies, is an image of the physical subnets and devices in the network.
When OmniVista discovers the network, it arranges the discovered devices into default subnets. You can
override OmniVista's default subnet creation by creating manual, that is, user-defined. subnets. (Click here
for more information on default and manual subnet creation.) However, all subnets in the Physical
Network, both default subnets and manual subnets, are created according to the device IP address. You
cannot "pick and choose" the individual devices to be included in a subnet.

In contrast, within the Logical Network you can create "logical regions" and select the individual devices to
be included in the region, regardless of the device IP address. You can create logical regions where devices
are grouped and displayed in any way that is meaningful for your individual network, in any configuration
desired.

The Maps Window

The Maps window, shown below, enables you to create regional maps in the Logical Network from scratch,
create regional maps in the Logical Network from existing subnets in the Physical Network, edit existing
regional maps in both the Logical Network and the Physical network, and delete regional maps from the
Logical Network or the Physical Network. When you create or edit a regional map, you can define the
background color you want used when the map is displayed and the width and height of the viewing
window. You can also specify a background image for the map, if desired.
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The Maps Window

Click on Maps in the tree to create
a new map or edit an existing map.

DmniVista 2500 - Application: Topology Windaw:D :].QI!I
WIS @ & (e > G330 @) w7 =
= Davice 1| : pS
2 arjual Links % Map List fisrts[B] (& EE[ET
%.A-:: Links | __Mame Parent Map | Width | Haignt | Background Color | Background Image | Status | Crwmer User | -«
a Maps [[0008 —|Physical Network | 1024|766 N [iwaming | |- List of
[ subnets 100005  |Physical Network | 1024  768] | |Critical | = current
o= @ Swilches 5'1 00000 | Phrsical Metwork | 1024 TEE | Mormial |
¢ Logical Mebwork | | [172.16.0.00 6 [Physical Network | 1024 TEE! [ Morrnal - maps
(K1 i | ¥ |
View Map
| Definition | Security
Marmie 1.0.0.008 Paren Map: ; |
Wiidihe 1024 Height: 763
Backgraund Color: | Background Image: | |
Not Selected : T . Addedtoap:
10.266.10.254 [a] L - | 102557345
T0L255.11.099 | <. R
10.255.11.103 r
025511, 125 Adel All-»

10.255.11.129
10.255.11.132

< Rpminag All

E1E

| Hew | Edit i Lymiate | Delete Apphy | Haip

Creating a New Map From Scratch

To create a new regional map in the Logical Network from scratch, click the New button, which is visible
in the screen above. The Create Map panel activates, as shown below. The Definition tab is used to create
the map. The Security tab is used to configure viewing permissions for the map.

Note: You can create a map without defining viewing permissions. The viewing permissions will be set to
the default of "Owner", and only the person who created the map will be able to view it..

Definition Tab

Follow the steps below to create a new map.
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Create Map Panel - Definition Tab

Craate Map
| Definition | Security

Mame: | Parent Map: Logical Network =
Width: 1024 Height: TEE
Background Color: Backoroumd Image: | | >
Hot Selected ; ? Added Lo Map :
10,255 10,254 [=]
10.255.11.99 = Reericn
1025511100
0,255.11,125 Aod N>
10.255.11.129
10.255.11.132 X

O Dafault Cancel Haeip

' !

Create a new regional Deactivate the
map in session memory Create Map Panel.
with the values displayed.

Reset all fields

to default values.

1. Enter a name for the new map in the Name field.

2. Define the region that is the "parent" of the new regional map by selecting a region from the Parent
Map drop-down menu, shown below. All existing regional maps in the Logical Network are listed for your
selection. All regional maps in the Logical Network must have a parent region defined; the default parent
region is Logical Network.

Parent kMap: |Lugical Hetwork |«

Logical Network
Test 1
Test 2
Test 3
Test 4

3. Define the size of the viewport that will display the new regional map by entering the desired width (in
pixels) in the Width field and the desired height (in pixels) in the Height field.

4. Define a background color for display of the new regional map. To do this, click left anywhere in the

color displayed by the Background Color field. The Color Chooser displays. The Color Chooser enables
you to define a background color by selecting a color swatch from a group of pre-defined swatches, or by
using the HSB (hue saturation brightness) color model, or by using the RGB (red green blue) color model.

5. If you want the new regional map to display against a background image, select an image from the
Background Image drop-down menu. All background images must be imported into OmniVista.
Importing background images is explained below in Importing Background Images for Regions.

6. Define the devices that are part of the new regional map by selecting switches in the Not Selected area
and moving them into the Added to Map area using the Add>, <Remove, Add All>, and <Remove All
buttons. Continue moving devices until the Added to Map area contains all devices that you want placed
in the new regional map.
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7. Click the OK button. The new regional map is written to session memory and is added to the Maps List.
However, the new regional map is not yet written to the server: it is an "unsaved" change.

8. Click the Apply button to save the new regional map to the server.

Note: To set viewing permissions, complete the fields in the Security tab (described below) before clicking
the Apply button.

Security Tab

After creating a map, you can set permissions on who can view the map. You can create a map without
defining viewing permissions. The viewing permissions will be set to the default of "Owner", and only the
person who created the map will be able to view it.. To set viewing permissions, complete the fields in the
Security tab as described below.

1. Click on the Security tab.

Create Map - Security Tab

Crgate Map
Dedinftion | Security

Owmer Usar: admir Chanjge Famovs

Wiew Pernissioe Al Users -

i, [rarfanall Cancul Help

2. The Owner User Field is pre-filled (e.g., admin).
3. Click on the drop-down menu in the View Permission field to set viewing permissions.
Owner User - Map is visible to only the owner and Network Administrator.

Group Users - Map is visible to the owner, all users of the groups he belongs to, and Network
Administrator.

All Users - Map is visible to all.

4. Click the OK button. The new regional map is written to session memory and is added to the Maps List.
However, the new regional map is not yet written to the server: it is an "unsaved" change.

5. Click the Apply button to save the new regional map to the server.
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Creating New Maps from Subnets

You can create a new regional map in the Logical Network from one or more subnets in the Physical
Network. When you do this, all switches in the physical subnet(s) are automatically placed into the new
logical map. There are two ways to create regional maps in the Logical network from physical subnets:

Right-click on any physical subnet listed in the Tree and "copy" it to a new regional map in the Logical
Network.

Use the "Create Map from Subnets" Wizard to create a new regional map in the Logical Network from one
or more subnets in the Physical Network. The wizard also gives you the option of filtering the subnets in
the map by VLAN (i.e., a device will be included if the selected VLAN exists within it).

Copying a Subnet to a Regional Map

To copy an individual physical subnet to a new regional map in the Logical Network, right-click on the
desired subnet and select the Copy as a Map menu item, as shown below. The window shown displays.
Enter a name for the new map in the Map Name field and select the parent map from the Parent Map
drop-down menu, then click the Apply button. The new regional map is written directly to the server and
displays in the Maps List.

Copying a Subnet to a Regional Map
, Click right on the desired subnet and select Copy as a Map.

The window shown displays.
OmniVista 2500 - Application Topoloegy  Window:0 - ) = I:Ilil
F#a  Applications Wiew Switghes Help
nnEE B & |& o 327 @ 3o HE (T|E omeszmaee v @
= Devices =] o
& Wanual Links
B Actve Links
:1'5 Waps
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e (10.0.0.08)
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& % (118.7520.01E)
=J/128.252.18.15
128.252.39.221 "
128252 4411 ]
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Using the "Create Maps from Subnets' Wizard

Click on the "Create Maps from Subnets" icon to bring up the first page of the wizard. Enter a name for the
new regional map in the Map Name field and select the parent map from the Parent Map drop-down
menu. In the Create Map From area, select the physical subnet(s) that you want included in the new map.
You can select multiple contiguous subnets by Shift-clicking and non-contiguous subnets by Ctrl-clicking.
Click the Next button.

Using the "Create Maps From Subnets"” Wizard

Click on the "Create Maps From Subnets” icon.
The first dialog screen appears.
= -181x
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b E'mehnn =]

% Physical Meteork
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- (00,000,008
Ll Maps name :
5 {15.0.0.008) i L
(20,000,008 . T x|
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© (20.00D.0u8) I v
L 0. 00E |
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% (1020008 1020000
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Enter a Map Name, select the Parent Map,
then click the Next button.

On the second screen of the wizard, you have the option of creating the map to include all devices in the
map or filtering the map by VLAN. To complete the map without filtering, just click on the Finish button.
To filter the devices in the map by VLAN, click on the Filter by Selected VLAN checkbox to activate the
VLAN ID drop-down menu, then select the VLAN.
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Using the "Create Maps From Subnets” Wizard (Cont.)

To filter the map by VLAN, select the checkbox
then select the VLAN from the drop-down menu.
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Click the Finish button.

When you click the Finish button, the new regional map is written directly to the server and displays in the
Maps List. The "Filter by VLAN" Map behaves the same as any other map in OmniVista.

Importing Background Images

When you create a new regional map from scratch (or when you edit an existing regional map) you can
specify a background image to be used when the map displays. Background images can be Gif (.gif) files or
Jpeg (.jpg) files. You must import any background images you want to use. To import image files, click the
Import Backgrounds icon, as shown below, or select Import Backgrounds from the File menu. Locate
the files you want to import, then click the Import button. All background image files that you import will
automatically display in the Background Image drop-down menu. Note that you can delete imported
background images by clicking the Remove Backgrounds icon =tlor by selecting Remove Backgrounds
from the File menu.
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Importing Background Image Files

Click the "Import Backgrounds" icon
The window shown displays
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Example of a Map with a Background Image
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Editing a Map
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To edit an existing regional map, select the map in the Maps List and click the Edit button. The Edit Map
panel activates, as shown below. The Definition tab is used to modify the map definitions (e.g., Name,
Colors, Switches). The Security tab is used to modify viewing permissions for the map.

Editing a Regional Map
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Dismiss the Edit Map panel
and cancel any changes to
the regional map
Save changes to the regional
map to session memory
Definition Tab

Modify the fields in the definition tab as described below.
1. Modify the name for the map in the Name field.

2. Modify the region that is the "parent" of the new regional map by selecting a region from the Parent
Map drop-down menu, shown below. All existing regional maps in the Logical Network are listed for your
selection. All regional maps in the Logical Network must have a parent region defined; the default parent
region is Logical Network.

Parent Map: Logical Network |«

Logical Metwork
[Test 1
Test 2
Test 3
Test 4
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3. Modify the size of the viewport that will display the new regional map by entering the desired width (in
pixels) in the Width field and the desired height (in pixels) in the Height field.

4. Modify a background color for display of the new regional map. To do this, click left anywhere in the

color displayed by the Background Color field. The Color Chooser displays. The Color Chooser enables
you to define a background color by selecting a color swatch from a group of pre-defined swatches, or by
using the HSB (hue saturation brightness) color model, or by using the RGB (red green blue) color model.

5. To modify the background image, select an image from the Background Image drop-down menu. All
background images must be imported into OmniVista. Importing background images is explained below in
Importing Background Images for Regions.

6. Add or delete switches from the map by selecting switches in the Not Selected area and moving them
into the Added to Map area using the Add>, <Remove, Add All>, and <Remove All buttons. Continue
moving devices until the Added to Map area contains all devices that you want placed in the new regional
map.

7. Click the OK button. The changes are written to session memory.
8. Click the Apply button to save the changes to the server.

Note: To modify viewing permissions, modify the fields in the Security tab before clicking the Apply
button.

Security Tab

If the map is a user-defined logical map, the Security tab will be enabled for the user to edit permissions
for viewing the map. By default, the "Owner" of the map (the user who created the map) is allowed to view
the map. However, you can expand the viewing permissions using the Security tab.

Edit Map - Security Tab

Eelit Map
Definftion ~ Socurity

Orwmier Lsers Chango Famionen

Vierw Permissions Al Users -

OH Cancel Help

Changing the Ownership of the Map

1. To change the owner of the map, click the Change button next to the Owner User field, select the new
Owner User from the Select User window, then click OK. (Only users who can modify the map are listed.)
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Select User Window

Ect Map
Definfion | Security |

Cmees Lbser:

View Permission: [l Users [ " Sciect User S]]

— |~
Cwnet User: sdmin v
H=

o || cancet || uow |

Note: To remove the ownership for the map, click Remove, then click Yes at the confirmation prompt.

2. Click the OK button at the bottom of the panel to save the changes. The Maps window will be displayed
with the edited maps as shown below.

Omndista 2500 - Applcation: Topology - Windaw0 Jﬂjﬂ
File  Appcalions  Wew  Switches  Help
WHEE B (¢ (o [ema > (31307 @[ s i=| =
e Devices 4 — y
ok Manual Links  [*] Map List fainaa] 2] Tm
B Active Links _Home | i | _Status | OwnerUser | |
. Mags Priysical . Critesl k=]
3§ Subnels T Sub_ [Logieal Hatwork | 1074] 760] Ciieal jsimin__~=4~—1— The edited map
& gl Swilches 1| n | [EI |
o %, Logial Nebwork = before changes
SR e — are saved to
Defiiion, Rl the server
Dwmer User: I Change | Romicras |
View Pormiissione |
s, i | tow |[ gan || upsaw || pooto || mpey || pow |
Iz ] v |

.

Click Apply to save all the changes
to the server

Click Delete to delete map from
session memeory.

Click Update to discard the current changes
and retain the previously set values.

3. Click the Apply button to save the changes to the server.

The following points need to be remembered, when changing the ownership of the map or setting
permissions for viewing the map.

64



Managing Regional Maps

Deleting the ownership of a map or changing its view permissions will affect the ownership and permission
of all maps in the sub-tree below this map.

If deleting the Owner User of a map or setting View Permissions causes the child map to have higher
visibility than its parent, a warning message will be displayed prompting the user to change the current
settings.

Changing the View Permission for the Map

The View Permissions field determines which users can see the active map. Modify the permissions as
described below.

1. Select the permission level from the View Permission drop-down menu.

View Permissions Drop-Down Menu

Edit Map
Definitbon | Security

Chwme Liser: Chang Ao

View Parmession: Al Users =

il LG
Group Lisars
Usars

0K Cancel Help

None - The map is visible to only the owner and Network Admin.

Group Users - The map is visible to the owner, all users of the group he belongs to and to the Network
Admin.

All Users - The map is visible to all.
2. Click the OK button.
3. Click the Apply button to save the changes to the server.

The following points need to be remembered, when changing the ownership of the map or setting
permissions for viewing the map.

Deleting the ownership of a map or changing its view permissions will affect the ownership and permission
of all maps in the sub-tree below this map.

If deleting the Owner User of a map or setting View Permissions causes the child map to have higher
visibility than its parent, a warning message will be displayed prompting the user to change the current
settings.

If a parent map’s owner is changed, the following prompt may appear:
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Confirm Security Changes? x|

EI Some child maps of this map need their security adjusted! Is it OK to proceed?

[res ][ 1o |

Select the Yes button to change the user and fix all child maps, as necessary.

If a map is visible to a user who is a Writer and not its owner, the user can modify the map but not it’s
ownership or parent, i.e. he can modify it’s size, background color, image, or devices in the map.

Viewing Map Ownership/Viewing Permissions

To view map properties for a user-created logical map, right-click on the map in the Map List. The View
Map Access prompt will be displayed.

View Map Access Prompt

Map List harnar ] &
i Mame Parent Map | Widih Heloht Background Color| Backoround Image | Stalus | Owner User |

|80.0.0.0/8 | Phirsical Metwark | 1024]  7R3) | Critical =

llogical ol Mgkt _Liooal_zenl {Critical [natadmin |-
[_9_45 View Map Access [ | [+

Click here to view Show Map Access Window

Click on the prompt to view the Show Map Access Window.
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Show Map Access Window

Map Access: Subnet 10L10.10.0

Deleting a Map

To delete an existing regional map, follow the steps below:

1. Select the map in the Maps List.

2. Click the Delete button. The map is deleted from session memory..

3. Click the Apply button to delete the map from the server.

67



Using the Color Chooser

Using the Color Chooser

The Color Chooser has three tabs that enable you to define a color in any of three different ways:

The Swatches Tab enables you
swatches.

to select a color swatch from a group of predefined

The HSB Tab enables you to define a color using the HSB (hue saturation brightness)

color model.

The RGB Tab enables you to define a color using the RGB (red green blue) color model.

The Swatches Tab

The Swatches Tab, shown below, enables you to select a background color from predefined color swatches.

The Color Chooser
"Swatches" Tab

|
| Swatches | HSE | RGB |
b S —
2 CO IS H
Click on a color | u e L Recent eolor choices
-h:. SEIEGT |1- ﬂill_lll-liiﬁi_llﬁ o et et e arE |i5‘|‘¢d hem
| |
Privies

Your selection is
previewed here

I

n Earngli Teed Sarmple Tisd

|_DKJ Cﬂil:ﬂ |

Resel
i |

The HSB Tab

}
Reset the selected

color to the default

Dismiss this window and
de net change the color

Accept the selected color
and close this window.

The HSB Tab, shown below, enables you to define a color using the HSB color model. HSB uses three
axes to define a color: hue, saturation, and brightness. Hue defines the color itself -- for example, red
instead of blue or yellow. Saturation defines the degree to which the hue differs from neutral gray.
Saturation values can range from 0, which means no color saturation, to 100, which means the fullest
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saturation of a given hue at a given brightness. Brightness defines the level of illumination. Brightness
values can range from 0, which appears black (as there is no light) to 100 for full illumination, which
appears white (as all the color is washed out).

The Color Chooser
HSE (Hue, Saturation, Erighimess) Tab To adjust the eolors displayed

x| for selection:
 Swatches 156 | Reb | | click "H" to adjust the hue,
T'.'f select;aicolor: | ERES "S" to adjust the saturation,
i.:llck oh a color to select s w "B" to adjust the brightness.
it. The color'.s HSE and f ce[ Perform the adjustment by
RGE values display and A :
[ sliding this lever.

the celer is previewed.

You can also enter HSB

values directly into the

"H", "&" and "B" fields.
IS -

G 155
] ﬁ-_\ Equivalent RGE values are

™~ displayed for reference.

Previaw

n Sarngle Teel Sarmple Tee

I_DKJ Cancel Besel
L " | |

'

$
Reset the selected

color to the default
Dismiss this window and
de not change the color

Accept the selected color
and close this window.

The RGB Tab

The RGB Tab, shown below, enables you to define a color using the RGB color model. RGB defines a
color by specifying the individual amounts of red, green, and blue to be added to the color.
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The Color Chooser
The REG (Red, Green, Elue) Tab
]

| Swaiches | HSH IMEE

Slide the red, green, and blue
controls to define the desired
color. Colors are previewed as
you slide the controls.

= —— W —
Red 102
i} a5 170 255 .
L)
Giieti 255
[} ] 170 255 .
f D §
Blue 195
] B4 170 244
Preniesy

n Earngle Texl Sarnple Tex

O Cancel Reset
L i | i |

Reset the selected
color to the default
Dismiss this window and
do not change the color

Accept the selected color
and close this window.
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Viewing Active Links

OmniVista now includes the ability to view a tabular listing of the active links in the network. The list
includes all links that were learned during the discovery process and all links that were created manually or
imported into OmniVista. To view a list of active links, merely click Active Links in the tree, as shown
below. Each field in the list of active links is described below.

Note: When you click the Update button the active links in the local database and not
necessarily the current active links will be displayed. Perform a polling operation to
update the local database.

Viewing Active Links

~ Click Active Links in the Tree
The list of Active Links displays

e Applidations  View | Switches  Helgp

]]iEf i [@ [efmzn> FE0] @[ vk -] =
Eore ictne Lo Fesa 2] B
i macipan Linis Grigin | IP Address 1 | SIOUPom | LAG | P Address 2 | SRUPOIE | LAGZ | MediaType | Status | WLAN G | Cuscovined

B BB Lk AMAP 1035511100 |17 | |10.255.11.2¢8 (1437 | | ememalCEmata_|Up 1 tue  |a
. Mg AMAP [18HS 11100 |35 I NE1.204 [l I [emenatCemacs [Up 1 tue
o Fubngls MMAP 1035511102 (273 10,355.11.118 [ 211 | i 07 1 g
o ) Switrhes ANAP (1075511111 158 | 10.25511,102 |14 | |empmaltamscd |Up 500 fun
& Legloa Habwark - [augp [T 75511011 |18 I 1025511902 |0 [ [ememnalCamas [Up | 1 e |=
AwsP 1025501112 10 | [18.25%11.702 &3 | ememelCimacg |Up | 1 e
AMAP 10 ST 10 | HB35511.901 (1 | [empmgiCsmacd (Up | F{ T
*MAP 1QTIS 11120 2012 | 1025511207 (113 | L] |Doram | 1] e m
AMAR OS5I 1 I [10.25511.174 | 219 [ |ememalCamats |Down | 1 e
ANAE PO 2G (302 | MOMSATT.20F 1 | Lot |Brem | 1 tug
AWAP 1035511153 |33 10.355.11.161 | 310 | v ve ] 1 Tug
ANSF | IQTESAL181 | | 25511157 |11 |emenalCamece |Up 1 e
FNAP [10FF5IT161 |10 | [10.29511.125 (118 [ [ememealCamecg |Dowm | 1 e
AwaP 1011188 130 | 1025511911 [ | |ememelCamaca | Up e
AMAP |10 TS 11108 13 | 511,902 (133 | [ememalCsmacd |Up E T
AMAP 10 Tes 1198 1203 Il Ae2511.902 (@10 ] |ememaliimacd |Up 1 e
AMAP [10F5511.221 104 10.25511.204 (114 | enmnaltmatg |Up 1 trun
AP (103551123190 | [10.25511.328 (115 I [empmatsmaca [Up 1 e
ANAP [10.FE510.244 128 I [teassa1.972 [sd Enenslismecd |Up 1 Tu
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Click Update to update the screen
with the most-recent information

Origin

The origin of the link, which can be XMAP (XOS devices), AMAP (AOS and OmniStack 61xx and 6300-
24) devices, PNNI (ATM Private Network-to-Network Interface), Manual (manually created), or Locator
(OmniVista Locator application).

IP Address 1
The IP address of one switch in the link.

Slot/Port1
The slot and port that connect the link on the first switch, specified above.
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LAG1
If this is a link aggregation link, this field displays the Link Aggregation reference number assigned by the
first switch when the link aggregation group was created.

IP Address 2
The IP address of the second switch in the link.

Slot/Port 2
The slot and port that connect the link on the second switch, specified above.

LAG2
If this is a link aggregation link, this field displays the Link Aggregation reference number assigned by the
second switch when the link aggregation group was created.

Media Type
The media type of the link.

Status
The status of the link: Up, Down or Unknown.

VLAN Id
The VLAN Id associated with the AMAP link of the AOS device.

Note: The VLAN Id column for XOS devices will be empty because OmniVista will not
display VLAN information for XOS devices.

Discovered
This field displays true if the link was discovered via the discovery process. This field displays false if the
link was created manually or imported.
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Managing Manual Links

The Manual Links window, shown below, displays a list of the links that were manually created or that
were imported into OmniVista. The Manual Links window enables you to create new links manually, to
edit existing links that were created manually, and to delete links that were created manually. The Manual
Links window also enables you to import links (from a Microsoft Excel file) and to export links (to a
Microsoft Excel file).

Note: The Manual Links window does not display links that were learned during the
discovery process. Such links are displayed and listed in the Active Links window.

The Manual Links Window
Click Manual Links in the Tree

The Manual Links window displays
OmniVista 2500 - Applicstion: Topolisgy Window:0 n ~ EIIE_
e Applis
nmaE! R G Mtk |- =2
= Devices Y - — —
2% Wanual Links) 'l Links List Ba|B S| 5| A
"bmwn Links IP Address 1 | SlotPort1 | LAGY | IP Address 3 | Blod®ord 2 | LAG 3 | Madia Typa
T Maps 10.255.11.219 |21 | 1[10.25511.221 |11 [ 1|ATM |
5 sunnets 1035511221 [N | 1[10.25811.234 [11 | 1[aTW | Mp:lHI.I|:I||',.-I
¢ Ba) Gwiithes 10.355.11.224 |11 1[10.255.11 248 [1n 1[aTH | | ereated
# T Physical Nebwork ;
F (1.0.0.00) links and
e (5.0.0,008) -
000 lfnpur'fe.d
£ (7.0.0.00) lirks are
't (8.0.0.008) :
% @000 listed here
# 0 (100,000 14 |
10.355.10.3 -
10,256 11 58 i v
10,255 11 63 b
> b3 _— - -
1025811 47 P Aidelriess 12 SlolPodt 1 LAG 1= =
10.255.11.112 : . o
10,256 11 119 B Aalddress & HotPort 2; LAG & =1
10.25511.13 _ =
1025611 122 Modanpe: ] S S
kgl 1025591 133 1 r
10.255.11 126 | Hew || Edit || Qpdae || Delete Aply || Hedp
%m 5611150 [+

Creating New Links Manually

To create a new link manually, click the New button on the Manual Links window. The Create Link panel
activates, as shown below. Note that if you select an existing link and then click the New button, the Create
Link panel will display values from the selected link. This is convenient when you are creating multiple
new links.
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The Create Link Panel

If you select an existing link and click New, the Create
Link panel will display values from the selected link.

Create Link
IP Addrass 1 10.255.11.207 - | swteort1: [11 [Alcatel 44 5| = | LAGY: |1

al ¢ [al¥

P Address & 90.265.11.210 * | ShotPort £ 201 [Alcatel 619 | LAGZ: |1

Meilia type: AT * | Slelus: Ly b

QK Cani Huzip

f

Dismiss the panel and do not
create a link.

Create the new link specified.

To create a new link, follow the steps below:

1. Set the IP Address 1 field to the IP address of one switch in the link. All known switches are displayed
for your selection.

2. Set the Slot/Port 1 field to the slot and port that connect the link on the switch specified above. (Note:
This drop-down bar also displays the port's description found in the MIB table.)

3. If this is a link aggregation link, set the LAG 1 field to the Link Aggregation reference number assigned
by the switch specified above when the link aggregation group was created.

4. Set the IP Address 2 field to the IP address of the second switch in the link. All known switches are
displayed for your selection.

5. Set the Slot/Port 2 ficld to the slot and port that connect the link on the second switch. (Note: This drop-
down bar also displays the port's description found in the MIB table.)

6. If this is a link aggregation link, set the LAG 2 field to the Link Aggregation reference number assigned
to the link aggregation group by the second switch.

7. Set the Media Type field to the media type of the link.

8. Set the Status field to Up or Down to define the status of the link. If set to Up, the link will display
green. If set to Down, the link will display red. Note that you can edit the link later if you wish to change
its status.

9. Click the OK button. The link is created in this application and displays in the Links List.
10. Click the Apply button to save the new link to the server.

Note: When you click the Update button, the list of all the manually created links in the
OmniVista will be refreshed and displayed.
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Importing Links

You can import a list of links into this application from a Microsoft Excel file or any other application that
produces comma-separated value files (.csv file extension). A comma-separated value file, as the name
implies, lists a series of values separated by commas. To import a list of links into this application, select
Import Manual Links on the File menu. The Import Links window displays, as shown below. Locate the
file that you wish to import and then click the Import button. When the imported links display in the
Manual Links window, click the Apply button to save the link list to the server.

Onniista 2500 - Appl

B8 Applications View

Logou...

Preferences..

Close Topology

Close Window

# Polling

It Dessces

Export Dessces

Import Manual Links  =— Select Import Manual Links on the File

AL menu. The Import Links window displays.
Impeort Backgrounds.

Rozmima Backograwnds
Imnpeort Milrs

Exit

[ " mmportunis x|
Look i | By Documens |- &) |5 |3 [BE]E=
7 Adobe
Locate the | =9mypata Sources

file to be  =Imyedoaks

imported (M Pictures
T tmniVista
[} Engimesring Traps 12.12.05.c8v
[} Export Exammiplecsy

File Name: |
Filies af Typse: .nun'rru soirprarabid value il (osy) [ -.
Imnpon Cancel
T
Click Import

Once the link list is imported and displays in this application,
click the Apply button to save the link list to the server.

Exporting Links

You can export the list of links from this application to a comma-separated value file (.csv file). This file
can be displayed and edited in Microsoft Excel or any other application that uses comma-separated value
files. To export a list of links, select Export Manual Links on the File menu. The Export Links window
displays, as shown below. Locate the area where you want to save the link list file, enter a name for the file,
and then click the Save button.
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Editing Links

Click Save

Managing Manual Links

To edit an existing manual link, select the link in the link list and click the Edit button. The Edit Link panel
activates, as shown below. When you have made the changes desired, click the OK button and then click
the Apply button to save the change to the server.

Ediil Link

P aresa t: [zsaiiz0 ]

IP Adldress 2: | |

The Edit Link Panel

SlotFPort 1: LAGT: |1

SiotPort 2 | || sz |1

Mediatype: AT * States: Up -

.D_ﬁlcmﬂnﬁml

!

Dismiss this panel and do not
change the link.
Save the changes to the link specified
in the Edit Link panel.
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Deleting Links

To delete a link, select the link and click the Delete button.

Deleting a Link

Wiew Link
IP Adidress 1 | SiotPort 1; | [=] vac s [4 -
IP Adiress 2 | SintPort 2: | LAGZ |1 =
edia Ty | | Slatus: T |

Hew || Em || Update || Delete Ay Help

Click Delete to delete a link.
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Managing Manual Subnets

The Manual Subnets window enables you to override OmniVista's default subnet creation and manually
define the subnets that OmniVista displays in the tree. (OmniVista's default subnet creation is described
below.) If manual subnets exist when a discovery is performed, OmniVista will place the discovered
switches into the manual subnets upon discovery. If manual subnets are created after discovery, OmniVista
will place known switches into the manual subnets upon their creation.

The subnets displayed in the tree will be updated and their contents adjusted automatically whenever the
list of manual subnets is modified. OmniVista will automatically place each switch in the subnet that most
specifically defines it. If a subnet is created but no known switch falls into the range of the subnet, that
subnet will not be displayed in the tree. Manual subnets can be subsets or supersets of existing subnets. A
manual subnet cannot duplicate any existing manual subnet.

Note: Any additions or modifications made to the list of manual subnets will apply to all
users logged on to the current OmniVista server. For this reason only users with Admin
or Net Admin security privileges are allowed to add, modify, or delete manual subnets.

The Manual Subnets Window

Click Subnets in the Tree.
The Manual Subnets window displays.
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Subnet Names

In the tree, subnets are labeled in the form ipaddress/n. The /n indicates the number of bits in ipaddress,
starting from the left, that identify the network (i.e., the subnet). These bits will have the same value in all
the addresses that belong to the subnet. The literal value of these bits displays in ipaddress. Any bits in
ipaddress that do not identify the subnet are represented by zeros.
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For example, the screen above shows a subnet named 10.255.11.0/24. The /24 means that the first 24 bits of
the address, starting from the left, identify the subnet and will be common to all address in the subnet. The
literal value of these 24 bits, 10.255.11, displays in the subnet name. The last bits are represented by a 0, as
these bits do not identify the subnet. (They identify devices.) This subnet could also be represented as
10.255.11.*%, where the * character represents any value. This subnet will include all devices with an IP
address in the range 10.255.11.0 - 10.255.11.255.

As a second example, consider a subnet named 10.0.0.0/8. The /8 means that the first eight bits of the
address identify the subnet and will be common to all address in the subnet. The literal value of these eight
bits, 10, displays in the subnet name. All other bits are represented by zeros. This subnet could also be
represented as 10.*.*.* where the * character represents any value. This subnet will include all the devices
with an IP address in the range 10.0.0.0 - 10.255.255.255.

Default Subnet Creation

By default, OmniVista places the switches it discovers into subnets according to the Class of the switch IP
addresses, as follows:

Class C addresses. [P addresses that start with a decimal value of 192 or higher -- such
as 192.10.20.30 or 200.15.53.33 -- are assumed to belong to a Class C subnet, wherein
the first three decimal values of the IP address, starting from the left, identify the subnet.
For example, OmniVista would place IP address 200.15.53.33 in subnet 200.15.53.%*.
This subnet could also be represented as 200.15.53.0/24, where the "/24" means that the
first 24 bits of the address, starting from the left, identify the network (i.e., the subnet) in
which the address belongs.

Class B addresses. IP addresses that start with a decimal value between 127 and 191,
inclusive -- such as 127.10.20.30 or 150.15.53.33 -- are assumed to belong to a Class B
subnet, wherein the first two decimal values of the IP address, starting from the left,
identify the subnet. For example, OmniVista would place IP address 150.15.53.33 into
subnet 150.15.*.*. This subnet could also be represented as 150.15.0.0/16, where the
"/16" means that the first 16 bits of the address, starting from the left, identify the
network (i.e., the subnet) in which the address belongs.

Class A addresses. [P addresses that start with a decimal value of 126 or lower -- such as
10.10.20.30 or 120.15.53.33 -- are assumed to belong to a Class A subnet, wherein the
first decimal value of the IP address, starting from the left, identifies the subnet. For
example, OmniVista would place IP address 120.15.53.33 into subnet 120.*.*.*. This
subnet could also be represented as 120.0.0.0/8, where the "/8" means that the first eight
bits of the address, starting from the left, identify the network (i.e., the subnet) in which
the address belongs.

Example: Creation of a Manual Subnet

As an example, let's say that after a discovery is performed all discovered switches are displayed in one
default subnet, which is labeled 10.0.0.0/8 in the tree. The network administrator then creates manual
subnet 10.255.11.0/24. When the administrator clicks Apply in the Manual Subnets window to create this
new subnet, all devices that have an IP address within the range 10.255.11.0 - 10.255.11.255 will move into
the new manual subnet. If no switches then remain in default subnet 10.0.0.0/8, that subnet will be removed
from the Tree and will no longer display. If the administrator later deletes manual subnet 10.255.11.0/24
from the list of manual subnets, default subnet 10.0.0.0/8 will redisplay in the tree with all original member
switches.
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How to Create a Manual Subnet

Follow the steps below to create a new manual subnet.

1. Click the New button. The Create Manual Subnet fields are activated, as shown below. In the Name
field, enter a short name that describes the subnet.

Note: This name will be used instead of the default "Subnet (ipaddress/n)" name in the
tree, and elsewhere, when the switch name preferences is set to either "System Name" or
"DNS Name" in the Preferences application. If the switch name preference is set to "IP
Only", it will have no effect.

2. In the Description field, enter any additional information about the subnet.

3. In the IP Address/N field, enter any address that belongs in the new subnet, followed by /n, where n is
the number of bits in the IP address that identify the subnet. These bits will be common to all addresses in
the subnet.

4. In the Subnet Mask field, enter the mask for the new subnet. As soon as the subnet mask is entered, the
start address and end address thus defined for the new subnet automatically display in the Start Address
and End Address fields.

5. If the subnet is correctly defined, click the OK button to create the new manual subnet. Alternatively,
you can enter new values in the IP Address/N and/or Subnet Mask fields to redefine the subnet until the
desired start and end addresses display. The new subnet displays in the list of Manual Subnets after you
click the OK button.
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Creating a New Manual Subnet

Omnivista 2500 - Application: Topology  Window:0 A ~ ﬂlil

Ede  Applications  View Switches Hedp

nonEs & = NIRRT Submets - <=

= Devices b -
ik s L F| Manual Subnets e[ |G [FH[I
B Actve Links Mame Dosengtion P Asdrossi™ | SubnetMask | StadAddress | End Address |
% Maps |Engingering |Enginesring Subnet (1002550120624 |255 3552550 (1025500 |10.2550.255 |
5 Bubnets Tasl |Test Lab Subnsat 10255410024 |355.255.255.0 |10.255.91.0  [10.25511 255 |

¢ B Gwilches

&= Physical Metwork
o= 't Logical Mebwork

1, Enter a short name to 2. Enter the additional
describe the subnet. information about the
| subrgr.

] I IT¥]

Create Manual Subpet

Hame: [Markesng | Description:  Warkating Subnes
WP Addressi: 10,255 130024 Submnet Mask: |55 255 7550
Start Address: 10,255 170 End Address: 1025513 955

| ok || efoun || concel || uetp |
A I . |

-

| |

3. Enter the IP address of the new subnet, 4, Enter the subnet mask. The start and
followed by /n, where n is the number of end addresses thus defined for the new
bits in the IP address that identify the subnet display in the Start Address and
subnet. These bits will be common to all End address fields.

addresses in the subnet,

5. If the subnet is correctly defined, click
the OK button to create the subnet.

6. Click the Apply button to write the new manual subnet to the server. When you click Apply, OmniVista
populates the new subnet with all switches that fall within its range and reorders the Tree display
accordingly.

Note: When you click the Update button, the list of all the manually created subnets in
the OmniVista will be refreshed and displayed.

Editing a Manual Subnet

1. Select the subnet in the list of manual subnets and click the Edit button. The Edit Manual Subnet fields
activate.

2. Edit the Name, Description, IP Address/N, or the Subnet Mask field as desired.

3. Click the OK button when your changes are complete. In the list of Manual Subnets, the subnet that you
edited is marked as a pending deletion and a new subnet that reflects your changes is marked as a pending
addition.
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4. Click the Apply button to write the changes to the server. OmniVista deletes the previous subnet and
adds the new subnet that reflects your changes. The tree display is updated and switches are reassigned to
the subnets accordingly. If no appropriate manual subnet exists for a switch, OmniVista will create an
appropriate default subnet as described above.

Deleting a Manual Subnet
1. Select the subnet in the list of Manual Subnets and click the Delete button.

2. Click the Apply button to write the change to the server. When you click Apply, OmniVista deletes the
subnet and the tree display is updated accordingly. If no appropriate manual subnet exists for a switch,
OmniVista will create an appropriate default subnet as described above.
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Connecting to a Switch

You can connect to a switch merely by selecting it in the Tree. When the connection is established,
information about the switch displays, as shown below. Note that the information displayed is somewhat
different for AOS devices and XOS devices.

y To connect to a switch, select it in the Tree

Omniists 2500

E#a  Applications  Wiew

nnES B

Switches

Application: Topol =gy Window:0

Heig

When the connection is established,

k- R

switch information displays

@ | =]

10.255.11.07

= Devices
22 Wanual Links
B, Ackve Links
s Waps
8 Subnets
¢ W) Swilches

0,000,008
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(70,000
(8.0.0.008}
(8,0.0,008)
0.0.0.07
10,255
10,255
10.255
10,255

o o o B
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10,2551
10,2551
10,2551

J 10.255.11
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10.255.11
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1%
1
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o | Dumvice: kite?_87 (10.255.11.97)

[ General | Modules | PhysicalPort | Interfaces

Stafistics | LinkAgg | Link Agy Ports | System State |

System

Mame: sit=3_o7

| Descripion: £.1.2144 R0 Developrmand, January 06, 2006

Location: Unknown

| Contact: !.M:-HIEI Irilermébwrking, wasst alcatel cormienber
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General Tab (AOS Devices)

The General tab for AOS devices provides general system information and specific chassis information. It
also enables you to start and stop the AMAP protocol and to save, load, copy, and synchronize switch
configuration files, as explained in detail below. Note that you can change any configurable parameter by
editing the field desired and then clicking Apply to write the change to the switch. All changes take effect
immediately.

The General Tab

Desice: FALCON. 137 {10.255.11.221)
Genaral | Modules | Physical Port | Interfaces | Statistics | Link Agg | Link Aga Ports | System State

Sysiem
Mame: FALCOM-13T Description: 5.4.1.167 /01 Developmant, Januany 11, 2006
Location: Unknawn Comact; [Alc 551 INbemetwarsing, whew.alcalal comierarpel
Up Time 2 days B hours T minules 30 seconds AMAP; Actves IS
Comfiguration
Running Frome: Warkirig = Chili Current Stafe: Saved
Certify State: Mead Cafsy Synchronization State: Mol &pplicable
Save ToWorking: | | Loat From:
| Copye Synchronize Chiis:
Chassis Information Table (S [EEE
Frimary CMM | Free Slots | Powar Lefibatts) | Mumber of Resets | Board Temp (€ | CPU Ternp (*C) | Temp Rangs
ChM-A 15 178 3078| ] 35| underThreshald |
i [ k|

=S

Click Update to poll the switch and
refresh the screen with current
information,

Click Apply to write changes to the switch.
All changes take effect immediately.

System Parameters

Sysiem

Mame: &tal 87 Description: £.1.2.144 R0N Developmeand, January 06, 2006
Location: Urnknden Cortact: #sicalel Irarnétworking, swewssialcatel cormienter
Ups Times 1 hours 20 minules 30 seconds AMAP: [Acthme |
Name

A user-defined name for this switch.

Description
A factory-defined description of the switch's software.

Location
A user-defined description of the switch's physical location.
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Contact
A user-defined statement identifying the person or organization responsible for the switch.

Up Time
The period of time that has elapsed since the switch was last rebooted.

AMAP

Set this field to Active or Inactive to enable or disable the AMAP protocol on this switch. By default,
AMAP is enabled. AMAP is a proprietary protocol that learns the connections and links between switches
in the list of All Discovered Devices. This information is used to create a graphical display of network links
when a network region or subnet is viewed.

Saving and Loading Configuration Files

Overview

The directory structure that stores AOS image and configuration files in flash memory is divided into two
parts:

The certified directory contains files that have been certified by an authorized user as the default
configuration files for the switch. When the switch reboots, it will automatically load its configuration files
from the certified directory if the switch detects a difference between the certified directory and the
working directory. (Note that you can specifically command a switch to load from either directory -- refer
to the Load From Working and Load From Certified commands described below.)

The working directory contains files that may -- or may not -- have been altered from those in the certified
directory. The working directory is a holding place for new files to be tested before committing the files to
the certified directory. You can save configuration changes to the working directory. You cannot save
configuration changes directly to the certified directory.

Note that the files in the certified directory and in the working directory may be different from the running
configuration of the switch, which is contained in RAM memory. The running configuration is the current
operating parameters of the switch, which are originally loaded from the certified or working directory but
may have been modified through CLI commands, WebView commands, or OmniVista. Modifications
made to the running configuration must be saved to the working directory (or lost). The working directory
can then be copied to the certified directory if and when desired.

Configuration Parameters

Running From

This read-only field displays the directory and CMM module from which configuration files were
originally loaded: either the working directory, the certified directory, or unknown. When the
configuration files were loaded from the working directory, you are allowed to save configuration changes
and the Save To Working checkbox is enabled. When the configuration files were loaded from the
certified directory, you are not allowed to save configuration changes and the Save To Working checkbox
is disabled.

Current State
This read-only field displays the current state of the CMM's running configuration: either saved, unsaved,
or uncertified.
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saved. The running configuration is identical to the contents of the directory from which
the configuration files were originally loaded -- either the working directory or the
certified directory.

unsaved. The running configuration has been changed and is not identical to the contents
of the directory from which the configuration files were originally loaded.

uncertified. The working directory contains saved configuration changes that are not in
the certified directory. The working directory and the certified directory are different.

Certify State
This read-only field reports the certification state of the CMM's working directory; that is, whether the
working directory matches the certified directory.

Certified. The CMM's working directory is identical to its certified directory.
Need Certify. The CMM's working directory is not identical to its certified directory.
Unknown. The CMM's certification state is unknown.

Synchronization State
This read-only field reports whether the primary CMM module's working directory is identical to the
working directory on the other CMM module (if present).

Synchronized. The primary CMM module's working directory is identical to the working
directory on the other CMM module.

Need Synchronize. The primary CMM module's working directory is not identical to the
working directory on the other CMM module.

Not Applicable. Only one CMM module is installed.
Unknown. The synchronization state is unknown.

Save To Working

This checkbox can be enabled only when the CMM is running from (i.e., originally loaded from) the
working directory. It enables you to save the running configuration of the CMM to the working directory. If
you save the configuration to the working directory, the Current State field, described above, will change
to uncertified. Note that it may take up to 1 1/2 minutes for the Current State field to update.

Note: When you apply Save to Working on a device, you must allow 120 seconds of
time to elapse, before you apply the same again.

Load From Working

This checkbox enables you to reboot the primary CMM from the Working directory. Note that any
unsaved configuration changes will be lost: you can save configuration changes with the Save To Working
command before executing Load From Working.

When you select Load From Working and click Apply, the Load from Working window displays. The
Load from Working window is shown below. This window enables you to specify whether you wish to
reboot immediately (Reboot now), or reboot within 1 - 1000 minutes (Reboot in x Minutes), or reboot at a
specified date and time (Reboot at date time). Specify the desired reboot time and then click the OK
button.
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The Load from Working window enables
you to schedule the reboot.

x

& Ruhosat now
Refosit in 1 Elinutes

Rt at

—

Load From Certified

This checkbox enables you to reboot the primary CMM from the Certified directory. Note that any
unsaved configuration changes will be lost: you can save configuration changes with the Save To Working
command before executing Load From Certified.

When you select Load From Certified and click Apply, the Load from Certified window displays. The
Load from Certified window is shown below. This window enables you to specify whether you wish to
reload an entire switch (Reload Entire Switch), reboot immediately (Reboot now), or reboot within 1 -
1000 minutes (Reboot in x Minutes), or reboot at a specified date and time (Reboot at date time). Specify
the desired reboot time and then click the OK button.

The Load from Certified window
enables you to schedule the reboot.

x

Rehoot Entire Seilch?
& Rebool now
Rehoil in 1 Klinubes

Rehoot at

coe

Note: When you reboot the primary CMM from the certified directory, the switch will
automatically failover to the secondary CMM (in other words, the two CMMs will trade
primary and secondary roles). When you reboot the primary CMM from the working
directory, no failover occurs. When rebooting from the certified directory, you should
first synchronize the primary and secondary CMMs in order to ensure effective
redundancy prior to failover.

Copy Certified to Working or Working to Certified

Depending on your selection, enabling this checkbox and clicking Apply causes the contents of the
certified directory in the primary CMM to be copied to the working directory in the primary CMM, or
causes the contents of the working directory in the primary CMM to be copied to the certified directory in
the primary CMM.

Note: To prevent conflict between two long-running operations (such as, save to
working, copy to working, etc.) on the same switch, OmniVista locks the conflicting
running operations for a small duration of time.

Synchronize CMMs
Enabling this checkbox and clicking Apply causes the contents of the certified and the working directories
in the primary CMM to be copied to the secondary CMM. By synchronizing the two CMM modules, the

87



General Tab (AOS Devices)

switch has effective redundancy any time a failover occurs. It is recommended that you apply this function
before reloading your primary CMM.

Chassis Information Parameters

Chassis Information Table _ﬂllnﬂl_;:j
Primary CMM | Frea Slods | lumber of Resels | Board Temp (°C) Temp Range Temp Threshold (°C) | Canger Termp Threshald 0
M i Sled 1 7 b]] 37| underThreshold | &7 04|

Note: Not all fields display for all devices. If a field is not applicable to a device it is not
displayed.

Primary CMM
This field identifies the CMM that is currently functioning as the primary CMM.

Free Slots
The number of Network Interface front panel slots that are empty.

Power Left (Watts)
The amount of power still available on the chassis, in Watts.

Number of Resets
The number of times this switch has been reset since the last cold start.

Board Temp (Degrees Celsius)

The current reading of the board temperature sensor, in degrees Celsius, for this chassis. The value in this
field is compared to the Temp Threshold value (described below) for purposes of determining if the
Board Temp is over or under the threshold value. The result of this comparison is displayed by the Temp
Range parameter (described below).

CPU Temp (Degrees Celsius)
The current reading of the SPARC temperature sensor, in degrees Celsius, for this chassis.

Temp Range

This field displays the results of the comparison of the Board Temp value (described above) and the Temp
Threshold value (described below). This field also indicates if the Board Temp value is over the Danger
Temp Threshold value (described below). The value in this field can display as:

unknown. The comparison value is unknown.
not Present. A value required for the comparison is not present.
underThreshold. The Board Temp value is lower than the Temp Threshold value.

overFirstThreshold. The Board Temp value is higher than the Temp Threshold value
but is lower than the Danger Temp Threshold value.

overDangerThreshold. The Board Temp value is higher than the Danger Temp Threshold
value.
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Temp Threshold (Degrees Celsius)

This threshold value, in degrees Celsius, is the temperature level at which -- when reached due to either an
ascending or descending temperature transition -- temperature notification is provided to the user. When
this threshold value is exceeded, traps and other operator notifications are transmitted.

Danger Temp Threshold (Degrees Celsius)
The Danger Temperature Threshold is factory-configured at 80 degrees Celsius and cannot be changed. If
the chassis should exceed this temperature it will start shutting down Network Interface modules.
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Modules Tab (AOS Devices)

The Modules tab lists the hardware modules installed in the switch. Click once in any column header to
display the Down Arrow and sort table information in ascending order. Click a second time to display the
Up Arrow and sort in descending order. Each column is described below.

The Modules Tab

Dendce: FALCOM-137 (100265.11.221)
General | Modules Physical Port - Interfaces | Stabistics | Link &g | Link Agg Ports | System State
ol Tabie: Bs 2] S ME
Siot MName Tipes Description HwRevizion | Sanalbumber | W Mame | Fwl
Infirface-1 |OST-EMLCTE | OST-ENLCTA FAPT 1000 MOD (413 [1423068A  [ALCATEL |5 |
CMM-A|DITEOD-CMM  |0S57800-CMM BBLS | BEUFE BRIDGE 131 1443025P ALCATEL |44
ManlutkelDE-1 |QE7TO0-CMM PROCESSOR |20 [1437086P  [ALCATEL |44 |
Chassis-1|05R-FA0 |QETE0 Q8R-F30 H03 TAGT002A |ALCATEL |
P5-1|08R-PS-06 OE7-PS-0600AC OSR-PS-06 GC1 143H24 37 ac1
L] k|
Upsil stz Help

Click Update to poll the switch and
refresh the screen with current
information.

Slot
The slot in which the module is installed.

Name
The name of the module

Type
The factory-defined physical type of the module.

Description
A description of the module.

HwRevision
The current revision level of the module hardware

SerialNumber
Serial number of the module.

Mfg Name
The name of the manufacturer.
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FwVersion
The module's firmware version. All modules should use the same firmware version.
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Physical Port Tab (AOS Devices)

The Physical Port tab provides information on all physical ports on the switch. Click once in any column
header to display the Down Arrow and sort table information in ascending order. Click a second time to
display the Up Arrow and sort in descending order. Each field is described below.

The Physical Port Tab
Danice; FALCON-137 (10L255.11.221)
[ General | Modules | Prysical Port | Interfaces | Statistics | Link Agil | Link Agg Ports | Systern State

[BOR Physical Port Status Table piza B [BEIE
Slot | Pont Media Type | Alias | Description Adriin. Status | Oper. Status
1 1|ETHERMET-CSMAICD Alcatel 101 5.4 167 /01 poelip |ditam -
1 2| ETHERMET-CSMAICD | Aleatel 152 5.4.1 167 Fdi poetlip i ]
1] 3|ETHERMET-CEMATLD | (Alcatel 173 %.4.1 167 /01 |postLip [ diovem
1 4| ETHERMET-CESMAICD Alcatel 104 5.4.1 167 F01 poellp up
1] §|ETHERMET-CEMACD | Acatel 15 541 1GTR0T [podlip | dirwn
1 6| ETHERMET-CSMAICD Alcatel 106 5.4.1.167 R poetlp |
1] T|ETHERMET- | Alcalel 107 5,41, 167 A1 podllp dere
1] B|ETHERMET (Alcatel 1B % 4.1 167 01 |morLip | dorwm
1 3|ETHERNMET. Alcatel 109 5.4.1. 167 Rl poetlp devwin
1] 10|ETHERMET Alcatel 10541167 R0 |porilip | doreem
1 11 [ETHERMET- Alcatel 111 541167 RO poellp doram
1] 13|ETHERMET-CEMAICD Acalel 112521 167 R0T [pordlp |deram
1] 13|ETHERNET-CEMALD | “Alratel 113 54,0 167.R01_ |podlip [ dorwm
1 4| ETHERMET: Alcatel 1014 541 167 RO poellp dorin
1] 4| ETHERMET Acatel 115 5 &1 167 R0 podlip | dirwn
1 &|ETHERMET- Alcatel 16 541167 R0 [podlp divem
1] 17 |ETHERMET-GS Mealel 117 581167 R0 [porlp |derwm
1] 18|ETHERMET-C Alatel N8 541167 R01__ |podtLip | dorwm
1 3|ETHERNET- Alcatel M9 51 167 R0 [podtlp deswin
1] 20| ETHERMET | Alratel 1620 5 £.1 167 R01__ |porilp | dorem
1 21 |[ETHERMET-CEMAICD Alcatel 1031 5 4.1 167 RO1 oo | dioram x4
Upate: Help

Click Update to poll the switch
and refresh the screen with
current information.

Slot/Port
The slot and port for which status is displayed.

MediaType
The physical type of the port.

Alias
The user-defined alias for the port.

Description
A description of the port.

Admin Status

The Administrative (Admin) status of the port: up or down. When the Admin status of a port is enabled,
the port can receive and transmit data as long as a cable is connected and no physical or operational
problems exist. When the Administrative Status of a port is disabled, the port will not transmit or receive
data even if a cable is connected and the physical connection is operational. Note that physical or
operational problems may cause a port to be nonfunctional even when its Administrative Status is enabled.

OperStatus
The operational status of the port: portUp, portDown, or unknown.
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The Interfaces Tab (AOS Devices)

The Interfaces tab provides information about each physical interface in the switch. Click once in any
column header to display the Down Arrow and sort table information in ascending order. Click a second
time to display the Up Arrow and sort in descending order. Each field is described below.

The Interfaces Tab

Dendce: FALCON-137 (10.256.11.221)
Ganaral | Modules | Physical Port | Interfaces | Statistics | Link Agi Link Agn Ports | System Sate |

:i'rtlell'acz Status Table prer| R0 | & HHIEE
Inclex | Adias | Dascriptian | Tvpe MTU | Speed | Priysical Address | Admin. Stale |
1001 (Acated 111 541167 A01_|ETHEAMET-CSMACD | 1463 000 40 9% 6b 26 ¢4 |up [
1002 Aliatel 172 5.4.1.167 R0 __|ETHERMET-CSMAICD | 1553 0004095 6b 26 ¢5_|up [d
1003] \Alcalel 172541167 A01 |ETHEANET-CEMACD | 1553] 000 d0 95 6b 26 ¢6 |up 4
1004 Altatel 14 5.4 1167 R0 |FTHERMET-CSMACD | 1553] 100 Mbs|00 a0 95 6b 26 c7_[up [d
1005 \Alcalel 15 5.4.1.167 R01_ |ETHERMET-CSMAICD | 1553 000 d0 95 6b 36 ¢3_|up [
1005 \Alcalel 15 5.4 1,167 ADT | ETHEAMET-CEMAGD | 1563 000 d0 95 &b 26 ¢d_|up [d
1007 AlCatel 17 5.4.1.167 R0l |FTHERMET-CSMAICD | 1553 0004095 6b 36 ca_|up d
1008] |Aleal#l 18 5,4 1167 R0l |ETHERMET-CEMAMCD | 1583] 000 40 95 6b 26 cb_|up [d=
1004 Altatel 178541167 R0 |ETHERMET-CSMACD | 1553 000409560 36 |up [d
1010 Alalel 110 5.4.1 167 R _|ETHERMET-CSMAICD | 1553 0004095 6b 26 ¢ |up q
1011] |Alratel 1711 54,1 167.R01_|ETHERMET-CSMACD | 1553 000 db 95 &b 26 ca_|up [d
1032 Alatel 112 5.4.1 167 R _|ETHERMET-CSMAICD | 1553 00040956 26 o |up q
1013 \Aital#l 113541 167, R01_|ETHEAMET-CEMACD | 1553] 000 di 95 &b 26 dD_|up Iq
104 Aliatel 1714 5.4.0 167 R0 _|ETHERMET-CSMAICD | 1553 0]00 4095 6b 36 d1_|up [d
1015 Alcalel 115541 167 R0 _|ETHERNET-CSMAICD | 1553 000 40 95 6b 26 42 |up qd |
1018 [Aicale! 1716 9.4.1 167 R01_|ETHERMNET-COMAGE | 1953 000 0 9% b 26 43 |up |4
1m7 Alatel 117 5.4.1.167 R0 _|ETHERMET-CSMAICD | 1553 00040 95 6b 36 4 _|up i
1018] |Alcalil 118 54,1 167.R01_|ETHERMET-CEMMCD | 1563 000 di 95 &b 26 d5_|up |d
1ma Altatel 119 5.4.1 167 R _|ETHERMET-CSMACD | 1553 00040935 6b 26 06 _|up [d_|
|1_-:|m | Acalel 1020 5 4.1 167.R0T _E_rgEqu_'r-_t_zm-;_D___1_5-_53_] 0100 40 95 6b 26 d7_|up [g=]
a ]

[ tptate || e

Click Update to poll the switch and
refresh the screen with current
information.

Index
A unique value that identifies this interface internally.

Description
A description of the interface that usually includes the name of the manufacturer, the name of the product,
and the version of the interface's hardware/software.

Type
A description of the type of the interface.

MTU
The size, in octets, of the largest packet that can be sent or received on the interface.

Speed

An estimate of the interface's current bandwidth. Speed is displayed in bits-per-second if less than
1,000,000 bits-per-second. Speeds of 1,000,000 bits-per-second or greater are displayed in terms of Mbs
(megabits-per-second). If an interface does not vary in bandwidth, or if no accurate estimation can be made,
the nominal bandwidth is displayed in this field.

93



The Interfaces Tab (AOS Devices)

Physical Address
The physical address of the interface at its protocol sublayer. For 802.x interfaces, the physical address is a
MAC address. No physical address displays for interfaces in loopback mode nor for serial interfaces.

Admin. State

The administrative state of the interface: up, down, or testing. Admin state up indicates the interface is
administratively enabled to pass packets; down indicates the interface is administratively disabled from
passing packets; testing indicates the interface is in a test mode and cannot pass operational packets. All
interfaces are initialized with the admin state down. After initialization, either in response to explicit
management action or stored configuration data, the admin state of an interface to changed to up or testing
(or may remain down).

Oper. Status
The current operational status of the interface: up, down, testing, unknown, dormant, notPresent, or
lowerLayerDown.

up. The interface is ready to transmit and receive packets.

down. The interface is either administratively disabled or there is a fault that prevents it from going to the
up state.

testing. The interface is in a test mode and cannot pass operational packets.

dormant. The interface is waiting for external actions (such as a serial line waiting for an incoming
connection).

notPresent. The interface has missing components (typically hardware components).
lowerLayerDown. The interface is down due to the state of lower-layer interfaces.

If an interface's administrative state is down its operational status will also be down. When the
administrative state is changed to up, the interface's operational status will change to up if the interface is
ready to transmit and receive packets; or, the operational status will change to dormant if the interface is
waiting for external actions; or, the operational status will remain down if there is a fault that prevents it
going up; or, the operational status will remain

Last Change

The value of sysUpTime when the interfaces table (ifTable) was last changed because a new entry was
created or an existing entry was deleted. (The sysUpTime MIB variable reports the time period that has
elapsed since the switch was last initialized.) If the interfaces table was not changed since the last
reinitialization of OmniVista, no value will display in this field.

Out Queue
The length of the packet output queue, in packets.
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RMON Statistics (AOS Devices)

The RMON Statistics tab, shown below, displays statistics for RMON (Remote Monitoring). Click once in
any column header to display the Down Arrow and sort table information in ascending order. Click a
second time to display the Up Arrow and sort in descending order. Each field is described below.

The RMON Statistics Tab

Destce: FALCON-137 (10.255.11.221)

General | Modules | Pinsical Por | Inerfaces | Siatistics | Link Agg |1 ink Agg Ports | System State |
Siatistic Tabbas:
| RMOM | Eihernet LF
FMON Statistics Table pal ] = (& EE
Slod | Port | Drop Events | Tofal Oclets | Total Packels | Tolal Broadeas! PRis. | Tolal Mulicast Pts. | CRC Align Error)
i 4 0] 463031745 TS0EE0 3194503 2080761
4 * |

T -

Click Update to poll the switch and
refresh the screen with current
information.

Slot and Port
The slot and port for which RMON statistics are displayed.

Drop Events

The total number of occasions that packets were dropped by the probe due to lack of resources. Note that
the value in this field is not necessarily the number of packets dropped; it is the number of times this
condition was detected.

Total Octets

The total number of octets received, including those in bad packets. The count includes FCS (frame check
sequence) octets but excludes framing bits. The value in this field can be used as a reasonable estimate of
10 megabit Ethernet utilization. If greater precision is desired, the Total Octets and Total Packets values
should be sampled before and after a common interval. In the following equation, the differences in the
sampled values are Octets and Pkts, respectively, and the number of seconds in the common interval is
Interval. The result of this equation is the value Utilization which is the percent utilization of the Ethernet
segment on a scale of 0 to 100 percent.

Phts * (9.6 + 6.4) + (Octets * .8)
Interval * 10,000

UFrilization =
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Total Packets
The total number of packets received, including bad packets, broadcast packets, and multicast packets.

Total Broadcast Pkts
The total number of good packets received that were directed to the broadcast address. Note that this value
does not include multicast packets.

Total Multicast Pkts
The total number of good packets received that were directed to a multicast address. Not that this value
does not include packets directed to the broadcast address.

CRC Align Errors
The total number of packets received with a length between 64 and 1518 octets, inclusive (excluding
framing bits but including FCS [frame check sequence] octets), which had either of the following errors:

a bad frame check sequence with an integral number of octets, which is an FCS error, or
a bad frame check sequence with a non-integral number of octets, which is an alignment error.

Undersized Pkts
The total number of packets received that were less than 64 octets in length, excluding framing bits but
including FCS (frame check sequence) octets, and were otherwise well formed.

Oversized Pkts
The total number of packets received that were longer than 1518 octets, excluding framing bits but
including FCS (frame check sequence) octets, and were otherwise well formed.

Fragments

The total number of packets received that were less than 64 octets in length (excluding framing bits but
including FCS [frame check sequence] octets), which had either of the following errors:

a bad frame check sequence with an integral number of octets, which is an FCS error, or

a bad frame check sequence with a non-integral number of octets, which is an alignment error.

Note that it is entirely normal for the count in this field to increment, because it includes both runt packets
(which are a normal occurrence due to collisions) and noise hits.

Jabbers
The total number of packets received that were longer than 1518 octets (excluding framing bits but
including FCS [frame check sequence] octets), which had either of the following errors:

a bad frame check sequence with an integral number of octets, which is an FCS error, or
a bad frame check sequence with a non-integral number of octets, which is an alignment error.

Note that this definition of jabber is different than the definition in IEEE-802.3 section 8.2.1.5 (10BASES)
and section 10.3.1.4 (10BASE2). These documents define jabber as the condition where any packet
exceeds 20 ms. The allowed range to detect jabber is between 20 ms and 150 ms.
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Collisions

The best estimate of the total number of collisions on this Ethernet segment. The value returned depends on
the location of the RMON probe. Section 8.2.1.3 (10BASE-5) and section 10.3.1.3 (10BASE-2) of IEEE
standard 802.3 states that a station, when in receive mode, must detect a collision if three or more stations
are transmitting simultaneously. A repeater port must detect a collision when two or more stations are
transmitting simultaneously. Thus, a probe placed on a repeater port could record more collisions than
would a probe connected to a station on the same segment.

Probe location plays a much smaller role when considering 10BASE-T. Section 14.2.1.4 (10BASE-T) of
IEEE standard 802.3 defines a collision as the simultaneous presence of signals on the DO and RD circuits
(transmitting and receiving at the same time). A l0BASE-T station can only detect collisions when it is
transmitting. Thus, a probe placed on a station and a probe placed on a repeater should report the same
number of collisions.

Note that an RMON probe inside a repeater should ideally report collisions between the repeater and one or
more other hosts (per the IEEE 802.3k definition of transmit collisions) plus receiver collisions observed on
any coax segments to which the repeater is connected.

Pkts 64 Octets
The total number of packets received, including bad packets, that were 64 octets in length. The count
includes FCS (frame check sequence) octets but excludes framing bits.

Pkts 65-127 Octets
The total number of packets received, including bad packets, that were between 65 and 127 octets in length,
inclusive. The count includes FCS (frame check sequence) octets but excludes framing bits.

Pkts 128-255 Octets
The total number of packets received, including bad packets, that were between 128 and 255 octets in
length, inclusive. The count includes FCS (frame check sequence) octets but excludes framing bits.

Pkts 256-511 Octets
The total number of packets received, including bad packets, that were between 256 and 511 octets in
length, inclusive. The count includes FCS (frame check sequence) octets but excludes framing bits.

Pkts 512-1023 Octets
The total number of packets received, including bad packets, that were between 512 and 1023 octets in
length, inclusive. The count includes FCS (frame check sequence) octets but excludes framing bits.

Pkts 1024-1518 Octets
The total number of packets received, including bad packets, that were between 1024 and 1518 octets in
length, inclusive. The count includes FCS (frame check sequence) octets but excludes framing bits.
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Ethernet Statistics (AOS Devices)

The Ethernet I/F tab lists statistics for each Ethernet interface in the switch. Click once in any column
header to display the Down Arrow and sort table information in ascending order. Click a second time to
display the Up Arrow and sort in descending order. Each field is described below. Note that discontinuities
can occur in statistics values upon reinitialization of the system.

The Ethernet I/F Statistics Tab

Dendce: FALCON-137 (10.255.11.221)
Ganeral | Modules  Physical Port | Interfaces | S1atistics Link A~ Link Apg Ports | System State

Statistic Tables:
| FMON | Ethermet IF
Ethirnet nterface Stalistics Table P 0 [ SIHE
Slot | Port | Index Type R Octeds TeOcteds | Relinicast Phtz, | Te Linicast Peis. | ReUF D
i 1| 1001 [ETHERMET-CEMACD | [ 0 0 0 [~
1 1| 1002|ETHERNET-CSMACD [i] ] i [i]
1 3| 1003|ETHERNET-CEMAICD i 0 [ i
1 4| 1004 [ETHERMET-CEMAICD | 464321417 195262901 526549 BTITIT
1 5| 1005|ETHERNET-CSMAICD [ 0 [ [
i B 1005|ETHERMET-CEMATCD | [ 0| [ [
1 7| 1007 |ETHERMET-CEMACD a 0 [ a
i| 8| 1008|ETHERMNET-CEMAICD | [ i) [ i
1| 8] 1008|ETHERMET-CSMATCD i il [ ]
1| 10| 1010|ETHERMET-CEMAICD a 0 [ a |
1| 11] 1011 |[ETHERMET-CEMACD | 1] ] 0 1] 14
1| 12| 1017|ETHERMET-CSMATCD ] ] i ]
1| 13| 1013|ETHERMET-CEMAICD [i] 0 [ [i]
1| 14] 1014|ETHERMET-CEMACD | [ 0l [ [
1| 15| 1015|ETHERMET-CSMAICD [ [ [ [
1| 16| 1016|ETHERMET-CSMATCD | 1] il 0 1] —
0 emelemcaneT cnen 2 B z 2 -

Update Help

T

Click Update to poll the switch and
refresh the screen with current
information.

Slot and Port
The slot and port of the interface.

Index
A unique value that identifies the interface internally.

Type
The type of the interface.

Rx Octets
The total number of octets received on the interface, including framing characters.

Tx Octets
The total number of octets transmitted out of the interface, including framing characters.

Rx Unicast Pkts
The total number of unicast packets received on this interface and delivered to a higher layer. This value
does not include packets addressed to a multicast or broadcast address.
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Tx Unicast Pkts

The total number of unicast packets that higher-level protocols requested be transmitted from this interface,
including packets that were discarded or not sent. This value does not include packets addressed to a
multicast or broadcast address at this sublayer.

Rx I/F Discards

The number of received packets that were discarded even though no errors were detected in the packets that
would have prevented them from being delivered to a higher-layer protocol. One possible reason for
discarding such packets would be the need to free buffer space.

Tx I/F Discards

The number of outbound packets that were discarded even though no errors were detected in the packets
that would have prevented them from being transmitted. One possible reason for discarding such packets
would be the need to free buffer space.

Rx I/F Errors
The number of received packets that contained errors preventing them from being delivered to a higher-
layer protocol.

Tx I/F Errors
The number of outbound packets that could not be transmitted because of errors.

Unknowns
The number of received packets that were discarded because of an unknown or unsupported protocol.
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Link Agg Tab (AOS Devices)

Link aggregation is a way of combining multiple physical links between two switches into one logical link.
The aggregate group operates within Spanning Tree as one virtual port and can provide more bandwidth
than a single link. It also provides redundancy. If one physical link in the aggregate group goes down, link
integrity is maintained.

There are two types of aggregate groups: static and dynamic. Static aggregate groups are manually
configured on the switch with static links. Dynamic groups are set up on the switch but they aggregate links
as necessary according to the Link Aggregation Control Protocol (LACP). OmniVista's Link Agg tab
provides information about each link aggregation group defined on the switch. Each field in the tab is
described below.

The Link Agg Tab

Device: FALCON-137 (10.255.11.221)
General | Modules | Physical Port | Inferfaces | Stafistics | Link Ago | Lok Agg Ponts | Sysiesmn State

Link Agg Table o] [ & HE R

Mumber | Sre | Name Ciese mption LACF Type | Admin State | Oper. Siate | Selected Ports

Update Help

f

Click Update to poll the switch and
refresh the screen with current
information.

Number

A reference number assigned when the link aggregation group was created. This is a unique integer in the
range 0 - 31 on OmniSwitch 6800/6850/7700/7800/9000 switches, 0 - 29 on OmniSwitch 6600 Family
switches, and 0 - 15 on OmniSwitch 8800 switches.

Size

The maximum number of links that may belong to this link aggregation group. Values may be 2, 4, or §, on
an OmniSwitch 6800/6850/9000 switch. Values may be 2, 4, 8, or 16 on an OmniSwitch 7700, 7800, or
8800 switch. Values may 2, 4, or 8 on individual OmniSwitch 6600 Family switches and 2, 4, 8, or 16 on
stacks consisting of two to eight OmniSwitch 6600 Family switches.

Name
The name of the link aggregation group. This is an alphanumeric string up to 255 characters long.
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Description
The standard MIB name for this link aggregate group.

LACP Type
The type of this link aggregation group. lacpOff means the group is static. lacpOn means the group is
dynamic and is using the LACP protocol. (LACP is the Link Aggregation Control Protocol.)

Admin State

The administrative state of this link aggregation group: either enable (the group is active and is able to
aggregate links) or disable (the group is inactive). The group's administrative state is configured by the
network administrator.

Oper State
The current operational state of this link aggregation group: either up (the group is operational) or down
(the group is not operational). This field may also display logicPortCreatFailed or qReservationFailed.

Selected Ports
The number of ports that could possibly attach to this link aggregation group at the moment.

Attached Ports
The number of ports actually attached to this link aggregation group at the moment.

Primary Port

The slot/port number of the primary port in the link aggregation group used to send BPDUs and flooding
frames. The switch uses the first port to join the group as the primary port. If the first port to join the group
is no longer part of the group, the switch automatically assigns another port in the group to be the primary
port.

MAC Address
The MAC address assigned to this link aggregation group.

Actor System ID
The MAC address for the local port associated with a dynamic link aggregation group, which is used as a
unique identifier for the system that contains this link aggregation group.

Actor System Priority
A value from 0 - 65535 that indicates the priority value associated with the Actor System ID. This defines
the priority of the switch's dynamic aggregate group in relation to other aggregate groups

Actor Admin Key
The administrative key value configured for the dynamic aggregate group. Possible values are 0 - 65535.

Actor Oper Key
The current operational value of the key for the dynamic link aggregation group.

Partner System ID

The MAC address of the remote aggregate group to which this aggregate group is attached. A value of zero
indicates that there is no known partner. If the group is manually configured, the value in this field is
assigned by the local system.

Partner System Priority
The priority of the remote system to which the aggregation group is attached. Possible values are 0 - 65535.
If the group is manually configured, the value in this field is assigned by the local system.
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Partner Admin Key

The administrative key for the aggregation group's remote partner. Possible values are 0 - 65535. If the
group is manually configured, the value in this field is assigned by the local system. The administrative key
may differ from the operational key.

Partner Oper key
The operational key of the remote system to which the aggregation group is attached. If the group is
manually configured, the value in this field is assigned by the local system.
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Link Agg Ports Tab (AOS Devices)

The Link Agg Ports tab provides information about the ports in link aggregation groups. Each field is
described below.

The Link Agg Ports Tab

Device: FALCON-137 (10.255.11.221)
Gemeral | Bodules | Physical Port | inferfaces | Stafistics | Link Agg | Link Agg Ports | System State

Lirk Ay Poris Talilia Y N

SlotPor | Aggregabe I | Admin State | Oper State | PortState | Link State | Primane | Ackor Sestem d | Actar Systern Pr

i k|
Upitate Halp

f

Click Update to poll the switch and
refresh the screen with current
information,

Slot/Port
The slot and port number of a port in the link aggregation group.

Aggregate ID

The ID of the static aggregate group to which the port is attached. This field does not apply to dynamic
aggregate groups. The Aggregate ID can be any value from -1 to 31. The -1 value displays when this field
is not significant.

Admin State
The administrative state of this port: either enable (the port is ready to pass packets) or disable (the port is
administratively disabled). The port's administrative state is configured by the network administrator.

Oper State

The operational status of the port: either up (the port is passing traffic), down (the port is unable to pass
traffic) notAttached (the port is not attached to the aggregate group), or notAggregable (the port cannot be
aggregated, perhaps because the key is not set or is incorrect).

Port State
The current aggregation status of the port. When a port is attached to a group, attached will display in this
field. Other possible port states are created, configurable, configured, selected, and reserved.
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Link State
The operational status of the link: up or down.

Primary
This field displays yes if the port is the primary port in the aggregate group and displays no if it is not. This
field may also display notSignificant.

Actor System ID
The System ID (i.e., the MAC address) of the system that contains this port.

Actor System Priority
A value from 0 - 255 that defines the priority value associated with the Actor's System ID.

Actor Admin Key
The actor administrative key value for this port.

Actor Oper Key
The current operational value of the actor key.

Partner Admin System ID

The administrative MAC address associated with the remote partner's system ID. This value is used along
with Partner Admin System Priority, Partner Admin Key, Partner Admin Port, and Partner Admin Port
Priority to manually configure aggregation.

Partner Oper System Priority
The operational priority of the remote system to which this port is attached.

Partner Admin Key

The administrative value of the key for the remote partner. This value is used along with Partner Admin
System Priority, Partner Admin System ID, Partner Admin Port, and Partner Admin Port Priority to
manually configure aggregation.

Partner Oper Key
The current operational value of the key for the protocol partner.

Selected Agg ID

The Aggregator ID associated with the dynamic aggregate group to which the port is attached. Zero
indicates that this port has not selected an aggregate group, either because it is in the process of detaching
from a group or because there is no suitable group available for it to select.

Attach Agg ID
The Aggregator ID associated with the dynamic aggregate group to which the port is attached. Zero
indicates that this port is not currently attached to a group.

Actor Port
The port number locally assigned to this port. The port number is communicated in Link Aggregation
Control Protocol Data Units (LACPDUs) as the Actor_Port (a read-only value).

Actor Port Priority
The actor priority value assigned to the port. The actor priority value can range from 0 - 255.

Partner Admin Port
The administrative value of the port number for the protocol partner. This value is used along with Partner
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Admin System Priority, Partner Admin System ID, Partner Admin Key, and Partner Admin Port Priority to
manually configure aggregation.

Partner Oper Port
The operational port number assigned to the port by the port's protocol partner.

Partner Admin Port Priority

The administrative port priority of the protocol partner. This value is used along with Partner Admin
System Priority, Partner Admin System ID, Partner Admin Key, and Partner Admin Port to manually
configure aggregation.

Partner Oper Port Priority
The priority value assigned to this port by the partner.

Actor Admin State

The administrative state of the port. The Actor Admin State is a string of eight bits that correspond to the
administrative values of Actor_State, as transmitted by the Actor in Link Aggregation Control Protocol
Data Units (LACPDUSs). The bits of Actor Admin State are as follows:

The first bit corresponds to bit 0 of Actor_State, which is Activity. When this bit is set,
the dynamic aggregate group is able to exchange LACPDU frames.

The second bit corresponds to bit 1 of Actor_State, which is Timeout. When this bit is
set, a short timeout is used for LACPDU frames. When this bit is disabled, a long timeout
is used for LACPDU frames.

The third bit corresponds to bit 2 of Actor_State, which is Aggregation. When this bit is
set, the system considers this port to be a potential candidate for aggregation. If this bit is
not enabled, the system considers the port to be individual (it can only operate as a single
link).

The fourth bit corresponds to bit 3 of Actor State, which is Synchronization. The system
always determines the value of this bit. When bit 3 is set by the system, the port is
allocated to the correct dynamic aggregation group. If this bit is not set by the system, the
port is not allocated to the correct dynamic aggregation group.

The fifth bit corresponds to bit 4 of Actor_State, which is Collecting. The system always
determines the value of this bit. When bit 4 is set by the system, incoming LACPDU
frames are collected from the individual ports that make up the dynamic aggregate group.

The sixth bit corresponds to bit 5 of Actor State, which is Distributing. The system
always determines the value of this bit. When bit 5 is set by the system, distributing
outgoing frames on the port is disabled.

The seventh bit corresponds to bit 6 of Actor State, which is Defaulted. The system
always determines the value of this bit. When bit 6 is set by the system, it indicates that
the actor is using defaulted partner information administratively configured for the
partner.

The eighth bit corresponds to bit 7 of Actor State, which is Expired. The system always
determines the value of this bit. When bit 7 is set by the system, the actor cannot receive
LACPDU frames.
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Actor Oper State

The operational state of the port. The Actor Oper State is a string of eight bits that correspond to the
operational values of Actor_State, as transmitted by the Actor in Link Aggregation Control Protocol Data
Units (LACPDUSs). The bits are allocated as described for Actor Admin State (see above).

Partner Admin State
The administrative state of the partner's port. The Partner Admin State is a string of eight bits that
correspond to the administrative value of Actor State for the protocol Partner.

The first bit corresponds to bit 0 of Actor_State for the Partner, which is Activity. When
this bit is set, the dynamic aggregate group is able to exchange LACPDU frames.

The second bit corresponds to bit 1 of Actor_State for the Partner, which is Timeout.
When this bit is set, a short timeout is used for LACPDU frames. When this bit is
disabled, a long timeout is used for LACPDU frames.

The third bit corresponds to bit 2 of Actor_State for the Partner, which is Aggregation.
When this bit is set, the system considers this port to be a potential candidate for
aggregation. If this bit is not enabled, the system considers the port to be individual (it
can only operate as a single link).

The fourth bit corresponds to bit 3 of Actor_State for the Partner, which is
Synchronization. When this bit is set, the port is allocated to the correct dynamic
aggregation group. If this bit is not enabled, the port is not allocated to the correct
aggregation group.

The fifth bit corresponds to bit 4 of Actor_State for the Partner, which is Collecting. The
system always determines the value of this bit. When bit 4 is set by the system, incoming
LACPDU frames are collected from the individual ports that make up the dynamic
aggregate group.

The sixth bit corresponds to bit 5 of Actor_State for the Partner, which is Distributing.
The system always determines the value of this bit. When bit 5 is set by the system,
distributing outgoing frames on the port is disabled.

The seventh bit corresponds to bit 6 of Actor_State for the Partner, which is Defaulted.
The system always determines the value of this bit. When bit 6 is set by the system, it
indicates that the partner is using defaulted actor information administratively configured
for the actor.

The eighth bit corresponds to bit 7 of Actor_State for the Partner, which is Expired. The
system always determines the value of this bit. When bit 7 is set by the system, the
partner cannot receive LACPDU frames.

Partner Oper State

The current operational state of the partner's port. The Partner Oper State is a string of eight bits that
correspond to the current values of Actor_State in the most recently received Link Aggregation Control
Protocol Data Unit (LACPDU) transmitted by the protocol Partner. The bits are allocated as described for
Partner Admin State (see above).
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System State Tab (AOS Devices)

The System State tab, shown below, displays parameters that report the system state of the switch. Each
field is described below.

The System State Tab

Dévice: FALCON-137 (10.255.11.221)
Ganeral | Modubes | Physical Port | Witerfaces | Stabistics | Link Agg | Link Agg Ports | System State |

System State Information

System Lip Time: 7 days 9 hours 26 minutes 53 seconds 35 ficks
CMM Used Memory: G
CMM CPU Utilization (5 seconds): %
CMM CPU Utilization (60 secomnds]): (113
Temperature: ORC, hetweeen 0 and 500°C
Chassis Temperature: 48 *C
Pawer Supply 1 State: 1P
| Update || Help

f

Click Update to poll the switch
and refresh the screen with
current information.

System Up Time
The time period that has elapsed since the switch was last initialized. (Each tick is .01 second.)

CMM Used Memory
The average device-level memory utilization, expressed as a percent, in the primary (active) CMM module
over the latest sampling period.

CMM CPU Utilization (5 seconds)
The average device-level CPU utilization, expressed as a percent, in the primary (active) CMM module
over the latest sampling period (every five seconds).

CMM CPU Utilization (60 seconds)
The average device-level CPU utilization, expressed as a percent, in the primary (active) CMM module
over the last 60 seconds.

Temperature
This field indicates whether the chassis temperature is within the acceptable temperature range for the
switch.

Chassis Temperature
The actual average temperature of the switch chassis, in degrees Celsius, over the latest sampling period.
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Power Supply x State

One instance of this parameter displays for each power supply that is present in the switch (for example,
Power Supply 1 State, Power Supply 2 State, ctc). If the maximum of four power supplies is present,
four instances of this parameter will display. The power supply state is reported as up (the power supply is
functional) or down (the power supply is not functional).
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General Tab (XOS Devices)

The General tab for XOS devices provides general system information and chassis information, as
explained in detail below. It also enables you to start and stop the XMAP protocol. To change any
parameter, edit the field as desired and then click Apply to write the change to the switch. All changes take

effect immediately.

Dimnnd¥ista 2500

Application: Topolegy  Window:0 ,.J,ﬂj,!l
File Applications  Wiew Switches  Help
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Click Update to poll the switch and
refresh the screen with current
information.
Click Apply to write changes to the switch.
All changes take effect immediately.

System Information Parameters

Name

A user-defined name for this switch.

Description

A description of the switch as defined by the manufacturer.

Location

A user-defined description of the switch's physical location.

Contact

A user-defined parameter stating who is responsible for this switch.
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Up Time
The period of time that has elapsed since the switch was last rebooted.

XMAP

Set this field to Active or Inactive to enable or disable the XMAP protocol on this switch. By default,
XMAP is enabled. XMAP is a proprietary protocol that learns the connections and links between switches
in the list of Discovered Devices. This information is used to create a graphical display of network links
when a network region or subnet is viewed. If you disable XMAP, this switch's connections and links will
not be displayed.

Chassis Information Parameters

Note: Not all fields display for all devices. If a field is not applicable to a device it is not
displayed.

Chassis Identification
This field identifies the manufacturer of the device being managed.

Base MAC Address
The base MAC address for the chassis is the first MAC address stored in the MPM. All MAC addressees
associated with the MPM are derived from this base MAC address.

Chassis Type
The type of the chassis.

Dup MAC Addresses Allowed
Number of duplicate MAC addresses allowed on the switch.

Dup MAC Aging Timer (Seconds)

This field can be set to any value from 0 - 1000000 seconds. When set to a non-zero value, the Dup MAC
Aging Timer specifies the aging time, in seconds, for duplicate MAC addresses learned from any Group in
the switch. When set to zero, this timer is ignored and the Bridge Forwarding Table Aging Time value for
the Group where the address was learned is used instead. Enabling the Dup MAC Aging Timer enables you
to specify a chassis-wide aging time for duplicate MAC addresses.

Number Physical Changes
The number of physical changes that have been made to the switch since it was last reset or powered on.
This includes the addition or removal of modules and controllers.

Number Logical Changes
The number of logical changes that have been made to the switch since it was last reset or powered on. This
includes all sets to name strings.

Number of Resets
The number of times this switch has been reset since it was last cold-started.

Number Free Slots
The number of empty front-panel slots in the chassis.
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SONET Monitoring

Set this field to On or Off to enable or disable SONET monitoring. The default value is Off. When this
field is enabled, SONET error statistics are collected. Any change to this field takes effect as soon as the
Apply button is clicked. (You can click Update to refresh the screen and see the new setting.) The SONET
monitoring state applies to all CSM or ASM/ASX ports on the switch.

Description
A user-defined description of the switch chassis.
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Modules Tab (XOS Devices)

The Modules tab lists the hardware modules installed in the switch. Click once in any column header to
display the Down Arrow and sort table information in ascending order. Click a second time to display the
Up Arrow and sort in descending order. Each column is described below.

The Modules Tab

Dpace: NEYS-Test- 148 (10255 11.144)
General | Modules | Systermn Siate | Emvironment | Physical Port | Vireal Port | Inlerfaces | Statistics

Motule Table: ba2] = & EH

Slol | SubModule Type | Partury Descrplion HwRevision | SeriaiNumber Wi

1 1| MPM- 00005027809 | WPM-II-FLT AR 00004924054 |DEC 14 1}

2 i MPM: 00005027209 | MPWHI-FLIT |he (00004923938 |DEC 27 1}

3 1 ESM-100C-32 | 00005026209 [ESM-100C-F2BLFINEE |AF 00 E020098  |MAY 2208

i k|
LUpdate Hedp

Click Update to poll the switch and
refresh the screen with current
information.

Slot
The slot in which the module is installed. A switch chassis consists of numbered slots, which house various
modules. Stackable switch models also have virtual slots and modules.

SubModule
Identifies the base module and any submodules present in a slot. The following identification scheme is
used:

1 - base module

2 - submodule installed in the first position of the base module

3 - submodule installed in the second position of the base module
4 - submodule installed in the third position of the base module

Type
The physical type of the base module or submodule.

PartNum
The factory-assigned part number.

Description
A description of the module or submodule.
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HwRevision
The current revision level of the module or submodule hardware.

SerialNumber
Serial number of the module or submodule.

MfgDate
The manufacturing date of the module or submodule.

FwVersion
The module or submodule's firmware version. All modules should use the same firmware version.

MAC Address
The base MAC address for this module or submodule. If the module or submodule does not support MAC
addresses, the value in this field will be all zeros.

TimeStamp
The value of the sysUpTime MIB variable at the time this module was last reset.

AdminStatus
The administrative status of the module or submodule. Possible values are: Invalid, Enable, Disable, Reset,
Load, Test, or Unknown (none of the previous).

OperStatus
The operational status of the module or submodule: Operational, Disabled, or Unknown ("Unknown"
means uninitialized or that the module is in a transitional state).

VbusTxDiscards
The current count of transmit VBUS buffer overruns.

VbusRxDiscards
The current count of receive VBUS buffer overruns.
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System State Tab (XOS Devices)

The System State tab provides information related to the overall system state, system power, and chassis
environment. All fields are read-only. Each field is described below.

The System State Tab

Device: Unset (10,255, 13,112)
General | Modules | System Stabe | Edronment | Piysical Port | Vireal Port | Inlerfaces | Stalistics

System Uptimes 19 days 4 hours 37 minutes 53 Seconds S0 ks
MR Transmit Cvermanss
MPM Recene Overnms: 16040
MM Total Memory (istese  S5000000
MPM Free Memony (ndese 10723672
PR CPU LHilication (5 Secondsi(%c 15
EIPE CPU Litilization (60 Seconds) (e 19
Powier Supiphy 1 5tafe:  okay
Power Supphy 2 Stafes  nolPrasent

Temperatures  OF, Between 0 Celsius and 50 Colsivs
Temperatures  37.5 Celgius 5 905 Fahrenhait
Update Help

Click Update to poll the switch and
refresh the screen with current
information.

System Uptime
The time since the last boot that the system has been running, displayed in days, hours, minutes, seconds,
and ticks. (A tick is .01 second.)

MPM Transmit Overruns
The number of times a VSE transmit buffer could not be allocated by a task on the MPM.

MPM Receive Overruns

The number of times packets were dropped because the bus had more packets to deliver than the MPM
could handle. This is a receive overrun condition which can happen when a storm occurs or when the
switch is first powered up and many unknown MAC frames are being forwarded to the MPM.

MPM Total Memory (bytes)
The amount of total memory installed on the MPM.

MPM Free Memory (bytes)
The amount of free, or unused, memory available in the MPM.

MPM CPU Utilization (5 Seconds)
The amount of time, by percent, the MPM processor actually worked during the last 5 seconds.
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MPM CPU Utilization (60 Seconds)
The amount of time, by percent, that the MPM processor actually worked during the last minute.

Power Supply 1 State
Valid states are OK, Not Present, and Bad. A power supply that has been turned off will be in the Bad state.
If not installed, it will be in the Not Present state.

Power Supply 2 State
Valid states are OK, Not Present, and Bad. A power supply that has been turned off will be in the Bad state.
If not installed, it will be in the Not Present state.

Temperature
Indicates whether the MPM temperature sensor detects overheating.

Temperature
The current temperature of the chassis, as reported by the MPM module, both in degrees Celsius and
Fahrenheit.
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The Environment tab reports the status of the chassis power supplies and provides information on chassis
temperature and flash memory. Each field is described below.

The Environment Tab

Deice; NES-test- 148 (1020511 9448)
General | Modules | System State | Emironment | Prysical Port | Virtsal Port Interfaces | Statistics |
Powier Supply Status
Power Modulel: pad
Backiip PrserSupme ooy

Temparatura
Sonsor 0 (Heast) Somsar 1 (Cold)
RIPM {Prinandd ok akay
MPM (Secondany! okay oy
Chassis Temperatre: 40011 04.0 [y PCF)

Flazh Eermony Update Mode

& Wrie Cache 1o Flash BMemong
WTRe o Cache Ondy

Upidate Help

Click Update to poll the switch
and refresh the screen with
current information.

Click Apply to write changes to
the switch. All changes take
effect immediately.

Power Supply Status

The status of each power supply (Power Module 1 and Backup Power Supply) in the chassis can be
reported as:

OK. The power supply is installed and functioning.
Not Present. A power supply is not installed.
Bad. The power supply has failed. (Note: If a power supply is turned off, it might be reported as bad.)

Unknown. Power supply not recognized.

116



Environment Tab (XOS Devices)

Temperature

MPM (Primary) / MPM (Secondary). All MPM modules have a temperature sensor (Sensor 0) that
detects temperatures over 50° C. In addition, MPM 1Gs and MPM2s also have a second temperature sensor
(Sensor 1) that detects temperatures under 0° C. The temperature range of an MPM module can be reported
as:

OK. The MPM is operating within the allowed temperature tolerance for heat or cold (under 50° C or over
0° C, respectively).

Too hot or Too cold. The MPM is operating outside the allowed temperataure tolerance for heat or cold,
respectively, and may fail.

Not Present. An MPM is not installed in the slot. Some switch models do not use an MPM; in this case,
the MPM (Slot 2) field will always display Not Present.

Chassis Temperature. The current temperature of the chassis as reported by the primary MPM module, in
degrees Celsius and Fahrenheit. (Note: Display of the chassis temperature is supported by selected
hardware only.)

Flash Memory Update Mode

Caution: Before using this feature, be sure to read the information below. While this
feature does give you flexibility about when and how configuration information is saved,
it can also inadvertently lead to loss of configuration changes.

To save configuration changes you may select from the following options:

Write Cache to Flash Memory. This is the default setting. When switch configuration changes are made
to any program within OmniVista, those changes are written to the switch's cache, then saved to the
switch's flash memory. This prevents configuration changes from being lost during a reboot. However, if
numerous configuration changes are being made, Write Cache to Flash Memory may not be the best option
to select, in that it involves increased processing time as one configuration change after another is written
to the switch. When a series of configuration changes is being made, the Write to Cache Only option may
be preferred.

Note: While cache is being written to flash memory, the SNMP agent will not be able to
communicate with OmniVista for approximately 30 seconds.

Write to Cache Only. Writes switch configuration changes only to the switch's temporary cache. This
option allows you to omit the step of writing changes to flash memory. Write to Cache Only allows all
programs within OmniVista to respond to SNMP sets and gets faster, with no timeouts due to compaction,
thereby enhancing switch performance. To activate the Write to Cache Only option, select its radio button,
then click Apply. This will force switch configuration changes to be written only to cache. However, in the
event of a reboot anytime after the Apply button has been clicked, configuration changes will be lost.
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Physical Port Tab (XOS Devices)

The Physical Port tab provides information on all physical ports on the switch. This information is retrieved
from the MIB (Management Information Base) phyPortTable. Click once in any column header to display
the Down Arrow and sort table information in ascending order. Click a second time to display the Up
Arrow and sort in descending order. Each field is described below.

The Physical Port Tab

Dindce: NRSAest- 148 (10,255 111448
| General | Modules | Systerm State | Emdronment | Piorical Port Virtual Port | Imlerfaces | Statistics

Physical Port Status Table P2z | R] = [ & [EH]
Sl | Pord Media Typs Descriplion | Adrin. Stalus | Dper. Stalus
3 1 |Ethsarmed ETHR Physical Port 254 enable panrDown o
3 7| Etharmet ETHR Physical Porl 253 enable parDrem |
3 3| Ethamnet [ETHR Fhysical Port 153 ‘enable | porbiown
] 4 |Ethamet ETHR FPlwsical Por 251 enabla porDow
3 E:Fqurﬂm _FTHF-' Phwsical Porl 250 enable :n'n‘.f"!-'rwn
3 B|Ethamed ETHR Physical Porl 248 enable parDown
3 7| Elhemnet ETHR Physical Porl 248 endable oD
3 & Ethame [ETHR Physical Forl 247 ‘enahla | poniDowm
£} O Ethaimne ETHR Physical Por 246 enable Pt
3 1E:I'-Ir-rtr'1|~1 _FTHH‘ Physical Parl 245 enable :n'n'.f"!-w.-n
3 11 |Ethamet ETHR Physical Port 244 enable parDowm I |
3 12| Elh&met ETHR Plwsical Porl 243 enable pafDrw
3 13|Ethamet [ETHR Fhysical Port 143 ‘enable | portbiown
3 14 |Ethamel ETHR Phwsical Port 241 enable ponrDown
3 1r'.:|'-lrl:r'|r'1 _FTHF-' Phwysical Porl 240 gnable :n.'n‘. ]
3 16| Ethamed ETHR Physical Porl 238 enable partDown
3 17_FII'-e'|'n'.-1 _ETHFP Physical Porl 238 enable _|.'.'ll'!:|\.'l'\|'hll
3 18| Ethamet ETHR Physical Por 237 enahle | pariDiorwm ;

| waate || yew

Click Update to poll the switch
and refresh the screen with
current information.

Slot/Port
The slot and port for which status is displayed.

MediaType
The physical type of the port.

Description
A description of the port.

Admin Status

The Administrative (Admin) status of the port: Enabled or Disabled. When the Admin status of a port is
enabled, the port can receive and transmit data as long as a cable is connected and no physical or
operational problems exist. When the Administrative Status of a port is disabled, the port will not transmit
or receive data even if a cable is connected and the physical connection is operational. Note that physical or
operational problems may cause a port to be nonfunctional even when its Administrative Status is enabled.

OperStatus
The operational status of the port: PortUp, PortDown, or Unknown.
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Virtual Port Tab (XOS Devices)

The Virtual Port tab, shown below, displays information and status for all virtual ports on an XOS switch.
Click once in any column header to display the Down Arrow and sort table information in ascending order.
Click a second time to display the Up Arrow and sort in descending order. Each field is described below.

Demfices MMS-194-1 (10,255, 11,194)

The Virtual Port Tab

| General | Modules | Emdronment | Peysical Fort | Virtual Fort | Interfaces | Statistics

Group | Admin, State |

Virtual Port Status Tabile
Siot | Porl | Samite | Instamta | Mumber !
3 1|bridge 1 13

k] 2 b i 1 14

3| 3lbndgs 1] %]

3 4 |bridge 1 16

3: 5 bridge I: 17

3 & bridge 1 18

3| 7bridge 1] 14

3| @bndge 1] 0

3 9 bridge 1 H
3|10 bridge 1| F¥]

3| 11 bridge 1 13

?I 12 |bridge 1 4

F ] 13 bridge 1 E1d

3| 14 bridge 1] 8

3| 15 bndge 1] 34

3l 16 badoe 1 40

L
Slot/Port

anakle

|erable
|enakle

enable

|enabie
[enakie

erdatle

|enakie

anable

|enable
|enakie
| eriakle

anakble
eriabile

|enable

anakle

upate || Help

Click Update to poll the switch and
refresh the screen with current
information.

The slot and port on which the virtual port resides.

Service

s 2] 0 [ @[ EEEH
Oper. Stalus Descrigtion

pofDcsm Wirual poet i#1 3) (=
[pomDown [Virual post (#14) | |
| poricem Wirbuad post (21 53 |
pomDiown Wirtual poet (#1 6 |
:nnl‘.fl-'n-un :'.'u‘:m post (#17) |
pofDowm \irtusd post @B ||
_||u|'.:la.~.l|| |Wirtual oot (i oy
pofDowm Wirtual post (#20)
| porDcwn |Wirtual poet (#21)
| parDicwm |Wirtuad pout @53
oD Wituad pot (2 3)
:||-:||'.:I-:~J|| |Wirtual por (£ e
porDowm Wirtual poet (237
_|.|l\.'l|'::|l.'l'\-'\|'ll |Wirtua et (R2E)
[porOown |Nirtual post (#30)
(L] (]

Wiituad post 40 ™
’ 1

The service provided by this virtual port (Router, Bridge, Trunk, AtmTrunk, AtmLANE, 1483 Scaling,

etc.).

Instance

The specific instance of this Slot/Port/Service. For most interface types the instance will always be 1.
ATM-connected ports are an exception.

Number

A unique number that identifies this virtual port instance within the switch.

Group

The group to which this port belongs. Group 1 is the default group.

Admin State

The administrative status of this port: Enable or Disable.

Oper Status

The operational status of this port: portUp or portDown.

119



Virtual Port Tab (XOS Devices)

Description
An alphanumeric string that describes the instance of this port.

MAC Address
The MAC address of this port.

Encapsulation
The kind of frames that are sent out this port. If translation is necessary, incoming frames are translated to
the format displayed here before being sent out this port. This field can display as:

Switch. Translations are governed by the vportSwitchTable.

Media Default. Translations are governed by the vportSwitchDefaultTable, which is indexed by media
type of port.

EthII-LLC. Valid only for Ethernet/Ethernet LANE ports, this translates all IPX encapsulations except
802.2 to Ethertype.

LLC. Valid for all media types, this translates all IPX encapsulations to 802.2 LLC.
Snap-LLC. Valid for all media types, this translates all [PX encapsulations except 802.2 LLC to SNAP.

EthlIl. Valid only for Ethernet/Ethernet LANE ports, this translates all IPX encapsulations including 802.2
to Ethertype.

Snap. Valid for all media types, this translates all [IPX encapsulations including 802.2 LLC to SNAP.

Bridge Protocol

The type of Bridge Protocol supported. For Ethernet ports, the default Bridge Protocol is Transparent.
Some non-Ethernet ports (such as Token Ring) can also have a Bridge Protocol of SourceRouting or
SRTransparent (Source Routing Transparent).

Bridge Mode
The Bridge Mode can display as AutoSwitch, ForceBridge, or ForceSwitch, as explained below:

AutoSwitch. The switch automatically switches the port between Optimized Device Switching mode and
Spanning Tree Bridge mode depending on the number of MAC addressees seen attached to the port.
Initially the port is placed in Optimized Device Switching mode, but once the switch detects more than one
MAC address attached to the port, it switches the port into Spanning Tree Bridge mode.

ForceBridge. The port acts as a standard Spanning Tree 802.1d bridge port. It forwards Spanning Tree
BPDU frames out the port. When frames are received, Spanning Tree BPDUs are processed, and Spanning
Tree dynamically controls the forwarding state. If flooding occurs, all frames destined for unknown MAC
addresses, broadcast addresses, and multicast addresses are sent to all ports on the same VLAN.

ForceSwitch. This mode is appropriate when only one MAC address, such as a file or mail server, is
attached to the port. Since only one device is attached, no Spanning Tree BPDUs are sent and the port is
always in the forwarding state. Unknown unicast frames are not flooded. However, if the port is set to
ForceSwitch and more than one MAC address or Spanning Tree BPDU is detected, the port is
automatically changed to a Spanning Tree Bridge port and an SNMP trap is generated to that effect.
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Manual Mode

This field displays the port's manual Spanning Tree status. Manual Spanning Tree configuration is
primarily designed to allow override of forwarding or blocking on ports regardless of their Spanning Tree
state (IBM Spanning Tree active or IEEE 802.1d Spanning Tree active). However, manual configuration of
Spanning Tree can also be used to enable IEEE 802.1d Spanning Tree on virtual ports that do not support
IBM Spanning Tree (such as Ethernet and FDDI ports). When such a port is present in a group that has
been assigned the IBM Spanning Tree algorithm, the switch automatically overrides the assignment and
does not run any Spanning Tree on the port. You can enable IEEE 802.1d Spanning Tree on such a port by
setting this field to Dynamic. This field can display:

Dynamic. Manual mode is disabled. Spanning Tree -- either IBM Spanning Tree or IEEE 802.1d Spanning
Tree, as appropriate -- is enabled. If this port is an Ethernet port in a Group that is assigned IBM Spanning
Tree, IEEE 802.d Spanning Tree will be enabled for this port.

OverrideFwd. Do not allow forwarding at this port.
OverrideBlock. Do not allow blocking at this port.

Switch Timer

When the Bridge Mode field (described above) displays AutoSwitch, the value in the Switch Timer field
defines the timeout period, in seconds, before a port operating in Spanning Tree Bridge Mode converts to
Optimized Device Switching Mode. When set to AutoSwitch, the port initially operates in Optimized
Device Switching Mode but switches to Spanning Tree Bridge Mode if more than one MAC address is
detected. The port will switch back to AutoSwitch mode after the timeout period displayed here. The
default value for this field is 60 seconds. When this field is set to zero (0), immediate switching between
the two modes occurs.

Flood Limit

The flood limit enables the "tuning" of a virtual port to limit the flooding of broadcast, multicast, and
unknown destination packets. This feature is useful for controlling broadcast storms on the network. While
each network is different, in general the amount of flooded traffic represents a relatively small percentage
of network traffic.

The flood limit is actually a "transmit credit" that is issued every five seconds. When a packet is flooded on
the port, the size of the packet, in bytes, is decremented from the current credit value. The credit value is
the value displayed in this field multiplied by five. An additional credit, of the value displayed in this field
multiplied by five, is allocated to the virtual port every five seconds. If the credit value falls below zero, all
flooded packets are discarded until another credit is allocated. Flood limit checking is disabled if a flood
limit value of zero (0) displays. The flood limit default value is 192,000 bytes per second, which equates to
a transmit credit of 960,000 bytes every five seconds.
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Interfaces Tab (XOS Devices)

The Interfaces tab provides status for all interfaces on the switch. This information is retrieved from the
MIB (Management Information Base) ifTable. Click once in any column header to display the Down
Arrow and sort table information in ascending order. Click a second time to display the Up Arrow and sort
in descending order. Each field is described below.

The Interfaces Tab

[ Device: NMS-test 148 (10.255.11.148)
[ General | Motules | SystemState | Emdronment | Prysical Port | Viual Port | Inferfaces | Statistics

Inferface Status Table psns| 2] = [ & [FEEH]
Irsdlesx Drestriplion Type | WTU | Speed | Physical Address
1]wnz254 FROP VIRTUAL | 1500] 960 Mbs|00 40 85 42 32 76 |-
2|pend |[ETHERMET-CSMAICD | 1500 10 Mbs|00 d0 85 .:L-::-:J{' [
1T |SOFTWARE-LOGP-BACH | 4084 10 Mbs)|
001211 106100Mb Ethemet CEMAICD interfate | ETHERMET-CSMACD 1518] 100 Wbe|00 00 85 529 20 |
3002|327 101 00Mb Ethemet CEMAICD inlerface |ETHERMET-CEMAICD | 1518 100 Mbs |00 0 85 6fal 31
3003|373 101 00Mb Ethemet CSMAICD interfae |[ETHERMET-CSMAICD [ 1518|100 Mbs|00 d0 85 5¢ a8 23
3004|374 1001 00Mb Ethemet CEMAICD inlérface  |ETHERMET-CSMAICD | 1518 100 Mbs|00 d0 95 5fad 23 {
F005 |35 1041 00Mb Ethemel CSMAICT interfacs [ETHERMET-CEMAICD | 1518 100 Mos[00 0 95 5f a8 34
006 | 36 1001 D0Mb Ethemet CEMAICD intefate | ETHERMET-CSMACD 1518|100 Wbe|00 d0 85 528 25 [
F007 |37 1001 00Mb Ethemel CSMATD inlerface |ETHERMET-CSMAICD | 1518|100 Mbs|00 d0 85 67 a8 76 |
3008|306 1001 00Mb Ethemet CSMAICD interfare |[ETHERMET-CSMACD [ 1518|100 Mbs|00 00 85 5¢ a8 27
3000 | 3% 1001 00Mb Ethemet CEMAICD inlérfate  |ETHERMET-CSMAICD | 1518) 100 Mbs|00 d0 95 6fad 28 |
3010301 0 1001 D0 Etherret CEMACD intarface |[ETHERNET-CEMAICD | 1518 100 Mos |00 a0 85 5f a8 39
011[2r11 1001 00Mb Etherreet CEMACD interface |ETHERMET-CSMACD 1518] 100 Mbs|00 00 85 5 a8 2a
3012|3012 1071 D0Mb Ethornel CEMACD interdface |ETHERNET-CEMACD | 1518|100 Mbs |00 d0 85 67 al 7b |
3013|3113 11001 00Mb Etherreet CEMACD interface |[ETHERMET-CSMAICD | 1518] 100 Mbs|00 40 85 5¢ a8 Zc
| 0143714 101 00Mb Ethernel CEMACD interface [ETHERMET-CEMAICD | 1518] 100 Wbs|00 d0 85 6739 20 |
4] | Lk
Update Hedp

Click Update to poll the switch and
refresh the screen with current
information.

Index
A unique value that identifies this interface.

Description
A textual description of the interface.

Type
The type of the interface, identified according to the physical or link protocol(s) immediately "below" the
network layer in the protocol stack.

MTU
The size, in octets, of the largest datagram that can be sent or received on this interface. This is the size of
the largest network datagram that can be transmitted on interfaces used for transmitting network datagrams.

Speed

An estimate of the interface's current bandwidth. Speed is displayed in bits-per-second if less than
1,000,000 bits-per-second. Speeds of 1,000,000 bits-per-second or greater are displayed in terms of Mbs
(megabits-per-second). If an interface does not vary in bandwidth, or if no accurate estimation can be made,
the nominal bandwidth is displayed in this field.
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Physical Address
The interface address at the protocol layer (the layer immediately "below" the network layer). This field
displays no value for interfaces that do not have such an address (for example, a serial line).

Admin State

The administrative state of the interface: Up indicates the interface is administratively enabled to pass
packets; Down indicates the interface is administratively disabled from passing packets; Testing indicates
the interface is in a test mode and no operational packets can be passed.

Oper Status

The operational state of the interface: Up indicates the interface is able to pass packets; Down indicates the
interface is not able to pass packets; Testing indicates the interface is in a test mode and no operational
packets can be passed.

Last Change
The amount of time since the interface entered its current operational state. This field will display a zero if
the current operational state was entered prior to the last reinitialization of the application.

Out Queue
The length of the output packet queue (in packets).
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RMON Statistics (XOS Devices)

The RMON Tab displays remote monitoring statistics for all Ethernet ports on the switch. Click once in
any column header to display the Down Arrow and sort table information in ascending order. Click a
second time to display the Up Arrow and sort in descending order. Each field is described below.

The RMON (Remote Monitoring) Statistics Tab

Deice: Unsat (10.255,12.112)
General | Modules | Systermn State | Environment | Piggical Port | Wineal Part Imerfaces | Sialistics
Statistic T;uhlm:: i i i i :
RMON | Bthemnet IF | CSMIF & ATMCell | Piysical Port | Vinlual Port

FMON Statistics Table pal 22 [&[EE]
Slot | Poet | Drog Events | Tutal Octets | Tolal Packets | Tobal Broadcast Pits. | Total Wullicas! PRls. | CRC Align
B 7 o 0 0 ] 0
Bl ® 0 D 0 0 0
KT 0] 1793212820 11146135 EARLE] 3095859
[] k|
Upiate || Help

Click Update to poll the switch and
refresh the screen with current
information,

Slot/Port
The slot and port for which statistics are displayed.

Drop Events

The total number of events during which packets were dropped by the probe due to lack of resources. Note
that this number is not necessarily the number of packets dropped; it is the number of times this condition
has been detected.

Total Octets

The total number of octets of data received, including those in bad packets (excluding framing bits but
including FCS -- Frame Check Sequence -- octets). This value can be used as a reasonable estimate of
Ethernet utilization. If greater precision is desired, the Total Packets and Total Octets fields should be
sampled before and after a common interval. In the equation below, the differences in the sampled values
are Packets and Octets, respectively, and the number of seconds in the interval is Interval. These values are
used to calculate the Ethernet utilization as follows:

Packets ™ (B.6 + 6.4) + (Octets * .8)
Interval * 10,000

Utilization =

The result of this equation is the value Utilization which is the percent utilization of the Ethernet segment
on a scale of 0 to 100 percent (per RFC 1757).
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Total Packets
The total number of packets (including bad packets, broadcast packets, and multicast packets) received.

Total Broadcast Pkts
The total number of good packets received that were directed to the broadcast address. Note that this value
does not include multicast packets.

Total Multicast Pkts
The total number of good packets received that were directed to a multicast address. Note that this value
does not include packets directed to the broadcast address.

CRC Align Errors

The total number of packets received that had a length between 64 and 1518 octets, inclusive (excluding
framing bits but including FCS octets), but had either a bad Frame Check Sequence (FCS) with an integral
number of octets (FCS Error) or a bad FCS with a non-integral number of octets (Alignment Error).

Undersized Pkts
The total number of packets received that were less than 64 octets long (excluding framing bits, but
including FCS octets) and were otherwise well formed.

Oversized Pkts
The total number of packets received that were more than 1518 octets long (excluding framing bits, but
including FCS octets) and were otherwise well formed.

Fragments

The total number of packets received that were less than 64 octets in length (excluding framing bits but
including FCS octets) and had either a bad Frame Check Sequence (FCS) with an integral number of octets
(FCS Error) or a bad FCS with a non-integral number of octets (Alignment Error). Note that it is entirely
normal for the value in this field to increment. This is because the Fragments field counts both runts
(which are normal occurrences due to collisions) and noise hits.

Jabbers

The total number of packets received that were longer than 1518 octets (excluding framing bits, but
including FCS octets), and had either a bad Frame Check Sequence (FCS) with an integral number of octets
(FCS Error) or a bad FCS with a non-integral number of octets (Alignment Error).

Note that this definition of jabber is different than the definition in [IEEE-802.3 section 8.2.1.5 (10BASES)
and section 10.3.1.4 (10BASE2). These documents define jabber as the condition where any packet
exceeds 20 ms. The allowed range to detect jabber is between 20 ms and 150 ms.

Collisions

The best estimate of the total number of collisions on this Ethernet segment. The value returned depends on
the location of the RMON probe. Section 8.2.1.3 (10BASE-5) and section 10.3.1.3 (10BASE-2) of IEEE
standard 802.3 states that a station must detect a collision, in the receive mode, if three or more stations are
transmitting simultaneously. A repeater port must detect a collision when two or more stations are
transmitting simultaneously. Thus a probe placed on a repeater port could record more collisions than
would a probe connected to a station on the same segment.
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Probe location plays a much smaller role when considering 10BASE-T. 14.2.1.4 (10BASE-T) of IEEE
standard 802.3 defines a collision as the simultaneous presence of signals on the DO and RD circuits
(transmitting and receiving at the same time). A 10BASE-T station can only detect collisions when it is
transmitting. Thus probes placed on a station and a repeater should report the same number of collisions.

Note also that an RMON probe inside a repeater should ideally report collisions between the repeater and
one or more other hosts (transmit collisions as defined by IEEE 802.3k) plus receiver collisions observed
on any coax segments to which the repeater is connected.

Pkts 64 Octets
The total number of packets received (including bad packets) that were 64 octets in length (excluding
framing bits but including FCS octets).

Pkts 65-127 Octets
The total number of packets received (including bad packets) that were between 65 and 127 octets in length
inclusive (excluding framing bits but including FCS octets).

Pkts 128-255 Octets
The total number of packets received (including bad packets) that were between 128 and 255 octets in
length inclusive (excluding framing bits but including FCS octets).

Pkts 256-511 Octets
The total number of packets received (including bad packets) that were between 256 and 511 octets in
length inclusive (excluding framing bits but including FCS octets).

Pkts 512-1023 Octets
The total number of packets received (including bad packets) that were between 512 and 1023 octets in
length inclusive (excluding framing bits but including FCS octets).

Pkts 1024-1518 Octets
The total number of packets received (including bad packets) that were between 1024 and 1518 octets in
length inclusive (excluding framing bits but including FCS octets).
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Ethernet Interface Statistics (XOS Devices)

The Ethernet I/F tab lists statistics for each Ethernet interface in the switch. Click once in any column
header to display the Down Arrow and sort table information in ascending order. Click a second time to
display the Up Arrow and sort in descending order. Each field is described below. Note that discontinuities
can occur in statistics values upon reinitialization of the system.

The Ethernet Interfaces Tab

Deice: Unset (1025013112
_General :Hmk.ules :Sj.rs:emglaie Ervdromrment Pvraical Part :'u'nnuaIF'nrl Irerfaces :Qlatis-m:s |
Statistic Tables:

FMON | EthernetIF | CSMLF | ATM Cell | Pinysical Port | Viniual Port |

Ethernat interface Statistics Tahle

Slat |
=

=4 | |er

| =g g =

| = || =

Pout |

b | = | = o0 e e o n e s ke | =

Slot/Port
The slot and port for which statistics are displayed.

Index

Irnes: | Type

5001 | ETHERNET-CoMAGD
5002 ETHERMET-CEWAICD

7001 | ETHERMET-CEMARCD |

7002 ETHERNET-CEMAICD

7003 ETHERMET-CSMAICD |

T004 | ETHERNET-CESWMANGD
7005 ETHERNET-CEMAICD

7006 ETHERMET-CERAICD |
7007| ETHERMET-CEMAICD

7008 ETHERNET-CEMAICD |
7009 ETHERMET-CEMAICD |
7041 0| ETHERMET-CEMAICD |
T 1 | ETHERMET-CEMA D |

7012 ETHERMET-CERACD

e
iﬂ"T“L Helo

Click Update to poll the switch and
refresh the screen with current
information.

A unique value that identifies this interface.

peus[ 2] & [EEH
R Dcbels | TwOcbeds | RoUnicast PR | T UnicastPris. | R MC
(1) 0 1] 8}
of 0| 0 i
[ 0| i 0
o 0 0] u}
1] 1) u] 0
1) 0 o] [u}
o 0 0 u}
i 0| i 7
i) i o] u}
0 0 i i
1) 0 1] [u}
o 0 1] u}
[l: [ i) [i]
i 0 1] u]}

Type. The type of the interface, identified according to the physical or link protocol(s) immediately
"below" the network layer in the protocol stack.

Rx Octets
The number of octets, or bytes, received on this interface.

Tx Octets
The number of octets, or bytes, transmitted from this interface.

Rx Unicast Pkts
The number of unicast packets received on this interface.

Tx Unicast Pkts
The number of unicast packets transmitted from this interface.
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Rx Non-Unicast Pkts
The number of non-unicast packets received on this interface.

Tx Non-Unicast Pkts
The number of non-unicast packets transmitted from this interface.

Rx I/F Discards
The number of frames received on this interface discarded due to lack of buffer space.

Tx I/F Discards
The number of frames that could not be transmitted from this interface due to lack of buffer space.

Rx I/F Errors
The number of frames received on this interface discarded due to errors.

Tx I/F Errors
The number of frames that could not be transmitted from this interface due to errors.

Unknowns
The number of frames received on this interface with an unknown protocol.
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CSM Interface Statistics (XOS Devices)

The CSM I/F Tab displays CSM interface statistics for a physical CSM port. Click once in any column
header to display the Down Arrow and sort table information in ascending order. Click a second time to
display the Up Arrow and sort in descending order. Each field is described below.

The C5M Interfaces Tab

Dace: Unssat (10.2595,12.112)

General | Modules | Systermn Siate | Emvironment | Physical Port | Vireal Port | Inlerfaces | Statistics
Statistic T;ahlns:: i i i i :
RMON ~ Ethermed [F | CSMLF & ATM Cell | Physical Port | Wrual Port

C5M Interface Siatistics Table 1|27 [ &R
Siot | Port | ReCells | TeCells | ReCells CLP=0 | ReCalls CLP=1 | Marked EFCICells | Marked GCRA Y
I 1 TA42TH4T| TA2T57H FA2THAT ] u]
a1 0| 0| 0 0 o
1 i I i i ]
a3 0 0 0 0 o
i« o 0| 0 0 o
i s 0 0 0 0 o
4 E I 0 0 0 o
i 7 i i i i i
4 8 0 0 0 0 o
I 0| 0| 0 0 o
8 3 0 0 0 0 o
] 3|

| Ll st | Helpy |
Click Update to poll the switch and

refresh the screen with current
information.

Slot/Port
The slot number of the CSM module and the port number for which statistics are displayed. Each row in
the table gives information for a single CSM port.

Rx Cells
The total number of cells received on this port since the last initialization of the switch. This count includes
all received cells (data, management, and discarded).

Tx Cells
The total number of cells transmitted from this CSM port since the last initialization of the switch. This
count includes all transmitted cells.

Rx Cells CLP=0

The number of ATM cells received on this port with the CLP bit set to 0. Cells with the CLP bit set to 0
(CLP=0) are high priority and cells with a CLP bit set to 1 (CLP=1) are low priority. Refer to ATM Traffic
Management, above, for further information.

Rx Cells CLP=1

The number of ATM cells received on this port with the CLP bit set to 1. Cells with the CLP bit set to 0
(CLP=0) are high priority and cells with a CLP bit set to 1 (CLP=1) are low priority. Refer to ATM Traffic
Management, above, for further information. Because of the switch's policing algorithms, there is a higher
probability of CLP1 cells being discarded than CLPO cells.
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Marked EFCI Cells

The number of ATM cells in which the Explicit Forward Congestion Indication (EFCI) bit is set. The EFCI
notification is used in conjunction with backward RM cells so that the destination can notify the source that
there is congestion on the path to the destination.

Marked GCRA Cells
The number of ATM cells marked by the policing GCRA for violating the traffic contract for CLP=0+1
cells.

Total Discard Cells
The total number of cells discarded at this interface due to congestion, policing, and cells with unknown
VPIs or VCls.

Dx Congestion CLP=0
The number of CLPO (high priority) cells discarded at this interface due to congestion.

Dx Congestion CLP=1
The number of CLP1 (low priority) cells discarded at this interface due to congestion.

Dx GCRA(A) CLP=0
The total number of CLPO (high priority) cells discarded at this interface due to policing on CLP=0+1 cells
by the first GCRA, or leaky bucket.

Dx GCRA(A) CLP=1
The total number of CLP1 (low priority) cells discarded at this interface due to policing on CLP=0+1 cells
by the first GCRA, or leaky bucket.

Dx GCRA(B) CLP=0
The total number of CLPO (high priority) cells discarded at this interface due to policing on CLPO cells by
the second GCRA, or leaky bucket.

Dx GCRA(B) CLP=1
The total number of CLP1 (low priority) cells discarded at this interface due to policing on CLP=0+1 cells
by the second GCRA, or leaky bucket.

Unknown VP/VC Cells

The number of cells received on this interface with a VPI/VCI (Virtual Path Identifier/Virtual Channel
Identifier) combination that does not correspond to the VPI/VCI combination of any virtual circuit on this
physical interface.

Unknown VPI

The last unknown VPI (Virtual Path Identifier) received; that is, the last VPI received on this interface that
does not correspond to the VPI of any virtual circuit on this interface. Please note that this parameter is not
currently supported.

Unknown VCI

The last unknown VCI (Virtual Channel Identifier) received; that is, the last VCI received on this interface
that does not correspond to the VCI of any virtual circuit on this interface. Please note that this parameter is
not currently supported.

UniType
The type of UNI (User-to-Network Interface) used on this interface. This field may display the following:
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Public. Public User-to-Network Interface. This interface is used for connections to public
ATM service carrier switches, such as those used by Telcos.

Private. Private User-to-Network Interface. This interface is used for private UNI
uplinks. Such a port would connect either directly to an ATM workstation, LAN switch,
or ATM attached router.

PNNI. This interface supports PNNI (Private Network-to-Network Interface) version 1.0
ATM routing, which includes support for a single peer group mapping. PNNI is a
dynamic routing protocol that is capable of establishing switched virtual connections
based on ATM End System requests. PNNI is also capable of managing connections that
use preconfigured static routes. Static routes are used by the Interim Inter-Switch
Signaling Protocol (IISP), which is an ATM static routing protocol.

IISP-Net. This interface supports an IISP (Interim Interswitch Signaling Protocol)
network connection. Typically an IISP interface would be part of an intermediate ATM
node that did not support the PNNI routing protocol, and would be used primarily for
establishing static routes using the IISP protocol. An IISP interface must be configured to
be either the user side or the network side. This is important because only one side of a
link can be the network side, which allocates all the Virtual Circuits.

IISP-USER. This interface supports an IISP (Interim Interswitch Signaling Protocol)
user-side connection. Please refer to IISP-Net, above, for further information on IISP.

UniVersion
The version of the UNI (User-to-Network Interface) used on this interface. The switch is compliant with
ATM Forum UNI specifications versions 3.0 and 3.1. This field may display the following:

UNI 30. This interface is compliant with ATM Forum UNI 3.0.
UNI 31. This interface is compliant with ATM Forum UNI 3.1.

UnilISP. This interface is compliant with IISP signaling. IISP can imitate UNI 3.0 or
UNI 3.1 signaling. Please refer to IISP-Net, above, for further information on IISP.

Rx Remaining Bandwidth
This field displays the remaining bandwidth available on this interface through which connections can be
created and cells can be received.

Tx Remaining Bandwidth
This field displays the remaining bandwidth available on this interface through which connections can be
created and cells can be transmitted.
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ATM Cell Statistics (XOS Devices)

The ATM Cell Tab displays ATM cell statistics for all ports on ASM submodules. You can view either
ATM Connection statistics or ATM Layer statistics. Note that the same fields display on the Connection
tab and the Layer tab. Click once in any column header to display the Down Arrow and sort table
information in ascending order. Click a second time to display the Up Arrow and sort in descending order.
Each field is described below.

The ATM Cell Tab

Dedice; Unset (10.255,13,112)
General | Modules | Systerm Siale | Ervinonment | Piysical Port Wirtual Part Imerfaces | Statistics
Statistic T;uhlm:: i i i . :
PMOM | Bthemmet F | CSMIF © ATMCell | Plesical Pont | Wintial Port

ATE Link=
Conmaction | Layer
ATM WOC Statistics Table fis| B &8
Shot | Forl | WCI | RxCells | TeCells | RxCell Discards | TeCall Discards | R Cell Ermors | Te Call Ernors
] 1 S| FV1ZI2RT IEIRT09 a 1) o 0
2 16 0] 3mmr 1] J]
3 75 [i] 13 1] [i] 1] 0
2 il il 19 a a o 0
[ b
| Umiate || Help

Click Update to poll the switch and
refresh the screen with current
information,

Connection or Layer Statistics

Slot
A unique value which identifies this hsm board slot.

Port
A unique value which identifies this atm submodule.

VCI (Connection statistics only)
A unique identifier associated with the virtual channel.

Rx Cells
The total number of cells within a SDU (service data unit) that were successfully received.

Tx Cells
The total number of cells within a SDU (service data unit) that were successfully transmitted.
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Rx Cell Discards
The total number of receive cells discarded due to SDU discards. When an SDU is discarded, the cells that
compose the SDU are counted and this statistic is incremented accordingly.

Tx Cell Discards
The total number of transmit cells discarded due to SDU discards. When an SDU is discarded, the cells that
compose the SDU are counted and this statistic is incremented accordingly.

Rx Cell Errors

The total number of cells within receive SDUs that had one or more of the following errors: invalid format,
frame larger than the Rx buffer, frame larger than the maximum size allowed on this virtual connection,
invalid size, or CRC errors. For each SDU with errors, the number of cells within that SDU are counted and
this statistic is incremented accordingly.

Tx Cell Errors

The total number of cells within transmit SDUs that had one or more of the following errors: invalid
format, frame larger than the Rx buffer, frame larger than the maximum size allowed on this virtual
connection, invalid size, or CRC errors. For each SDU with errors, the number of cells within that SDU are
counted and this statistic is incremented accordingly.

Rx Cell No Buffers
The total number of receive cells that were discarded due to insufficient space in the frame buffer. Note that
the cells counted in this statistic are not included in the Discard statistic.

Tx Cell No Buffers
The total number of transmit cells that were discarded due to insufficient space in the frame buffer. Note
that the cells counted in this statistic are not included in the Discards or Errors statistic.

Rx Cell Trash

The number of cells that never left the ATM physical layer. These cells were discarded by the SAR buffer
due to a lack of reassembly buffer space. Note that the cells counted in this statistic are not included in the
Discards or Errors statistic.
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Physical Port Statistics (XOS Devices)

The Physical Port Tab displays statistics for all physical ports on the switch. Click once in any column
header to display the Down Arrow and sort table information in ascending order. Click a second time to
display the Up Arrow and sort in descending order. Each field is described below.

The Physical Port Tab

Denices Unset (10.255,11.112)
General | Modules | Syslem Stale | Ermdronment | Physical Pon | Vinual Port | interfaces | Statistics

Statistic Tables:
RMON | Etheret(F | CSMUF | ATMCell | Physical Part | Virtual Port
Physical Part Statstics Table _ _ brs7| 2] (& ER
Siol | Pol | ReFrames | TeFrames | By Ocbels | TeOcteds | ForUnicast Pkis | Te Unicast Pkls | R Noa-Unic
8 3z 0| | | 0| [ [ -
] i ] [ 0 i i
a4 I I D 0 0 0
8| 5 0| 0| | 0| 0 0
8 & 0 0 0 i 0 0
a7 ] 1] BE| 026 | 0 3
i & i 1] [ | i i
a3 I i D 0 0 0
8 10 0| | | 0| 0 0
a1t 0 I D i 0 i
8 12 1'7JE=9[I_ _'-57531_ 1933236 | -1[!3I]'1|:I|_ BEE409 2SEEI0 1
T 0 | i | 0 0 =
o o o e E = 8
o
Click Update to poll the switch and
refresh the screen with current
information.
Slot/Port

The slot and port for which statistics are displayed.

Rx Frames
The number of frames received on this port.

Tx Frames
The number of frames transmitted from this port.

Rx Octets
The number of octets, or bytes, received on this port.

Tx Octets
The number of octets, or bytes, transmitted from this port.

Rx Unicast Pkts
The number of unicast packets received on this port.

Tx Unicast Pkts
The number of unicast packets transmitted from this port.
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Rx Non-Unicast Pkts
The number of non-unicast packets received on this port.

Tx Non-Unicast Pkts
The number of non-unicast packets transmitted from this port.

Rx Buffer Discards
The number of frames received on this port discarded due to lack of buffer space.

Tx Buffer Discards
The number of frames that could not be transmitted from this port due to lack of buffer space.

Rx Error Discards
The number of frames received on this port discarded due to errors.

Tx Error Discards
The number of frames that could not be transmitted from this port due to errors.
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Virtual Port Statistics (XOS Devices)

The Virtual Port Tab displays statistics for all virtual ports on the switch. Click once in any column header
to display the Down Arrow and sort table information in ascending order. Click a second time to display
the Up Arrow and sort in descending order. Each field is described below.

The Virtual Port Tab

Deice: Unset (1025013112
General | Modules | Systermn Siate | Emvironment | Physical Port | Vireal Port | Inlerfaces | Statistics

Statistic Tahles:
RMON | EthemetIF | CSMLF | ATM Call | Physical Fort | Vinual Port
Mirtual Port Statistics Table _ _ _ koso| 2] [ & [EE]
Slot | Port | Serdce | Instance | NWumber | Group | ReFrames | ToFrames | RwOcbels | TeOcbeds | Rx Uni
¥ 1 |oridge 1 48 ] 0 ] 0 o =
2 1|oridge 7 4| B | g o o
[ 1|oridge i Fil L 0] 0 1) )
s 2|oridge 1 3 [ [ [ [
T 1| bridge 1] 1] o) ) 1] 1|
T 2 |bridge 1 L] 0 0 1] 0
7| 3|oridge 1 6 0 0| 0 0|
i 4[bridge 0] [ 1] 0]
7| 5|oridge 5 0 [ 0 [
Eil G |bridge i 9] o) o) 1] 1]}
7| 7|ondge 1 10 1 0 0 i [
7| |oridge 1 11 1 o o 0 o
¥ 4|bridgn Fi 1 0 0 1] [\
7l 10[bridae 3 1 i 0 0 0 b
L] | | L]
| Ueiate Hizlpy
Click Update to poll the switch and
refresh the screen with current
information.
Slot/Port

The physical slot and port numbers for this virtual port instance.

Service
The function of this virtual port: Router, Bridge, Trunk, AtmTrunk, AtmLANE, etc.

Instance
The specific instance of this Slot/Port/Service. For most interface types the instance will always be 1.
ATM-connected ports are an exception.

Number
A unique number that identifies this virtual port instance within the physical switch.

Group
The Group to which this port belongs. Group 1 is the default group.

Rx Frames
The total number of frames received on this port since the last time the switch was initialized.

Tx Frames
The total number of frames transmitted from this port since the last time the switch was initialized.
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Rx Octets
The total number of Octets, or bytes, received on this port since the last time the switch was initialized.
This statistic includes the data and Frame Relay header fields, but does not include CRC or flag characters.

Tx Octets
The total number of Octets, or bytes, sent on this port since the last time the switch was initialized. This
statistic includes the data and Frame Relay header fields, but does not include CRC or flag characters.

Rx Unicast Pkts
The total number of subnetwork unicast packets received from this port.

Tx Unicast Pkts
The total number of subnetwork unicast packets transmitted from this port.

Rx Non-Unicast Pkts
The total number of non-unicast packets received from this port.

Tx Non-Unicast Pkts
The total number of non-unicast packets transmitted from this port.

Rx Buffer Discards
The number of inbound frames discarded from this port due to overruns of the receive queue.

Tx Buffer Discards
The number of outbound frames discarded from this port due to overruns of the transmit queue.

Rx Error Discards
The number of inbound frames discarded from this port due to errors.

Tx Error Discards
The number of outbound frames discarded from this port due to errors.

Flood Limit Discards
The number of outbound frames discarded from this port due to the flood limit being exceeded.
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General Tab (6024 Devices)

The General tab for 6024 devices provides general system information, as explained below. To change a
configurable parameter, edit the field as desired and then click Apply to write the change to the switch. All
changes take effect immediately.

The General Tab

Device: Omnistack 6024 (10.255.11.15)
General || Poris | interfaces |

Sy
Mame: | Drmnigtack 6024 | Deseription: [akeaiel rnnigiack G024
Location: [FMS Lab Coritact: |

U Tienee 24 darys 1 8 hours 30 manutes 9 seconds

| gey | Update || el |

T

Click Update to poll the switch and
refresh the screen with current
information.

Click Apply to write changes to the switch.
All changes take effect immediately.

Name
A user-defined name for this switch.

Description
A description of the switch as defined by the manufacturer.

Location
A user-defined description of the switch's physical location.

Contact
A user-defined parameter stating who is responsible for this switch.

Up Time
The period of time that has elapsed since the switch was last rebooted.
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Interfaces Tab (6024 Devices)

The Interfaces tab provides status for all interfaces on the switch. Click once in any column header to
display the Down Arrow and sort table information in ascending order. Click a second time to display the
Up Arrow and sort in descending order. Each field is described below.

The Interfaces Tab
DmAce: OmmStack G024 (10.255.11,147)
| Genorsl | Ports | intorfacas |
Irterface Status Tabie }_ AP=YLHEE]
(ndex | Description | Tipe I M [ Speed [ Physical Address | m;.-m Oper. s |
1 Ethemet 1I00ME_ ETHERNET-CEMACD | 1500, 100Mbs|00 594 Sa562931 |up
7 Ethgmgt IVI00ME | ETHERNET-CEMATCD | 1500, 100 Mbs |00 04 52 58 79 22 |up _-::r-m
3 Eernot | GN0OME  ETHERNET-CEMACD | 1500) 10 Mbs |00 84 50 4625 23 |up |corem
4 Etharnet 10VI00ME | ETHERMET-CEMAICD | 1500] 10 Mbs |00 04 £a 58 78 78 |up deram
5 Ethgrnet 101 00ME | ETHERMET-CEMAICD | 1500 100 Mbz |00 84 5a 58 38 25 |up |up
6 Ethermat 10100ME  ETHERMET-CEMACD | 1500) 10Mbs00 94 Sa 562926 |up | 3w |
7 Ethernat |G00ME  ETHERNET-CEMAGD | 1500) 100 Mbs 00 94 5a 5628 27 |up un
8 Eihernet | OA00ME  ETHERNET-CEMACD | 1500] 100 Mbs |00 84 5a 58 78 28 |up up
0 Efhemet 10100MB | ETHERNET-CEMATCD | 1500 100 Mb=/00 84 52 53 79 20 |up e
10 Etharnet | MDOME  ETHERNET-CEM&CD | 1500 100Mbs/00 54 53 56 79 23 _|up lup
11 Ethemat TOMO0ME ETHERMET.CEMACD | 1500 100Mbs!00 94 53 5838 70 |up down
12 Ethernet 10M0OME | ETHERNET-CEMAICD | 1500] 100Mbs 0084 525839 2c |up |um
11 Efhernet {0M0OME  ETHERMET-CEMAICD | 1500 |0Mbs|00 84565029 24 |up diram
14 Ethernet | 0OME  ETHERMET-CEMACD | 1500  10Mbs 00 04 5356 23 26 |up | o
15 Ethernet | MOIME  ETHERNET-CEMACD | 1500 10Mbs 0054 53 5629 2 |up | 3o
16 Etharnat 10M0OME | ETHERNET-CEMAGD | 1500) 10 Mbs |00 84 5a 5625 30 |up |down
17 Ethatnet 10M00ME | ETHERMET-CEMAICD | 1500] 100 Mbe /00 84 5558 7931 |up v
18 |Ethemet 1 0M0OME  ETHERMET-CEMACD | 1500/ 100 Mbs/00 8453583932 |up |up
19 Ethernat | MOOME | ETHERNET-CEMACD | 1500,  10Mbs|00 54 53 56 39 33 _|up |
[l T e I bI'_
oy |

Click Update to poll the switch and
refresh the sereen with current
information.

Index
A unique value that identifies this interface.

Description
A textual description of the interface.

Type
The type of the interface, identified according to the physical or link protocol(s) immediately "below" the
network layer in the protocol stack.

MTU
The size, in octets, of the largest datagram that can be sent or received on this interface. This is the size of
the largest network datagram that can be transmitted on interfaces used for transmitting network datagrams.

Speed

An estimate of the interface's current bandwidth. Speed is displayed in bits-per-second if less than
1,000,000 bits-per-second. Speeds of 1,000,000 bits-per-second or greater are displayed in terms of Mbs
(megabits-per-second). If an interface does not vary in bandwidth, or if no accurate estimation can be made,
the nominal bandwidth is displayed in this field.

Physical Address
The interface address at the protocol layer (the layer immediately "below" the network layer). This field
displays no value for interfaces that do not have such an address (for example, a serial line).
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Admin State

The administrative state of the interface: Up indicates the interface is administratively enabled to pass
packets; Down indicates the interface is administratively disabled from passing packets; Testing indicates
the interface is in a test mode and no operational packets can be passed.

Oper Status

The operational state of the interface: Up indicates the interface is able to pass packets; Down indicates the
interface is not able to pass packets; Testing indicates the interface is in a test mode and no operational
packets can be passed.

Last Change
The amount of time since the interface entered its current operational state. This field will display a zero if
the current operational state was entered prior to the last re-initialization of the application.

Out Queue
The length of the output packet queue (in packets).
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Ports Tab (6024 Devices)

The Ports tab devices provides information on the physical ports on the switch. Click once in any column
header to display the Down Arrow and sort table information in ascending order. Click a second time to
display the Up Arrow and sort in descending order. Each field is described below.

The Ports Tab

| Device; OmeiStack G024 (10.255.11.947)

| General | Poris | iterfaces. | -
| Port Infoamation Table _ i g R A EEH
Unitld | Portla | PortType | Adenin Spes and Mode | Oper Speed and Mode | Admin Flow Conlrol | Opsrf |
i 1 hundredB sEsTH |audoNogotiation | fullDrupléx 00 disahled |nonE |
1 2 hundredBaseT® | autoNegotiation fullDupbext G0 disabled nong |
i 3 hungredBapeTH | autoMogoliation hasTiuploxi 0 digabled nang |
1 4 hundiedBaseTe | aoNegoliation :hA‘DI.DIEI'I[I |disabled none |
1 S hundredBazeT  auloMegolistion fullDuphex! 00 (digabled none |
1 6 hundiedBaseTE | autoMegoliglion haaDplax disabled L]
1 7 hundiedBazeTe  auloNegolislion fullDupbex] 0O digabled nore |
1 B hundedBazeT  auloMegolishon haDuwplexi 00 digabled nane
1 9 hundiedBaseTH | autoMegolialion fuillDaipheac! 00 digabled none |
i 10 hundiedBaseTy | auloMegolialion TullDuiplex 00 disabled Ao
i 11 hundiedBaseTy  autoMegolistion _I'uIII:'upIe.l:II:II:I digabled nans
i 12 hundredBaseTy | autoNegolialion _1uIIDupIuIDI] |disabled none
i 13 hunddBasaT | autoMagalialion _h.\‘buplur'll] |digabled |nana
1 14 hundedBaseTH | autoMegoliation hasDieploxi 0 disablied nong
1 15 hundredBaseTH | avtoMegaliation |haf Dl (digablad nong =
e L LE heindhoud Bl oo n T OO, ]
_qI e et [ i o s e LI )
Update || Hew |

Click Update to poll the switch and
refresh the screen with current
information.

Port ID
An ID number that identifies the port within this switch.

Port Type
The type of the port.

Admin Speed and Mode

The speed and duplex mode to which the port is set administratively. The value in this field may be
halfDuplex1000 (1000 Mbps and half duplex mode), fullDuplex1000 (1000 Mbps and full duplex mode),
or autoNegotiation (allow the switch to negotiate duplex mode and speed with the other end of
connection).

Oper Speed and Mode
The speed and duplex mode at which the port is actually operating. The value in this field may be
halfDuplex1000 or fullDuplex1000.

Admin Flow Control

The administrative state of flow control for the port: either enabled or disabled. When flow control is
enabled, and the port is operating in halfDuplex mode, the backPressure flow control mechanism is used.
When flow control is enabled, and the port is operating in fullDuplex mode, the IEEE 802.3x flow control
mechanism is used. Flow control can eliminate frame loss by "blocking" traffic from end stations or
segments connected directly to the switch when switch buffers fill.
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Oper Flow Control
The type of flow control the port is actually using during operation. This field may display the following
values:

backPressure. The backPressure flow control mechanism is in use. The backPressure
flow control mechanism is used when flow control is administratively enabled and the
port is operating in halfDuplex mode at 1000 Mbps.

dot3xFlowControl. The IEEE 802.3x flow control mechanism is in use. The IEEE
802.3x flow control mechanism is used when flow control is administratively enabled
and the port is operating in fullDuplex mode at 1000 Mbps.

none. Flow control is disabled.
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General Tab (6100 Devices)

The General tab for 6100 devices provides general system information and general chassis information, as
explained below. To change any configurable parameter, edit the field as desired and then click Apply to
write the change to the switch. All changes take effect immediately.

The General Tab

Duric: tost (10.255.11.224)
| Gersir al Paorts | Inberfaces |

Syraterm
Name: | Test Descriptione Alcabel CmniStack 6124
Locatian: | Lab Contact: | John =-4679
Up Time: 15 days 4 hours § minubes 47 Second ARAP: Aot -
Cliassis iformation Tabbe ] oS | B3E [P |
Unit1d | Hardware Vergion | Firmwane Version | Apent Hardware Viersion | Agend Finrare Version |
1%4.0 V1.2 W20 (BS0 CPL Wa40.31

| Oppdy | Update | Help |

Click Update to poll the switch and
refresh the screen with current
information.
Click Apply to write changes to the switch.
All changes take effect immediately.

System Parameters

Name
A user-defined name for this switch.

Description
A factory-defined description of the switch.

Location
A user-defined description of the switch's physical location.

Contact
A user-defined statement identifying the person or organization responsible for the switch.

Up Time
The period of time that has elapsed since the switch was last rebooted.
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AMAP

Set this field to Active or Inactive to enable or disable the AMAP protocol on this switch. By default,
AMAP is enabled. AMARP is a proprietary protocol that learns the connections and links between switches
in the list of All Discovered Devices. This information is used to create a graphical display of network links
when a network region or subnet is viewed. If you disable AMAP, this switch's connections and links will
not be displayed.

Chassis Information Parameters

Unit ID
An ID number that identifies the switch.

Hardware Version
The hardware version of the main board.

Firmware Version
The version of the firmware on the main board.

Agent Hardware Version
The hardware version of the agent board.

Agent Firmware Version
The version of the firmware on the agent board.

POST Code Version
The version of the POST (Power On Self Test) code on the agent board.

Port Count
The total number of ports on the switch, including expansion slots.

Power Status
Indicates whether the switch is using internalPower, redundantPower, or both internal AndRedundantPower.

Expansion Slot 1
The type of module installed in Expansion Slot 1. If no module is installed, notPresent displays.

Expansion Slot 2
The type of module installed in Expansion Slot 2. If no module is installed, notPresent displays.

Role in System
Indicates whether the switch is functioning as the master, backupMaster, or slave.
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Interfaces Tab (6100 Devices)

The Interfaces tab provides status for all interfaces on the switch. Click once in any column header to
display the Down Arrow and sort table information in ascending order. Click a second time to display the
Up Arrow and sort in descending order. Each field is described below.

The Interfaces Tab

Danvicar; st (10L265.11.224)

General | Ports | Interfaces |

Errtmacastams Tabsa Boes | R & |54 EH
Index | Deseriplion | Type MTU | Speed | Physical Address | Admin
1 Ethemet 10/ 10ME_|ETHERMET-CSMACD | 1500, 10 Mbs|00 301 151aal [up -
2 Ememet 10/ 00MB_|[ETHERMET-CEMACD | 1500 10Mbs|00 307 151aa2 [up
3 Ethemat 1011 10ME |[ETHERMET-CSMAGD | 1500] 10 Mbs[00 3011 15133 [up
4 Ethemet 101 00MB_|ETHERMET-CEMACD | 1500 10Mba[00 301 151534 [up
5 Ethermet 107 00ME | ETHEAMET-CEMACD | 1500] 100 Mbs[00 307 15 1aa5 |up
& Eemet 10/ 00ME_|ETHERMET-CSMACD | 1500] 10 Mbs[0030m 151aa6 |up
7 Etemel 101 00MB |[ETHERMET-CEMAICD | 1500 10 Mbs[00 301 151847 [up
& Ethemat 1 071 00ME_|ETHERMET-CEMACD | 1500] 10 Mbs[00 3071 151aa8 |up
9 Emermet 10/100ME |ETHERMET-CEMACD | 1500] 100Mbs[0030M 151248 |up
10 |Etherrot 1 01 00ME_|[ETHERMET-CEMACD | 15000 10 Mbs[0030M 161aaa |up
11 |Ethemet 101 0OME_|ETHERNET-CSMACD | 1500]  10Mbs[00307 151aab_[up
12 [Efemet 101 00ME_|ETHERNET-CEMAICD | 1500 10Mbs|0030T 15 1aac |up
13 |Ethemet 101 0OME_[ETHERMET-CSMATCD | 1500]  10Mbs[003071 151350 [up
14 [Efiemat 10/ 00ME |ETHERNET-CEMAICD | 1500 100 Mbs[0030T 151838 |up
15 Eteamet 1 111 0OME_|ETHERMET-CEMATGD | 1500 100 Mbs[00 307 16 1aal  |up
16 |[Ethemet 1011 00ME_|ETHERMET-CSMAICD | 1500]  10Mbs[00307T 151800 [up
17 [Etferiet 101 00ME_|ETHERMET-CEMAICD | 1500 10Mbs[0030T 15 1ab1 [up
18 [Ethemet 1 01 0AME_|ETHERMNET-CSMACD | 1500]  10Mbs[003071 151ab [up |
19 |Eiemet 101 00ME |ETHERMET-CEMAICD | 1500 10Mbs[0030T 151ab3 |up -
4] ] ]
e e
L

Click Update to poll the switch and
refresh the screen with current
information.

Index
A unique value that identifies this interface.

Description
A textual description of the interface.

Type
The type of the interface, identified according to the physical or link protocol(s) immediately "below" the
network layer in the protocol stack.

MTU
The size, in octets, of the largest datagram that can be sent or received on this interface. This is the size of
the largest network datagram that can be transmitted on interfaces used for transmitting network datagrams.

Speed

An estimate of the interface's current bandwidth. Speed is displayed in bits-per-second if less than
1,000,000 bits-per-second. Speeds of 1,000,000 bits-per-second or greater are displayed in terms of Mbs
(megabits-per-second). If an interface does not vary in bandwidth, or if no accurate estimation can be made,
the nominal bandwidth is displayed in this field.

145



Interfaces Tab (6100 devices)

Physical Address
The interface address at the protocol layer (the layer immediately "below" the network layer). This field
displays no value for interfaces that do not have such an address (for example, a serial line).

Admin State

The administrative state of the interface: Up indicates the interface is administratively enabled to pass
packets; Down indicates the interface is administratively disabled from passing packets; Testing indicates
the interface is in a test mode and no operational packets can be passed.

Oper Status

The operational state of the interface: Up indicates the interface is able to pass packets; Down indicates the
interface is not able to pass packets; Testing indicates the interface is in a test mode and no operational
packets can be passed.

Last Change
The amount of time since the interface entered its current operational state. This field will display a zero if
the current operational state was entered prior to the last re-initialization of the application.

Out Queue
The length of the output packet queue (in packets).
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Ports Tab (6100 Devices)

The Ports tab provides information on the physical ports on the switch. Click once in any column header to

display the Down Arrow and sort table information in ascending order. Click a second time to display the
Up Arrow and sort in descending order. Each field is described below.

The Ports Tab

Dundice: tost (10,256.11.224)

General | Ports | Interfaces |

5-’0'1 Infarration Table

pvze R 2 [S[EIE

Unitld | Potld |  PodType | AdminSpeed and Mode | Oper Speed and Mode | Admin Floy

1 1 hundredBasaTy | sutokagotiszion Ihalf[,.lplei'lt enablad =
| 2 hungredBaseTy | sulzhegolisbon | haiuplexd 0 |Enabled

1 g_hL-"lE"E‘ﬂH asaTy |sutoMepolizbon |haDuplax enahled

1 4 hundredBasaTy | sulokagolistion halDupdes 0 enabled

1] ﬁ:hlinr."rﬂE:u:uT.!'! | autohiegoliabon :flllll':ll.:lll'xll.'ll'f |enabled

1 G| hundnedBasaTH | sutoMagotiabon .halﬂ: uple] O enabled

1 7 | hundredBageTy | aulsbegolisbon | Dl O |enabled

1 3_hL-"IG"E‘UE asaly | suloHapolizbon _halfL: Ik [ enahled

1 1| hundredBasaTy | sutohagoliaton TullDuglesd 00 enabled

1) i .:I:hl:n'll‘."n"l‘ln asaTy :.'I:IInhl:EIJII.'I'. an :h.'-ll'l'f.lr-luﬂ[. | @nabled

1 11 hundredBasaTy | sutoMasolizbon Ihalﬂ: upte 0 enablad

1] 1 E_num:-r.-uE ageTH IE ulahagoliaton _Ildll'[‘ uplext |enabled

1 13| hundredBasa T | flDupheed 00 | plax O enabled

1 14 hundredBazeTy | WlDuplexd 00 TullDuglexd A0 enabled

1) 1 S:hl:m;:"pﬂE asaT :r,r:llpr.r_:gulla‘. an :flllll':ll.nluxll',ll: |enabled —
1 16 |hundnedBasaTH | sutohagotistion .half[: ke O enabled

1] i ."'_huru."l.-uE 50Ty _uuluh apiliabor _Iull'[‘ wip i1 0 |enabled |

1 18 hundredBasaTy |sutohagolizion | hatTupex 0 enabled | |
1 19 |hundredBaseT | sulohegoliabon haluple enabled bl

[4] | [*

Cipos ][ e

Click Update to poll the switch and
refresh the screen with current
information,

Port ID
An ID number that identifies the port within this switch.

Port Type
The type of the port.

Admin Speed and Mode

The speed and duplex mode to which the port is set administratively. The value in this field may be
halfDuplex1000 (1000 Mbps and half duplex mode), fullDuplex1000 (1000 Mbps and full duplex mode),
or autoNegotiation (allow the switch to negotiate duplex mode and speed with the other end of
connection).

Oper Speed and Mode
The speed and duplex mode at which the port is actually operating. The value in this field may be
halfDuplex1000 or fullDuplex1000.
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Admin Flow Control

The administrative state of flow control for the port: either enabled or disabled. When flow control is
enabled, and the port is operating in halfDuplex mode, the backPressure flow control mechanism is used.
When flow control is enabled, and the port is operating in fullDuplex mode, the IEEE 802.3x flow control
mechanism is used. Flow control can eliminate frame loss by "blocking" traffic from end stations or
segments connected directly to the switch when switch buffers fill.

Oper Flow Control
The type of flow control the port is actually using during operation. This field may display the following
values:

backPressure. The backPressure flow control mechanism is in use. The backPressure
flow control mechanism is used when flow control is administratively enabled and the
port is operating in halfDuplex mode at 1000 Mbps.

dot3xFlowControl. The IEEE 802.3x flow control mechanism is in use. The IEEE
802.3x flow control mechanism is used when flow control is administratively enabled
and the port is operating in fullDuplex mode at 1000 Mbps.

none. Flow control is disabled.
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General Tab (6200 Devices)

The General tab for 6200 devices displays general system information and specific chassis information. It
also enables you to start and stop the AMAP protocol and to save and synchronize switch configuration
files. You can change any configurable parameter by editing the field desired and then clicking Apply to
write the change to the switch. All changes take effect immediately.

The General Tab

DminiWista 2500 - Application: Topolegy Window:0 e giﬂ
Fibe Applcations  View Swilches Help
moES [ owax 337 @l 1026611123 || =

Device: 6200_Stack_of_B (10.255.11.123)
| General | Modules | Plysical Porl | Ierfaces | Statistics | Link Agg | Link Agy Poris | System State

| System
Mamez |6200_Stack_of_& | Description: OmniStack LS 6300
| Location: [MHS_Eaboratorny | Contact: i'.:'a'f.’?.r‘.s.h.‘-’.‘."?"!*t'?.
Up Time: 3 rrinutes 45 seconds ABAAP: [Acthve -'_:
| Configuration
Rumning Frome mastar unit i 1 Save Configuration: ||
| Synchronization State: Need Symchronize Synchronize Stack: | |
Chassis Information Table _ r=YICEEs
I Prirming ChiW LInit 1D ] Board Temp ("C) | _Sengor Slalus |
| master 1 1§ _Ojunavailable
{backup 1 : 0| unavallable

_ [_aowy || uptote || b |
= i }

I
Click U to poll the switch
and refresh the screen with

current information.

Click Apply to write
changes fo the switch.

System Parameters

Name
A user-defined name for this switch.

Description
A factory-defined description of the switch's software.

Location
A user-defined description of the switch's physical location.
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Contact
A user-defined statement identifying the person or organization responsible for the switch.

Up Time
The period of time that has elapsed since the switch was last rebooted.

AMAP

Set this field to Active or Inactive to enable or disable the AMAP protocol on this switch. By default,
AMAP is enabled. AMAP is a proprietary protocol that learns the connections and links between switches
in the list of All Discovered Devices. This information is used to create a graphical display of network links
when a network region or subnet is viewed.

Configuration Parameters

The fields in the section are used to save the configuration files, and synchronize the switches in a stack
(stacked configurations only) .

Configuration

Funning Frome mastar unit 1001 Save Condiguration:

Synchronization State: Meed Synchronize Synchronize Stack:

Running From
Displays the unit in the stack which is acting as the Master.

Save Configuration
Issues a "Save Configuration" command to the device to save the configuration files.

Synchronization State (Stacked Configuration Only)
Displays the synchronization state for a stacked configuration (Synchronized/Need Synchronize). This field
is only visible in stacked configurations.

Synchronize Stack (Stacked Configuration Only)

Issues a "Synchronize Stack" command to synchronize the image files (and boot files, if necessary) of all of
the devices in a stack This checkbox is activated if the Synchronization State is "Need Synchronize" (a
new switch was added to the stack, new image files were added to the master). This command copies the
latest image files to the working directory on each switch in the stack. To activate the new image files you
must re-boot the Master Switch from the working directory by right-clicking on the switch in the device
tree and selecting Reboot>From Working. This field is only visible in stacked configurations.

Note: This command does not synchronize configuration files between the master and backup devices.
Configuration files are automatically synchronized each time a new command is issued by the user. The
master unit synchronizes both the running (RAM) and startup configurations (static).

Chassis Information Parameters

Chassis Informistion Table S
Prirmany Ok Linit 1D Board Temp (“Ch Sansar Slatus

meastar | 1 O navallable

backup 2 0 |wnavailable
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Primary CMM
This field identifies the switch that is currently functioning as the primary CMM. In a stacked
configuration, the primary switch is identified as "Master", the secondary switch is identified as "Backup".

Unit ID
The role of the switch in the stack. "1" identifies the Master switch, "2" identifies the Backup switch (if
applicable).

Board Temp (Degrees Celsius)
The current reading of the board temperature sensor, in degrees Celsius, for this chassis.

Sensor Status
Sensor status of the Master and Backup (if applicable) switches in the stack.

Note: Not all fields display for all devices. If a field is not applicable to a device it is not
displayed.
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Modules Tab (6200 Devices)

The Modules tab lists the hardware modules installed in the switch. Click once in any column header to
display the Down Arrow and sort table information in ascending order. Click a second time to display the
Up Arrow and sort in descending order. Each column is described below.

The Modules Tab

Device: G200_Stack_of B (10L255.11.123)
| General | Modules | PhysicalPort | ierfaces | Statistics | Link Agg | Link Agg Pors | System State |
2w Module Tabile _ pa &5
siot | MNarng | Type | Description | HwRevsion | SeriaNumber | Fwversion | SwiRevision
1{0OmniStack LS 6224L0 |backup | Alcatel 24F+4G fiber|00.0:0.02 | G205001 3 1100101 11.0.2.36
3|BmniStack LS 63340 |master | Alcatel 38F+40 fber|B0.00.03 63050012 [1.0041 10238
3[OmniStack LS 6212F |slave | Alcatel 12F =40 wih POE|DD00.04  |03154973 10011 [1.0.2.38
2[OmniStack LB B213F [slave | Alealel 12F+4Gwah POE[D0 0004 |G3154867 10041 [10238
5| OmniStack LS 622410 |slaws Alcatel 24F+ 4G Sher | X0000.02 GA050024 1.0.0.91 1.0.2.38
B{OmniStack LS 6224  |slawe | Alcatel 24F +40 Non PoE|G0000.01 |F 2850354 11.0.0.11 |1.0.2.38
7|OrnniStack LB 63340 |slawe | Alcatel J8F+40 ber|B0.00.02 53050018 [1.0.041 10236
8[OrniStack LS 6224P [slave | Alcalel 24F+43 wilh PoE |00 00.01 [EEGE] 10001 [1.0.2.38
Uipdate Hilp
Slot

The slot in which the module is installed.

Name
The name of the module

Type
The factory-defined physical type of the module.

Description
A description of the module.

Hw Revision
The current revision level of the module hardware

Serial Number
Serial number of the module.

Fw Version
The module's firmware version. All modules should use the same firmware version.
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Sw Revision
The module's software version. All modules should use the same software version.
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Physical Port Tab (6200Devices)

The Physical Port tab provides information on all physical ports on the switch. Click once in any column
header to display the Down Arrow and sort table information in ascending order. Click a second time to
display the Up Arrow and sort in descending order. Each field is described below.

The Physical Port Tab

Denices ORE2AG (10.255.11,132)
| General | Modules | Physical Porl | Interfaces | Stalistics | Link fgg | Link Agg Ports | System State

iy Pinsical Port Status Tabile besz|B| 0 |G| [
| 2 | Peat | Midii Typs [ mias | Dt iplion | Admin Stitus | Opir Stitus
1 1|ETHERMET- CERMANCD Ethienad Intarface bl up -
|[ETHERNET-CEMACD | |[Ehemetinterface | enable [dewn T
[ 3[ETHERNET-CESHAGD | |Ethemet Interface |anable [down
| 4[ETHERMET-CEMACD | [Ehemetintorface  |anablo [down
| | S|ETHERMET-CSHAICD | |Eteinet nberface  |arable diwn
| i 6| ETHERMET-CEMACD Ethema] Interlacse anahle iiwn
[ 1] 7|ETHERMET-CEMACD | [Ethematintarface |gnable [down
| i 8[ETHERHET-CEMAICD | |Efieinetinterfate | erable [divwemt
| [ 9|ETHERMET-CEMACD | |Etremet Interface lenable [dowm |4
:_ L | Il.'l_FTHFH'lFT-.'.F\.H#.'CI'.I | _Fﬂ“:r"lr".lr.‘ﬂ.‘la:? _nnahlo _|1r.'a.-11
1 i 11 |ETHERMET-CSMANCD Emfiira#d Inbarface eridble diwn
| 12|[ETHERHET-CEMATCD | |Ememetinterface anable d#n
| | 13|[ETHERNET-CSHACD | |Ehemetintarface  |anable [down
| 1] H_'.-'TI-!EF-‘JET-":-SH-L"CLI | _Elhl.-lrl.-'.lrh.'.'lhl:l.- erahli dowwm
i 15| ETHERMET-CSMACD | | Ethver e [ nbarface arahla o g
| 16| ETHERNET-CSMAICD | |[Ethemetintarface  enable [down
| 1 ."_'.-1HI:H‘II.-I-":-".-CH-'L"C D | _Emmrn‘.lr'.crln:r |eniable diwm
| | 18|ETHERHET-CSWACD | |Etheinel Interface  enable diwn
| 1] 19|ETHERMET-CERACD | |Ehemetinterface anable | dowm
| 1 30| ETHERMET- CEMACD Ethemel Interface  enablo down
| 1| 1 |[ETHERNET-CEMATD | |Efemeninterface  erable [ =
Lipdat Help

Click Update to poll the switch
and refresh the screen with
current information.

Slot/Port
The slot and port for which status is displayed.

MediaType
The physical type of the port.

Alias
The user-defined alias for the port.

Description
A description of the port.

Admin Status

The Administrative (Admin) status of the port: up or down. When the Admin status of a port is enabled,
the port can receive and transmit data as long as a cable is connected and no physical or operational
problems exist. When the Administrative Status of a port is disabled, the port will not transmit or receive
data even if a cable is connected and the physical connection is operational. Note that physical or
operational problems may cause a port to be nonfunctional even when its Administrative Status is enabled.

OperStatus
The operational status of the port: portUp, portDown, or unknown.
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The Interfaces Tab (6200 Devices)

The Interfaces tab provides information about all active interfaces on the OS6200 switch. Click once in any
column header to display the Down Arrow and sort table information in ascending order. Click a second
time to display the Up Arrow and sort in descending order. Each field is described below.

Note: In stacked configuration, the table lists all possible physical ports and this leads to slow response in
reading the table.

The Interfaces Tab
Device: OS6248 {10.255.11.132)
[ General | Modules | Physical Port | Interfaces | Statistics | Lk Aga | Link Agi Ports | Systen Stata | .
Intorface Status Table suse R T &R

Indix : Mias | Dascrip®on | Typi ML _. Epged Fiysical Address Admin. Stale | Oper, Status

1 |Ethemet Insensze | ETHERMET-CSMACD | 1500] 100Mb=[00 12 c70b Be sl |up [up =
Fll [Ethemet Indenlace | ETHERMET-CSMACD | 1500] 100 Mbs[00 12 (700 Be aZ  |up | dorwm |
3| [Ethamet Inderface | ETHERMET-CSMATD | 1500] 100 Mbs[00 12 (700 Be a3 |up | dorwm |

4 Ethamed Infeface |[ETHERMET-CSMAD | 1500| 100 Mbs 0012 oT0bh B a4 |up dwn

] [Ethamet Inteface | ETHERMET-CESMACD | 1800] 100Mbs 0012 100 8c a%  |up [down

Al |Ethamned Inferface |ETHERMET.CSMAICD | 1500 100Mbs 00 12 cf0h Bc a6 |up | dirwm

7 _[—Ihc.‘ne’.ln‘.brl'n:e _ETH[—RHET-I."‘SM.-"J‘CD | 1£{II]_ 1I]|'.IHI:=_I]EI12 ef 0b B aT |up |derwm |
'] Ethérm#! Infemacé ETHERMET-CSMACD 1500 100 Mb 00 12 ¢f0b 8¢ a2 |up |dirwm !—
g |Ethernet Inteface |ETHERMET-CSMACD | 1500 100Mbs|00 12 cf0h Bt a9 |up | derwn

10] |Ethemet Intertace |ETHERMET-CEMAMCD | 1500 100Mb=[00 12 ef0b 8 aa  |up | derwm

1] |Ethemnet Infeifate |ETHERMET-CSMAICD | 1500| 100Mbs|00 12 eT0b 8¢ ab_|up | drven

13] Ethemet infenfate | ETHERMET-CSMAICD | 1500] 100 Mbs[00 12 cTdb Bt ac__|up | drem |
13] |Ethermel Infensie |ETHERMET-CEMANCD | 1300( 100Mb=e 0012 cf0b B ad  jup |dirwm |
14 |Ethemet Inferfate |ETHERMET-CSMAICD | 1500| 100Mb=|00 12 cT0b B a2 |up | dawn |
15 [Ethemet Intenste | ETHERMET-CMACD | 1500| 100 Mb=[00 12 (T0b Be sl |up [ derwm |
16/ |Ethemet Interfsce |ETHERMET-CSMACD | 1500] 100 Mbs[0012 ¢70b Bc b0 [up [drwm |
17] [Ethemet Intenisce | ETHERMET-CSMACT | 1500] 100MEs[00 12700 Bc b1 |up | dorwm |
18| |Ethame] Inferface |ETHERMET-CSMACD | 1500| 100 Mos 0012 cT0b G b3 jup |dorwm |
18] [Ethamet Inderface | ETHERMET-CSMATD | 1600] 100 Mbs[00 13 (100 Bc b3 [up | dorwm ||
0 Ethamned Inferface |ETHERMET-CEMACD | 1400 100Mbs{0012 (fObBcbd  |up dowm -

| [ I

Click Update to poll the switeh and
refresh the screen with current
information.

Index
A unique value that identifies this interface internally.

Description
A description of the interface that usually includes the name of the manufacturer, the name of the product,
and the version of the interface's hardware/software.

Type
A description of the type of the interface.

MTU
The size, in octets, of the largest packet that can be sent or received on the interface.

Speed
An estimate of the interface's current bandwidth. Speed is displayed in bits-per-second if less than
1,000,000 bits-per-second. Speeds of 1,000,000 bits-per-second or greater are displayed in terms of Mbs
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(megabits-per-second). If an interface does not vary in bandwidth, or if no accurate estimation can be made,
the nominal bandwidth is displayed in this field.

Physical Address
The physical address of the interface at its protocol sublayer. For 802.x interfaces, the physical address is a
MAC address. No physical address displays for interfaces in loopback mode nor for serial interfaces.

Admin. State

The administrative state of the interface: up, down, or testing. Admin state up indicates the interface is
administratively enabled to pass packets; down indicates the interface is administratively disabled from
passing packets; testing indicates the interface is in a test mode and cannot pass operational packets. All
interfaces are initialized with the admin state down. After initialization, either in response to explicit
management action or stored configuration data, the admin state of an interface to changed to up or testing
(or may remain down).

Oper. Status
The current operational status of the interface: up, down, testing, unknown, dormant, notPresent, or
lowerLayerDown.

up. The interface is ready to transmit and receive packets.

down. The interface is either administratively disabled or there is a fault that prevents it from going to the
up state.

testing. The interface is in a test mode and cannot pass operational packets.

dormant. The interface is waiting for external actions (such as a serial line waiting for an incoming
connection).

notPresent. The interface has missing components (typically hardware components).
lowerLayerDown. The interface is down due to the state of lower-layer interfaces.

If an interface's administrative state is down its operational status will also be down. When the
administrative state is changed to up, the interface's operational status will change to up if the interface is
ready to transmit and receive packets; or, the operational status will change to dormant if the interface is
waiting for external actions; or, the operational status will remain down if there is a fault that prevents it
going up; or, the operational status will remain

Last Change

The value of sysUpTime when the interfaces table (ifTable) was last changed because a new entry was
created or an existing entry was deleted. (The sysUpTime MIB variable reports the time period that has
elapsed since the switch was last initialized.) If the interfaces table was not changed since the last re-
initialization of OmniVista, no value will display in this field.

Out Queue
The length of the packet output queue, in packets.
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RMON Statistics (6200 Devices)

The RMON Statistics tab, displays RMON (Remote Monitoring) statistics information for 6200 devices.
The interfaces that are not connected will be filtered out from the view. Click once in any column header to
display the Down Arrow and sort table information in ascending order. Click a second time to display the
Up Arrow and sort in descending order. Each field is described below.

Note: In a stacked configuration, the table contains all possible physical ports and this leads to slow
response reading the table.

The RMON Statistics Tab

Device: OF6248 (10.255.11.132)

[ Genaral | Modies | Physical Port | Interfaces | Stafistics | Link Agp | Link Aga Ports | System State |
Statistic Tables

AMON | Ethesnit LF

RMON Statistics Table TR
Siod | Port | Deop Events | Tolal Oclels | Tolal Packets | Todal Beosdiast PRig. | Tobs Mullicast Pe CRC Align Emors
i 1 0| 257070455 EIE20070 Faa0TE30 1725321 3~
i 3 ol [ [ ] 0 |
1 3 [ 0 ] ] 0 0
1 4 0 0 0 ] 0 0
1 5 il 0 1] ] i 0
1| & il 0| 0 0 0 0l
1 7 il o] 1 ] [i 0
1| = il | 1] ] i 0
1] [ [l [ a al al
1 10 [ 1} o a a il
1 n ] 1] ] ] [ 0]
i 12 ] 1] o 0 [ 0
i 13 ] 0 0 ] i 0
1| 14 0 0 0 ] 0 0
1| 15 [1] 0 0 ] i 0
1| 16 0 [ 0 ] 0 0
17 il il 0l ] il 0
1] L3
Uil st elp

Click Update to poll the switch and
refresh the screen with current
information.

Slot and Port
The slot and port for which RMON statistics are displayed.

Drop Events

The total number of occasions that packets were dropped by the probe due to lack of resources. Note that
the value in this field is not necessarily the number of packets dropped; it is the number of times this
condition was detected.

Total Octets

The total number of octets received, including those in bad packets. The count includes FCS (frame check
sequence) octets but excludes framing bits. The value in this field can be used as a reasonable estimate of
10 megabit Ethernet utilization. If greater precision is desired, the Total Octets and Total Packets values
should be sampled before and after a common interval. In the following equation, the differences in the
sampled values are Octets and Pkts, respectively, and the number of seconds in the common interval is
Interval. The result of this equation is the value Utilization which is the percent utilization of the Ethernet
segment on a scale of 0 to 100 percent.
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Phts * (9.6 + 6.4 + [Octets * .
UFrilization = : ( ) ( i B]

Interval * 10,000

Total Packets
The total number of packets received, including bad packets, broadcast packets, and multicast packets.

Total Broadcast Pkts
The total number of good packets received that were directed to the broadcast address. Note that this value
does not include multicast packets.

Total Multicast Pkts
The total number of good packets received that were directed to a multicast address. Not that this value
does not include packets directed to the broadcast address.

CRC Align Errors

The total number of packets received with a length between 64 and 1518 octets, inclusive (excluding
framing bits but including FCS [frame check sequence] octets), which had either of the following errors:
a bad frame check sequence with an integral number of octets, which is an FCS error, or

a bad frame check sequence with a non-integral number of octets, which is an alignment error.
Undersized Pkts

The total number of packets received that were less than 64 octets in length, excluding framing bits but
including FCS (frame check sequence) octets, and were otherwise well formed.

Oversized Pkts

The total number of packets received that were longer than 1518 octets, excluding framing bits but
including FCS (frame check sequence) octets, and were otherwise well formed.

Fragments
The total number of packets received that were less than 64 octets in length (excluding framing bits but
including FCS [frame check sequence] octets), which had either of the following errors:

a bad frame check sequence with an integral number of octets, which is an FCS error, or
a bad frame check sequence with a non-integral number of octets, which is an alignment error.

Note that it is entirely normal for the count in this field to increment, because it includes both runt packets
(which are a normal occurrence due to collisions) and noise hits.

Jabbers
The total number of packets received that were longer than 1518 octets (excluding framing bits but
including FCS [frame check sequence] octets), which had either of the following errors:

a bad frame check sequence with an integral number of octets, which is an FCS error, or

a bad frame check sequence with a non-integral number of octets, which is an alignment error.
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Note that this definition of jabber is different than the definition in IEEE-802.3 section 8.2.1.5 (10BASES)
and section 10.3.1.4 (10BASE2). These documents define jabber as the condition where any packet
exceeds 20 ms. The allowed range to detect jabber is between 20 ms and 150 ms.

Collisions

The best estimate of the total number of collisions on this Ethernet segment. The value returned depends on
the location of the RMON probe. Section 8.2.1.3 (10BASE-5) and section 10.3.1.3 (10BASE-2) of IEEE
standard 802.3 states that a station, when in receive mode, must detect a collision if three or more stations
are transmitting simultaneously. A repeater port must detect a collision when two or more stations are
transmitting simultaneously. Thus, a probe placed on a repeater port could record more collisions than
would a probe connected to a station on the same segment.

Probe location plays a much smaller role when considering 10BASE-T. Section 14.2.1.4 (10BASE-T) of
IEEE standard 802.3 defines a collision as the simultaneous presence of signals on the DO and RD circuits
(transmitting and receiving at the same time). A l0BASE-T station can only detect collisions when it is
transmitting. Thus, a probe placed on a station and a probe placed on a repeater should report the same
number of collisions.

Note that an RMON probe inside a repeater should ideally report collisions between the repeater and one or
more other hosts (per the IEEE 802.3k definition of transmit collisions) plus receiver collisions observed on
any coax segments to which the repeater is connected.

Pkts 64 Octets
The total number of packets received, including bad packets, that were 64 octets in length. The count
includes FCS (frame check sequence) octets but excludes framing bits.

Pkts 65-127 Octets
The total number of packets received, including bad packets, that were between 65 and 127 octets in length,
inclusive. The count includes FCS (frame check sequence) octets but excludes framing bits.

Pkts 128-255 Octets
The total number of packets received, including bad packets, that were between 128 and 255 octets in
length, inclusive. The count includes FCS (frame check sequence) octets but excludes framing bits.

Pkts 256-511 Octets
The total number of packets received, including bad packets, that were between 256 and 511 octets in
length, inclusive. The count includes FCS (frame check sequence) octets but excludes framing bits.

Pkts 512-1023 Octets
The total number of packets received, including bad packets, that were between 512 and 1023 octets in
length, inclusive. The count includes FCS (frame check sequence) octets but excludes framing bits.

Pkts 1024-1518 Octets
The total number of packets received, including bad packets, that were between 1024 and 1518 octets in
length, inclusive. The count includes FCS (frame check sequence) octets but excludes framing bits.
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Ethernet Statistics (6200 Devices)

The Ethernet I/F tab displays the Ethernet statistics for the OS6200 device. The interfaces that are not
connected will be filtered out from the view. Only the physical interfaces are displayed. Click once in any
column header to display the Down Arrow and sort table information in ascending order. Click a second
time to display the Up Arrow and sort in descending order. Each field is described below. Note that
discontinuities can occur in statistics values upon reinitialization of the system.

Note: In a stacked configuration, the table lists all the possible physical ports and this leads to slow
response in reading the table.

The Ethernet I/F Statistics Tab

Deice: DSAHA (1025511132
Goneral | Modes | Plysical Post | Wlerfaces | Statistics | Link &gn | Link Aag Pors | System Slate
Shatistic Tables: : : : : i
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L] ¥
Ul Help

Click Update to poll the switch and
refresh the screen with current
information.

Slot and Port
The slot and port of the interface.

Index
A unique value that identifies the interface internally.

Type
The type of the interface.

Rx Octets
The total number of octets received on the interface, including framing characters.

Tx Octets
The total number of octets transmitted out of the interface, including framing characters.
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Rx Unicast Pkts
The total number of unicast packets received on this interface and delivered to a higher layer. This value
does not include packets addressed to a multicast or broadcast address.

Tx Unicast Pkts

The total number of unicast packets that higher-level protocols requested be transmitted from this interface,
including packets that were discarded or not sent. This value does not include packets addressed to a
multicast or broadcast address at this sublayer.

Rx I/F Discards

The number of received packets that were discarded even though no errors were detected in the packets that
would have prevented them from being delivered to a higher-layer protocol. One possible reason for
discarding such packets would be the need to free buffer space.

Tx I/F Discards

The number of outbound packets that were discarded even though no errors were detected in the packets
that would have prevented them from being transmitted. One possible reason for discarding such packets
would be the need to free buffer space.

Rx I/F Errors
The number of received packets that contained errors preventing them from being delivered to a higher-
layer protocol.

Tx I/F Errors
The number of outbound packets that could not be transmitted because of errors.

Unknowns
The number of received packets that were discarded because of an unknown or unsupported protocol.
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Link Agg Tab (6200 Devices)

The Link Agg tab displays all active Link Aggregate information for the OS6200 device. Link Aggregate
interfaces that are not connected are from the view.

Link aggregation is a way of combining multiple physical links between two switches into one logical link.
The aggregate group operates within Spanning Tree as one virtual port and can provide more bandwidth
than a single link. It also provides redundancy. If one physical link in the aggregate group goes down, link
integrity is maintained.

There are two types of aggregate groups: static and dynamic. Static aggregate groups are manually
configured on the switch with static links. Dynamic groups are set up on the switch but they aggregate links
as necessary according to the Link Aggregation Control Protocol (LACP). OmniVista's Link Agg tab
provides information about each link aggregation group defined on the switch. Each field in the tab is
described below.

The Link Agg Tab

Dedce: OS6248 (10L265.11.132)
[ Gonoral | Modules | Piysical Port | ielerfaces | Statistics | Link Agg | Link Agg Ports | Systom State |

Link A Table [ = [ & [
Huriber | MAC Address | Actor Pridrity Actor 1D Aggregate | Aclor Admin Key | Atbor Oper Ky Fartnar D
LAG-1| 001 2cT. 008050 1] 001 2cr.008eE0 [trus ] 1000 1000 000000000000
1 ¥
Upidate Eedpy

Click Update to poll the switch and
refresh the screen with current
information,

Number
A reference number assigned when the link aggregation group was created.

Size
The maximum number of links that may belong to this link aggregation group.

Name
The name of the link aggregation group. This is an alphanumeric string up to 255 characters long.
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Description
The standard MIB name for this link aggregate group.

LACP Type
The type of this link aggregation group. lacpOff means the group is static. lacpOn means the group is
dynamic and is using the LACP protocol. (LACP is the Link Aggregation Control Protocol.)

Admin State

The administrative state of this link aggregation group: either enable (the group is active and is able to
aggregate links) or disable (the group is inactive). The group's administrative state is configured by the
network administrator.

Oper State
The current operational state of this link aggregation group: either up (the group is operational) or down
(the group is not operational). This field may also display logicPortCreatFailed or qReservationFailed.

Selected Ports
The number of ports that could possibly attach to this link aggregation group at the moment.

Attached Ports
The number of ports actually attached to this link aggregation group at the moment.

Primary Port

The slot/port number of the primary port in the link aggregation group used to send BPDUs and flooding
frames. The switch uses the first port to join the group as the primary port. If the first port to join the group
is no longer part of the group, the switch automatically assigns another port in the group to be the primary
port.

MAC Address
The MAC address assigned to this link aggregation group.

Actor System ID
The MAC address for the local port associated with a dynamic link aggregation group, which is used as a
unique identifier for the system that contains this link aggregation group.

Actor System Priority
A value from 0 - 65535 that indicates the priority value associated with the Actor System ID. This defines
the priority of the switch's dynamic aggregate group in relation to other aggregate groups

Actor Admin Key
The administrative key value configured for the dynamic aggregate group. Possible values are 0 - 65535.

Actor Oper Key
The current operational value of the key for the dynamic link aggregation group.

Partner System ID

The MAC address of the remote aggregate group to which this aggregate group is attached. A value of zero
indicates that there is no known partner. If the group is manually configured, the value in this field is
assigned by the local system.

Partner System Priority
The priority of the remote system to which the aggregation group is attached. Possible values are 0 - 65535.
If the group is manually configured, the value in this field is assigned by the local system.
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Partner Admin Key

The administrative key for the aggregation group's remote partner. Possible values are 0 - 65535. If the
group is manually configured, the value in this field is assigned by the local system. The administrative key
may differ from the operational key.

Partner Oper key
The operational key of the remote system to which the aggregation group is attached. If the group is
manually configured, the value in this field is assigned by the local system.
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Link Agg Ports Tab (6200 Devices)

The Link Agg Ports tab displays all active Link Aggregate Ports information for the OS6200 device. Link
Aggregate Ports that are not connected are filtered from the view. Each field is described below.

The Link Agg Ports Tab

Destice: OS6248 (10.255.11.133%
| General | Moshules | Physical Part | Interfaces | Statistics | Link Agg | Link Agg Ports | System State |

Link Age Ports Table 2 =I&EE
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in LAG-1 1] 0012006 a0 1000 1000 0
{17] LAG-1 1| 0012er0bg:al 1000 1000 o
11 L1 | 1| 001 2er0bgca| 1000 1000 0|
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Click Update to poll the switch and
refresh the screen with current
information,

Slot/Port
The slot and port number of a port in the link aggregation group.

Aggregate ID

The ID of the static aggregate group to which the port is attached. This field does not apply to dynamic
aggregate groups. The Aggregate ID can be any value from -1 to 31. The -1 value displays when this field
is not significant.

Admin State
The administrative state of this port: either enable (the port is ready to pass packets) or disable (the port is
administratively disabled). The port's administrative state is configured by the network administrator.

Oper State

The operational status of the port: either up (the port is passing traffic), down (the port is unable to pass
traffic) notAttached (the port is not attached to the aggregate group), or notAggregable (the port cannot be
aggregated, perhaps because the key is not set or is incorrect).

Port State
The current aggregation status of the port. When a port is attached to a group, attached will display in this
field. Other possible port states are created, configurable, configured, selected, and reserved.
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Link State
The operational status of the link: up or down.

Primary
This field displays yes if the port is the primary port in the aggregate group and displays no if it is not. This
field may also display notSignificant.

Actor System ID
The System ID (i.e., the MAC address) of the system that contains this port.

Actor System Priority
A value from 0 - 255 that defines the priority value associated with the Actor's System ID.

Actor Admin Key
The actor administrative key value for this port.

Actor Oper Key
The current operational value of the actor key.

Partner Admin System ID

The administrative MAC address associated with the remote partner's system ID. This value is used along
with Partner Admin System Priority, Partner Admin Key, Partner Admin Port, and Partner Admin Port
Priority to manually configure aggregation.

Partner Oper System Priority
The operational priority of the remote system to which this port is attached.

Partner Admin Key

The administrative value of the key for the remote partner. This value is used along with Partner Admin
System Priority, Partner Admin System ID, Partner Admin Port, and Partner Admin Port Priority to
manually configure aggregation.

Partner Oper Key
The current operational value of the key for the protocol partner.

Selected Agg ID

The Aggregator ID associated with the dynamic aggregate group to which the port is attached. Zero
indicates that this port has not selected an aggregate group, either because it is in the process of detaching
from a group or because there is no suitable group available for it to select.

Attach Agg ID
The Aggregator ID associated with the dynamic aggregate group to which the port is attached. Zero
indicates that this port is not currently attached to a group.

Actor Port
The port number locally assigned to this port. The port number is communicated in Link Aggregation
Control Protocol Data Units (LACPDUs) as the Actor_Port (a read-only value).

Actor Port Priority
The actor priority value assigned to the port. The actor priority value can range from 0 - 255.

Partner Admin Port
The administrative value of the port number for the protocol partner. This value is used along with Partner
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Admin System Priority, Partner Admin System ID, Partner Admin Key, and Partner Admin Port Priority to
manually configure aggregation.

Partner Oper Port
The operational port number assigned to the port by the port's protocol partner.

Partner Admin Port Priority

The administrative port priority of the protocol partner. This value is used along with Partner Admin
System Priority, Partner Admin System ID, Partner Admin Key, and Partner Admin Port to manually
configure aggregation.

Partner Oper Port Priority
The priority value assigned to this port by the partner.

Actor Admin State

The administrative state of the port. The Actor Admin State is a string of eight bits that correspond to the
administrative values of Actor_State, as transmitted by the Actor in Link Aggregation Control Protocol
Data Units (LACPDUSs). The bits of Actor Admin State are as follows:

The first bit corresponds to bit 0 of Actor_State, which is Activity. When this bit is set,
the dynamic aggregate group is able to exchange LACPDU frames.

The second bit corresponds to bit 1 of Actor_State, which is Timeout. When this bit is
set, a short timeout is used for LACPDU frames. When this bit is disabled, a long timeout
is used for LACPDU frames.

The third bit corresponds to bit 2 of Actor_State, which is Aggregation. When this bit is
set, the system considers this port to be a potential candidate for aggregation. If this bit is
not enabled, the system considers the port to be individual (it can only operate as a single
link).

The fourth bit corresponds to bit 3 of Actor State, which is Synchronization. The system
always determines the value of this bit. When bit 3 is set by the system, the port is
allocated to the correct dynamic aggregation group. If this bit is not set by the system, the
port is not allocated to the correct dynamic aggregation group.

The fifth bit corresponds to bit 4 of Actor_State, which is Collecting. The system always
determines the value of this bit. When bit 4 is set by the system, incoming LACPDU
frames are collected from the individual ports that make up the dynamic aggregate group.

The sixth bit corresponds to bit 5 of Actor State, which is Distributing. The system
always determines the value of this bit. When bit 5 is set by the system, distributing
outgoing frames on the port is disabled.

The seventh bit corresponds to bit 6 of Actor_State, which is Defaulted. The system
always determines the value of this bit. When bit 6 is set by the system, it indicates that
the actor is using defaulted partner information administratively configured for the
partner.

The eighth bit corresponds to bit 7 of Actor State, which is Expired. The system always
determines the value of this bit. When bit 7 is set by the system, the actor cannot receive
LACPDU frames.
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Actor Oper State

The operational state of the port. The Actor Oper State is a string of eight bits that correspond to the
operational values of Actor_State, as transmitted by the Actor in Link Aggregation Control Protocol Data
Units (LACPDUSs). The bits are allocated as described for Actor Admin State (see above).

Partner Admin State
The administrative state of the partner's port. The Partner Admin State is a string of eight bits that
correspond to the administrative value of Actor State for the protocol Partner.

The first bit corresponds to bit 0 of Actor_State for the Partner, which is Activity. When
this bit is set, the dynamic aggregate group is able to exchange LACPDU frames.

The second bit corresponds to bit 1 of Actor_State for the Partner, which is Timeout.
When this bit is set, a short timeout is used for LACPDU frames. When this bit is
disabled, a long timeout is used for LACPDU frames.

The third bit corresponds to bit 2 of Actor_State for the Partner, which is Aggregation.
When this bit is set, the system considers this port to be a potential candidate for
aggregation. If this bit is not enabled, the system considers the port to be individual (it
can only operate as a single link).

The fourth bit corresponds to bit 3 of Actor_State for the Partner, which is
Synchronization. When this bit is set, the port is allocated to the correct dynamic
aggregation group. If this bit is not enabled, the port is not allocated to the correct
aggregation group.

The fifth bit corresponds to bit 4 of Actor_State for the Partner, which is Collecting. The
system always determines the value of this bit. When bit 4 is set by the system, incoming
LACPDU frames are collected from the individual ports that make up the dynamic
aggregate group.

The sixth bit corresponds to bit 5 of Actor_State for the Partner, which is Distributing.
The system always determines the value of this bit. When bit 5 is set by the system,
distributing outgoing frames on the port is disabled.

The seventh bit corresponds to bit 6 of Actor_State for the Partner, which is Defaulted.
The system always determines the value of this bit. When bit 6 is set by the system, it
indicates that the partner is using defaulted actor information administratively configured
for the actor.

The eighth bit corresponds to bit 7 of Actor_State for the Partner, which is Expired. The
system always determines the value of this bit. When bit 7 is set by the system, the
partner cannot receive LACPDU frames.

Partner Oper State

The current operational state of the partner's port. The Partner Oper State is a string of eight bits that
correspond to the current values of Actor_State in the most recently received Link Aggregation Control
Protocol Data Unit (LACPDU) transmitted by the protocol Partner. The bits are allocated as described for
Partner Admin State (see above).
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System State Tab (6200 Devices)

The System State tab, displays system state information for each module of the stack.

The System State Tab

Deice: OS6248 (1025511133
| General | Modules | Physical Port | Inlerfaces | Statistics | Link Agg | Link Agg Parts | System State |

System State Information

CPU Utllization (60 seconds)y: %
Unit 1D 1
System Up Time: 16 days 0 hours 58 mamsdes 36 seconds 32 ticks
Unit Temperatan: 3
Power Supply: 108z
Power Supply (redundant): Mot Present
L Uniate L Lielp L

Click Update to poll the switch
and refresh the sereen with
current information.

CPU Utilization (60 seconds)
The average device-level CPU utilization, expressed as a percent, in the primary (active) CMM module
over the last 60 seconds.

Unit ID
(TBD)

System Up Time
The time period that has elapsed since the switch was last initialized. (Each tick is .01 second.)

Unit Temperature
This field indicates whether the chassis temperature is within the acceptable temperature range for the
switch.

Power Supply
Displays the status of the primary power supply.

Power Supply (redundant)
Displays the status of the redundant power supply.
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General Tab (6300-24 Devices)

The General tab for 6300-24 devices provides general system information and general chassis information,
as explained below. To change any configurable parameter, edit the field as desired and then click Apply to
write the change to the switch. All changes take effect immediately.

The General Tab

Dace: NEYS_125 (10.225%11.125)
General | Porls | Inberfaces

Syslem
Mane: MWWS_125 Description: OmmaiStack*24 1001 001 000
Location: HMS LAR Contact:
Up Time: 19 days 4 hours 1 minubes 19 seconds ABRAAP: Inactie [+
Chazsis Information Table ém«”}llﬂjf
Unil 1d | Hardware Version | Firmowang Version | LoaderVersion | Bool ROM Vergion | Op codé vwergion | Pad Count
1|RO1 100 10.25 232013 2

| Apply || lUpdate || Help

|

Click Update to poll the switch and
refresh the screen with current
information,

Click Apply to write changes to the switch.
All changes take effect immediately.

System Parameters

Name
A user-defined name for this switch.

Description
A factory-defined description of the switch.

Location
A user-defined description of the switch's physical location.

Contact
A user-defined statement identifying the person or organization responsible for the switch.

Up Time
The period of time that has elapsed since the switch was last rebooted.

AMAP
Set this field to Active or Inactive to enable or disable the AMAP protocol on this switch. By default,
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AMAP is enabled. AMAP is a proprietary protocol that learns the connections and links between switches
in the list of All Discovered Devices. This information is used to create a graphical display of network links
when a network region or subnet is viewed. If you disable AMAP, this switch's connections and links will
not be displayed.

Chassis Information Parameters

Unit ID
An ID number that identifies the switch.

Hardware Version
The hardware version of the main board.

Firmware Version
The version of the firmware on the main board.

Loader Version
The version number of the loader code on the main board.

Boot ROM Version
The version number of the Boot ROM and POST (Power On Self Test) code on the main board.

Op Code Version
The version number of the operation (runtime) code on the main board.

Port Count
The total number of ports on the switch, including expansion slots.

Power Status
Indicates whether the switch is using internalPower, redundantPower, or both internal AndRedundantPower.

Expansion Slot 1
The type of module installed in Expansion Slot 1. If no module is installed, notPresent displays.

Expansion Slot 2
The type of module installed in Expansion Slot 2. If no module is installed, notPresent displays.

Role in System
Indicates whether the switch is functioning as the master, backupMaster, or slave.
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Interfaces Tab (6300-24 Devices)

The Interfaces tab provides status for all interfaces on the switch. Click once in any column header to
display the Down Arrow and sort table information in ascending order. Click a second time to display the

Up Arrow and sort in descending order. Each field is described below.

The Interfaces Tab
Divice; NMS_125 (10.255.11.125
General | Porls | Interfaces
Inferiace Statiss Table pees | 2] [&[E(EH
Irsdex Desciplion | Tipe | WTU | Speed | Physical Address | Adsrin. Stal
1|Etherdet Port on unit 1, poet] | ETHERNET-CSMACD | 1573|1000 Mba 00 301 8903 de_|up -
2 |Ethertled Porl on unil 1, podt 2 | 1572] 1000 Mbs |00 30 33 b3 dd_|up 11
3|Ethertdet Port on unit 1, port 3 | 152] 1000 Mbs |00 30 A 893 da [up
4 [Ethertdet Fort o unit 1, podtd 1522 1000 Mbz |00 30 8963 67 [up
& | Ethertded Port on wnil 1, port & | 1572 1000 Mbs |00 30 A 39 b3 el |up
fi [Ethermdet Port on it 1, port 6 1522] 1000 Mbz 00301 89b3 el [up
7| Ethertet Porl o il 1, poetT | 1572] 1000 Mbs|00 30N 99 b3 62 [up
8 [Etharmiet Port on unit 1, port & [ 1572] 1000 Mbs 0030 B b3 ed |up
9 |Ethertdet Port on unit 1, port @ 1522) 1000 Mbz |00 301 83 b3 ed [up LY
10 [Ethetet Port on wnil 1_pord 10| | 1572 1000 Mbs |00 20 A 39 b3 ¢h |up
11 |Ethertded Port on unit 1, post11 ET-CSMACD | 1573] 1000 Mba[00 301 590366 |up
12| Ethertded Pord on wil 1, pod12 |ETHERNET-CEMANCD 1522 1000 Mbs |00 301 99 b3 &7 :Jp
13|Ethertiel Port on unit 1, post1 3 |ETHERNET-CEMAICD | 1522] 1000 Mbs 00 3011 9903 ed |up
14| Ethertel Fort on it 1, post14 |[ETHERNET-CEMAICD | 1522] 1000 Mbs |00 3011 89b3 &8 |up
|16 |Ethemdel Pord on unil 1, podt 15 | ETHERNET-CEMAMCD | 1532|1000 Mbs 00 30 A 39 b3 ¢a_|up I=
T ;
Update Heip

Index

Click Update to poll the switch and
refresh the screen with current
information.

A unique value that identifies this interface.

Description

A textual description of the interface.

Type

The type of the interface, identified according to the physical or link protocol(s) immediately "below" the
network layer in the protocol stack.

MTU

The size, in octets, of the largest datagram that can be sent or received on this interface. This is the size of
the largest network datagram that can be transmitted on interfaces used for transmitting network datagrams.

Speed

An estimate of the interface's current bandwidth. Speed is displayed in bits-per-second if less than
1,000,000 bits-per-second. Speeds of 1,000,000 bits-per-second or greater are displayed in terms of Mbs
(megabits-per-second). If an interface does not vary in bandwidth, or if no accurate estimation can be made,
the nominal bandwidth is displayed in this field.
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Physical Address
The interface address at the protocol layer (the layer immediately "below" the network layer). This field
displays no value for interfaces that do not have such an address (for example, a serial line).

Admin State

The administrative state of the interface: Up indicates the interface is administratively enabled to pass
packets; Down indicates the interface is administratively disabled from passing packets; Testing indicates
the interface is in a test mode and no operational packets can be passed.

Oper Status

The operational state of the interface: Up indicates the interface is able to pass packets; Down indicates the
interface is not able to pass packets; Testing indicates the interface is in a test mode and no operational
packets can be passed.

Last Change
The amount of time since the interface entered its current operational state. This field will display a zero if
the current operational state was entered prior to the last re-initialization of the application.

Out Queue
The length of the output packet queue (in packets).
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Ports Tab (6300-24 Devices)

The Ports tab provides information on the physical ports on the switch. Click once in any column header to
display the Down Arrow and sort table information in ascending order. Click a second time to display the
Up Arrow and sort in descending order. Each field is described below.

The Ports Tab

Diice: NS _125 (10.255.41.125)
General | Pors | Wlerfaces |

Port Information Table paza| R
Potld | Mame | Type | _Speed Cy. | Flow Control Cfy. | Auto Meagolision | Speed Slabus | Flow Co ||
1 _||'|IZIL53|'II."BEE-E‘T TllCuplexd 0o IjI'S-ah'E'l.'ﬂ enabled lDuplexi 000 none =}
2 .Illul.sa-ul.'lE!:JSL-T .rl..'||:|l.I|.||I:'l'||:||:| ju:abmu | enabled .I'l. Duplei 000 _honE {
3 (thousandBaseT |TWlDuplexd 00 [dizabled enabled ADLplext 000 none
£ |ousandBaseT |TullDuplexd 00 (disabled | Enabled [MADuplE 000 | none |
5_ _Ihc.l.,sandE:l;-:rT _fl.'ll:.lurllpzll]l'l |digabiled | enabled _I'l, Ciuplex i 000 _mong {
6 thousandBaseT | TullDuplexd 00 Ijliih'?d enabled NADuplel 000 none
5 _IInausaquast—T _fl.'ll:luull:'!II]IIl _Jniabmu | enabled _I'|. Dupleci0on _hione {
8 (thaussndBseeT |lDuple 00 (disabied enahled ADuplel 000 none
9 thousandBaseT |TullDuplext 00 |disablad enabled nADuple 000 none |
III: :Ihnl.sﬁndﬁnjﬂ :I'l.'lf.lurllﬁsl[ll'l :.‘II:’-.‘IhII:r.I | enabled :fl. Cuplexi 000 _nong _! - |
11 thouesndBaeseT |TullDuplec 00 Ijl'S-ih'Pl'ﬂ enabled ADuplexi 000 none
13 |housandBaseT |TullDuplexd 00 [disabled | Enabled MeliDuplet 000 [none
13] (thousandBaseT |TullDuplexd 00 [disabled enabled (ADuplext 000 none
14 |ousandBaseT |ullDuplexd 00 (disabled enabled |[MADuUplE 000 | none
IS_ _|hﬂ|.!’u‘l|1|‘.|RiI!'.l"T _I'|.'If.lur||r~:l 0o |digabiled |enabled _I'|. Cupléxi 000 _hong | =
i el STy =T (TR —r— Lo ok DD —

Click Update to poll the switch and
refresh the screen with current
information.

Port ID
An ID number that identifies the port.

Name
The name of the port. This name is the ifAlias in the IF-MIB (RFC2863 or later).

Type
The type of the port.

Speed Cfg.
The speed and duplex mode to which the port is set.

Flow Control Cfg
The flow control mechanism to which the port is set. This field may display:

enabled. Flow control is enabled.
disabled. Flow control is disabled.

backPressure. Flow control mechanism is backPressure when the port is in fullDuplex
mode.This flow control mechanism will not function.

174



Ports Tab (6300-24 Devices)

dot3xFlowControl. Flow control mechanism is IEEE 802.3x flow control when the port
is in halfDuplex mode. This flow control mechanism will not function.

Auto Negotiation
The status of auto negotiation: enabled or disabled.

Speed Status

The speed and duplex mode at which the port is operating. If this port is operating as a trunk, the speed is
the speed of its individual members. If this port is operating as a trunk and the result is inconsistent among
its member ports, this field will display error.

Flow Control Status
The flow control mechanism that the port is actually using. This field may display:

error. This is a trunk and the result is inconsistent among its member ports.
backPressure. The BackPressure flow control mechanism is being used.
dot3xFlowControl. The IEEE 802.3 flow control mechanism is being used.
none. Flow control is disabled.

Forced Mode
The forced mode of a combination port (ports 21 - 24). If this port is not a combination port, this field
displays none. If the port is a combination port, this field may display:

copperForced. Always uses the built-in RJ-45 port.

copperPreferredAuto. Uses the built-in RJ-45 port if both combination types are
functioning and if the RJ-45 port has a valid link

sfpForced. Always uses the SFP port (even if the module is not installed)

sfpPreferredAuto. Uses the SFP port if both combination types are functioning and if
the SFP port has a valid link
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General Tab (8008 Devices)

The General tab for 8008 devices provides general system information and general chassis information, as
explained below. To change any configurable parameter, edit the field as desired and then click Apply to
write the change to the switch. All changes take effect immediately.

The General Tab

Dedce: OmniStack B0OB_A01 {10.255.11.201)
General | Porls | Interfaces

Sysiem
Mame: |CminiStack BO0E_201 Dascription; Alcatal Omneciack 8008
Location: MM LARDRATOREY Comact: Alcatel_sMD

U Tirne: 15 daes 1 hours 2 rinules 53 seconds

Chassis Information
Hardware Versiom: 4.0 (560 CPL) Frmweare Versione 2.50.0%
POST cotea version: V1.04 Port Count: &

Poweer Status: intemalP ower

Loy [ wese

Click Update to poll the switch and
refresh the screen with current
information.
Click Apply to write changes to the switch.
All changes take effect immediately.

System Parameters

Name
A user-defined name for this switch.

Description
A description of the switch as defined by the manufacturer.

Location
A user-defined description of the switch's physical location.

Contact
A user-defined parameter stating who is responsible for this switch.

Up Time
The period of time that has elapsed since the switch was last rebooted.
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Chassis Information Parameters

Hardware Version
The version number of the main hardware board.

Firmware Version
The version number of the system firmware in flash ROM.

POST Code Version
The version number of the POST (Power-On Self-Test) code in ROM.

Port Count
The total number of ports on the switch.

Power Status
Displays the type of power the switch is using: internalPower, redundantPower, or
internal AndRedundantPower.
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Interfaces Tab (8008 Devices)

The Interfaces tab provides status for all interfaces on the switch. Click once in any column header to
display the Down Arrow and sort table information in ascending order. Click a second time to display the
Up Arrow and sort in descending order. Each field is described below.

The Interfaces Tab

Device; Ormnestack S008_201 {10.25511.201)

Goemeral | Parts | Imlerfaces |

Interface Status Talla oo [ 2] [S[EEH]
Ind e Description Typi MWTU | Speed | PhySical Addrigs | Adriil
1|RMON Fort1 omUnil1 | ETHERMET-CEMAICD | 1500 1000 Mb= 00 d095 b 07 21 |up
7 RMON Porl 3 onUnit || ETHERMET-CEMACD | 1500[ 1000 Mbs|00 0 95 4b 07 23 |up
3|RMON Port 3 onUnid1 |ETHERK CEMACD 1500( 1000 Mbs |00 dD 95 4007 23 |up
4 |RMON Port 4 omUnil 1 |ETHERMET-CEMAICD | 1500 1000 Mbs |00 d095 &b 07 24 |up
3|RMON Port S om Ui 1 |ETHERE CEmanco 1 'JL'I.I: 1000 Mbs |00 d0 9% 4k 07 25 :-IFI
5|RMON Port 6 onUnil1 | ETHERNET-CSMAICD 1500( 1000 Mbe |00 dD 95 407 26 |up
?_F!F.'Il.‘:lhl Porl T anlUnil1 | ETHERMET-CEMACD |1 ﬁl'.ll'l_ 1000 r.lr.-::_l.'ll'. dl a5 4607 27 :.lp
8|RMON Fort 8 omUnil 1 |[ETHERMET-CSMAZD | 1500( 1000 Mbs |00 d095 4007 28 |up
1001 | Console port x| 1500 0 up
1101 |[Management Fort OTHER | 1500 40 Mbs |00 dD 95 46 07 20 |up

e ] _ton

Click Update to poll the switch and
refresh the screen with current
information.

Index
A unique value that identifies this interface.

Description
A textual description of the interface.

Type
The type of the interface, identified according to the physical or link protocol(s) immediately "below" the
network layer in the protocol stack.

MTU
The size, in octets, of the largest datagram that can be sent or received on this interface. This is the size of
the largest network datagram that can be transmitted on interfaces used for transmitting network datagrams.

Speed

An estimate of the interface's current bandwidth. Speed is displayed in bits-per-second if less than
1,000,000 bits-per-second. Speeds of 1,000,000 bits-per-second or greater are displayed in terms of Mbs
(megabits-per-second). If an interface does not vary in bandwidth, or if no accurate estimation can be made,
the nominal bandwidth is displayed in this field.
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Physical Address
The interface address at the protocol layer (the layer immediately "below" the network layer). This field
displays no value for interfaces that do not have such an address (for example, a serial line).

Admin State

The administrative state of the interface: Up indicates the interface is administratively enabled to pass
packets; Down indicates the interface is administratively disabled from passing packets; Testing indicates
the interface is in a test mode and no operational packets can be passed.

Oper Status

The operational state of the interface: Up indicates the interface is able to pass packets; Down indicates the
interface is not able to pass packets; Testing indicates the interface is in a test mode and no operational
packets can be passed.

Last Change
The amount of time since the interface entered its current operational state. This field will display a zero if
the current operational state was entered prior to the last re-initialization of the application.

Out Queue
The length of the output packet queue (in packets).
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Ports Tab (8008 Devices)

The Ports tab provides information on the physical ports on the switch. Click once in any column header to
display the Down Arrow and sort table information in ascending order. Click a second time to display the
Up Arrow and sort in descending order. Each field is described below.

The Ports Tab

Desdce: DmniStack 8008 _H01 (10.255.11.301)
General | Porlz | Inferfaces

Port Information Tabbi pa | & (0|
Fort id Faorl Type Admin Spesd and Mode | Opar Speed and Mods | Admin Flow Cordral ||
1 |thougand Basnsy |auloMegatiation Tl D pibc 1 Q00 |disabiled
{thousancBazedd | auloMegolistion fullDupde 000 dizablad
3| thousandBasesy |auloMegatiation full Db D00 |digabiled
4|thousandGasedy |auloMegotiaion MLl D penc] 000 |disabilad
‘E_'!!'IIZIUE--:':I"IG 2azeSy |autoMegotision {1 D ke 000 _ﬂlf!l.'p ad
I'._!:lnu'..'lnn Basasy |auloMegatiation Tl D g Q00 |disabiled
7|thousand@asedd |auloMegotiabion Ll D pikenc 000 disahblad
g|thousand2ases) [auloMegalistion 1111 Dot e 1 000 digabilad

| Uptate || ol

Click Update to poll the switch and
refresh the screen with current
information.

Port ID
An ID number that identifies the port within this switch.

Port Type
The type of the port.

Admin Speed and Mode

The speed and duplex mode to which the port is set administratively. The value in this field may be
halfDuplex1000 (1000 Mbps and half duplex mode), fullDuplex1000 (1000 Mbps and full duplex mode),
or autoNegotiation (allow the switch to negotiate duplex mode and speed with the other end of
connection).

Oper Speed and Mode
The speed and duplex mode at which the port is actually operating. The value in this field may be
halfDuplex1000 or fullDuplex1000.
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Admin Flow Control

The administrative state of flow control for the port: either enabled or disabled. When flow control is
enabled, and the port is operating in halfDuplex mode, the backPressure flow control mechanism is used.
When flow control is enabled, and the port is operating in fullDuplex mode, the IEEE 802.3x flow control
mechanism is used. Flow control can eliminate frame loss by “blocking” traffic from end stations or
segments connected directly to the switch when switch buffers fill.

Oper Flow Control
The type of flow control the port is actually using during operation. This field may display the following
values:

backPressure. The backPressure flow control mechanism is in use. The backPressure
flow control mechanism is used when flow control is administratively enabled and the
port is operating in halfDuplex mode at 1000 Mbps.

dot3xFlowControl. The IEEE 802.3x flow control mechanism is in use. The IEEE
802.3x flow control mechanism is used when flow control is administratively enabled
and the port is operating in fullDuplex mode at 1000 Mbps.

none. Flow control is disabled.

181



General Tab (Third-Party Devices)

General Tab (Third-Party Devices)

The General tab for third-party devices enables you to specify the device name and location of the third-
party device. It also displays the system up time (the period of time that has elapsed since the switch was
last rebooted). To change the device name or location, edit the respective fields as desired and then click
Apply to write the change to the switch. All changes take effect immediately.

The General Tab

Dace: OAW-ER0E (1025511191}
General | Interfaces

Syl
Mame: O&W-4308 Deseripion: ADE-W MODEL: QAW-4308), Vergion 2.4.2.0
Location: public-public mdfsdes user s public’ e wsd Contact: [configuri swilh Bublic' rag wser isrv? raps

Up Times 4 days T hours S minutes 11 saconds

Ay [ Upikate | Help

Click Update to poll the switch and
refresh the screen with current
information.

Click Apply to write changes to
the switch. All changes take
effect immediately.
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Interfaces Tab (Third-Party Devices)

The Interfaces tab provides status for all interfaces on the switch. Click once in any column header to
display the Down Arrow and sort table information in ascending order. Click a second time to display the
Up Arrow and sort in descending order. Each field is described below.

The Interfaces Tab

Dndce; ORW-E308 (10L255.11.151)
General Interfaces

Inerface Statiss Table [ 2] 2 [&[EEEH|
Index | D scription | Type MTU | Speed [Pt ysical Address | Admin. Slabe)
4087 |Te1/0 ETHERNET-CEMACD 1500 100 Wivs (00 0B 86 50 6186 |up
4092 re 11 E T-CEMAICD 1500] 100 MEg |00 0B 65 50 EfeT  |up
4008 T E T-CEMAGD 1500 100 Mos |00 00 85 50 6 ed |
4100{7e1/3 E T-CEMAICD 1500] 100 Mbg |00 00 66 50 61e3  |up
4101|1154 ETH T-CEMACD 1.r'..'ll'l_ I.'II'I'\-'.'u:'-_I]I'I 0f 85 80 Baa
4102|7e1is ETHE T-CEMACD 1500 100 Wi (00 0b 85 50 Efab  |up
4103 re16 ETHE T-CEMACD 1500 100 Mibs |00 0B 86 50 Bfec  |up
4104|Te1 7 ETH T-CEMACD 1500[ 100 Wiz (00 0b 56 30 6/ad  |up
4105 | geplin ETHERKET-CEMAICD 1500( 1000 Wi |00 0b B6 50 Efae  |up
16285 803 10 ViLAN L3 WLAN {IP) 1500 000 0 86 50 6es | wp
13421 7728[SWITCH P INTERFACGE |[SOFTWARE-LOOP-BACK | 1500 0] 00 00 00 00 00 00| ap
1 ]|
Update Helgp

Click Update to poll the switch
and refresh the screen with
current information.

Index
A unique value that identifies this interface.

Description
A textual description of the interface.

Type
The type of the interface, identified according to the physical or link protocol(s) immediately "below" the
network layer in the protocol stack.

MTU
The size, in octets, of the largest datagram that can be sent or received on this interface. This is the size of
the largest network datagram that can be transmitted on interfaces used for transmitting network datagrams.

Speed

An estimate of the interface's current bandwidth. Speed is displayed in bits-per-second if less than
1,000,000 bits-per-second. Speeds of 1,000,000 bits-per-second or greater are displayed in terms of Mbs
(megabits-per-second). If an interface does not vary in bandwidth, or if no accurate estimation can be made,
the nominal bandwidth is displayed in this field.
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Physical Address
The interface address at the protocol layer (the layer immediately "below" the network layer). This field
displays no value for interfaces that do not have such an address (for example, a serial line).

Admin. State

The administrative state of the interface: Up indicates the interface is administratively enabled to pass
packets; Down indicates the interface is administratively disabled from passing packets; Testing indicates
the interface is in a test mode and no operational packets can be passed.

Oper. Status

The operational state of the interface: Up indicates the interface is able to pass packets; Down indicates the
interface is not able to pass packets; Testing indicates the interface is in a test mode and no operational
packets can be passed.

LastChange
The amount of time since the interface entered its current operational state. This field will display a zero if
the current operational state was entered prior to the last reinitialization of the application.

OutQueue
The length of the output packet queue (in packets).
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Importing MIBs

The Import MIBs menu item on the File menu, shown below, enables you to import new or updated MIB
files into OmniVista. All MIB files are imported to the OmniVista server.

Before You Begin

Before you import MIBs, it is important to understand that the the purpose of this function is to import MIB
files that reside somewhere on your local file system into OmniVista. The end result of this operation is that
the imported MIBs will reside in the installationroot/data/mibs directory on the server. A mibs.txt ASCII
file lists the order in which the MIBs will be compiled. It is NOT recommended that you manually copy
MIB files that you want to import into the installationroot/data/mibs directory.

All MIB files that you import must have a file extension of .mib.

If you create a new MIB directory for a new device, note that you must import a complete set of MIBs into
that directory. This means that if any proprietary MIBs you are using have imports of standard MIBs, the
standard MIBs must be included and imported into that directory also.

In order for the MIBs to compile correctly, you are strongly advised to order them so that all the referenced
MIB files are compiled before the files that reference them. MIB compilers follow import references from
one MIB to another on the fly, and do not strictly require that the MIBs be compiled in any particular order.
For this to work successfully, however, the MIB filenames must match the import statements exactly, and
unfortunately this is almost never the case. To avoid these problems, as stated above, order the MIB files so
that all the referenced MIB files are compiled before the files that reference them. You can specify the
order in which the MIB files will be compiled by using the Move Up and Move Down buttons in the
Import MIBs window, as shown and described in the procedure below. MIB files will be compiled in the
order that the files are listed in the Import MIBs window.

It is not advisable to add new MIB files to a MIB directory supplied by default with OmniVista. It is
preferable to create a separate new directory for each new third-party device you want to support. This will
ensure proper operation of the OmniVista MIB Browser. If you add a new MIB file to an existing MIB
directory, you will need to re-import the existing MIB files in order for them all to display in the
OmniVista MIB Browser.

Once you have completed the MIB importation process, OmniVista does not immediately parse the MIBs.
When you discover a device with an OID that is specified for the MIB directory into which you imported
the new MIBs, OmniVista will poll the device for standard MIB-II objects. If the standard MIB-II MIBs are
not included in the directory, error messages will be written to file server.txt (which can be viewed from the
Audit application). Any proprietary MIBs that you imported into the directory will not be parsed until you
load the MIB Browser for a device with an OID that is specified for that directory. However, if you close
the OmniVista client and completely stop the OmniVista server after completing the MIB importation
process, then start the server, the MIBs will be parsed when the server starts.
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How to Import MIBs

1. Execute the Topology application and select Import MIBs on the File menu. The Import MIBs window
displays, shown below.

Select Import MIBs on the File menu.
The Import MIBs window displays.

OmniVista 2500 -  Application: Topolegy  Window:0 — ﬂlﬁl
vo (@] (e 2 BB G (S swiches [=] a
: Dlamu'l.ramL
Les =
B )
[Manual ks |*| P i -
Active Lirks Magie Afdress DS Mame | Ty Vergion
Map= Kile_59 10.255.11.58 |OEEA00-48 |6.1.2.80.R01 |~
Subnets Kito_60 10.255.11.60 DEGA00-48_|6.1.2 37 AOT
- . E— """"H'I.J.QE.HN
x] 1.2.93.R01
T
Mils Fiba List
[t |
Hrmomm
| Monae Lip | .5
w -
R | Bove Do | [1.61A0.RDZ ||
ST —
st _| | oot || concat || b |
At ragan

2. Set the MIBset to be Updated combo box (shown below) to the MIBset to be imported. (If you entered a
new directory name in the Third-Party Device Support tab, the name is displayed for your selection.) Then
click the Add button. The Select a Directory window displays.
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Select the MIBset to be imported. (If you entered a
new directory name in the Third-Party Device Support

tab, the name is
displayed for your
selection.)

«t— Then click the Add

button.The Select
a Directory window
displays {shown
below).

l
Mibset To Be Updatod: e | -
i File List
| Ade.
[ ReErmimsn
B Up
Pelborun= Diaens
mport || concet | e |
The Select a Directory Window
Select the Directory Containgng MIBs bo Inmport LI

Look e |7 data

h = it [ mihc:ache ] tables

[ cache [ mibs S twinent

[ databases [ operildapts (3 tapolomy
[ dvices [ properties

[icons [ quarantinge

S lists [ resourcensanager

[ logs [ schedules

File Mame: |¢."-Frugram Filesialcatel Omnivista 2500Mdata

Files of Tvpes | Directory

.
=]

| Select || Cancel |

-] (=[] = Befes] |

Navigate to the loca-
tion of the MIBset to
be imported. Then click
the Select button.

3. Within the Select a Directory window, navigate to the location where the MIBset resides. When the
correct MIB directory is displayed in the window, click the Select button. The Select a Directory window
closes and the MIB files are listed in the Import MIBs window, as shown below.
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EETTITTEEEE—— Y
Miniset To Be Undated: aos [=
I File List
C:Program Files Wcatel Omnivista X500classesicomialcatolioe = [ Bl

CoiProgram Files\Wcaiel Dmifista 250liclasses'comialcatefioy |
C:Program Flies\icatel Omnivista 2500 clissescomalcatofoy || Remow  =—5Select unnecessary files

CriProgram Filesilcatel Smnivista 2500 classe sicormalcaleliong l:ll'ld CEICk Rm o dBFvE.TE‘.
CiiProgram FilasWicaiel OmmiVista 2500 classesiconialcatelo The.l'n

C:Program Fles\lcatel Gomnivista 2500 classes'conialcatefoy
Py am Files Wicatel Omnivista 2500 clatsesionialeat elin

1
{CoProgram Filesulicatel Dunnivista 2500 classes comalcateloy | &hct individual files and
|:Pragram FiesiAtcatel Grmivista 200 classesicomialcatafos M L click Move Up or Move Down
C:iProgram Files Woatel Omnfvista 2500 classescomialeateloy | —— until ﬁ|35 are listed in Thﬂ
o ' [51 | |oghioen ios desired order. Files will be
mport || Concel || e | loaded in the ar::ler listed.

4. If any files listed in the Import MIBs window are unnecessary, select them and click the Remove button.
Files that you remove will not be imported.

5. The MIB files will be loaded into OmniVista in the order the files are listed in the the Import MIBs

window. You can adjust this order by selecting individual files and clicking the Move Up and Move Down
buttons until files are listed in the correct order.

6. Click the Import button. The MIB files are imported to the OmniVista server. A message displays in the
Status Panel when the import operation is complete.
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